EXHIBIT 4

You've Got Mail:
The promise of cyber communication in prisons and need for regulation

Knoxc County (IIN) Proposed Contract with Securus

PRISON

POLICY'INITIATIVE



Knox County Government
and
Securus Technologies, Inec.

This Contract, between Knox County Government through its governing body and authorized
representative, hereinafter referred to as “County” and Securus Technologies, Inc., hereinafter
referred to as “Contractor”.

Whereas, County requested sealed proposals for an Inmate Communication and
Management System (Request for Proposal #2189) and,

Whereas, Contractor submitted a proposal in accordance with said requested
specifications, the response of which is the most responsible and responsive proposal meeting
specifications accepted by County;

Whereas, Contractor agrees and undertakes to provide said services for Knox County, as
set forth in the Request for Proposal, and at the price quoted for said services by Contractor.
Further, in accordance with the lawful directions of the County, the Contractor agrees in all
respects, to be governed by the Request for Proposal specifications and the Contractor’s proposal
and response.

Now, therefore, in consideration of mutual covenants and promises contained herein, the
parties hereto wish to enter into this Contract to set forth their respective rights and obligations
and do mutually agree that;

Witnesseth:

1. Term of this Contract. This Contract commences on the 1% day of January 2016 and
ends on the 31% day of December 2020 (“Initial Term”), unless terminated in conformity with the
terms of this Contract as contained in paragraphs 3 and 15. Upon the mutual agreement of the
vendor, and Knox County, the award may be extended for two (2) additional five (5) year terms.
This may result in a total of fifteen (15) years. Knox County reserves the right to terminate the
agreement at the end of any particular five (5) year term. Knox County also reserves the right to
terminate this agreement, with or without cause, with a one hundred twenty (120) calendar day
written notice. Any extension will be at the sole discretion of Knox County.




2. Services to be Provided by Contractor.

A. County hereby contracts with Contractor to provide for, as stated in the RFP #2189 and
the Contractor’s response to the RFP dated June 15, 2015, modified by letter dated June
17, 2015 and Contractor’s Best and Final Offer (“BAFQO”), an Inmate Communication
and Management System, including Inmate Management System, Inmate
Banking/Trust Account Management, Inmate Phone System, Inmate Communications
(Kiosks/Tablets), Inmate Visitation, Electronic Messaging, Electronic Medical
Records, Automated Information System (AIS) and other ancillary services as set forth
in Attachments C and D, attached hereto and incorporated herein by reference.

B. Tt is understood and agreed that Contractor shall be the sole prime contractor and
coordinator of the Inmate Communication and Management System specified herein for
all Knox County Cortrectional Facilities, including the Knox County Jail, Knox County
Work Release Center and Roger D. Wilson Detention Facility (the “Facilities”) for the
products and services provided by Contractor.

3.  Appropriations. In the cvent no funds are appropriated by County for the Inmate
Communication and Management System in any fiscal year or insufficient funds exist to
purchase the services, then the Contract shall expire upon the expenditure of previously
appropriated funds or the end of the current fiscal year, whichever occurs first, with no further
obligations owed to or by either party.

4.  Background Checks: A Knox County Sheriff's Office background check will be required
for any or all employees of the successful Contractors’ staff or subcontractors providing services
to Knox County. Any cost will be borne by Knox County. Certain felony convictions will prevent
individual persons from being on Knox County property. These generally include those offenses
that would tend to endanger the health or welfare of persons or staff.

5.  Books and Records. Contractor shall maintain all books, documents, accounting records
and other evidence pertaining to the services provided under this Contract and make such
materials available at its offices at all reasonable times for a minimum of seven (7) years, except
as required longer by law, or until conclusion of any audit, controversy or litigation arising out of
or related to this Contract, whichever date is longer, for inspection by County or by any other
govermnmental entity or agency participating in the funding of this Contract, or any authorized
agents thereof, copies of said records to be furnished if requested. Such records shall not include
those books, documents and accounting records that represent the Contractor’s costs of
manufacturing, acquiring or delivering the products and services governed by this Contract.




0. Commission and Reporting Requirements. Contractor shall pay Knox County a
commission (“Commission”) at the rate of sixty-one percent (61%) of the gross billed call
revenue as generated by this Contract using the call rates offered in Contractor’s BAFO. Gross
billed call revenue shall mean all gross billed revenues generated through the completion of all
calls, excluding interstate calls, placed from the Facilitics. Regulatory required and other items
such as federal, state and local charges, taxes and fees, including transaction funding fees,
transaction fees, credits, billing recovery fees, charges billed by non-LEC third parties, and
promotional programs are excluded from revenue to Contractor. Contractor shall remit the
Commission for a calendar month to the County on or before the 30th day after the end of the
calendar month in which the calls were made (the “Payment Date”). All Commission payments
shall be final and binding upon the County, unless Contractor receives written objection within
sixty (60) days after the Payment Date. County’s payment address is as set forth below. County
shall notify Contractor in writing at least sixty (60) days before a Payment Date of any change in
its payment address.

Contractor shall send Commission payments to the following address:

Knox County Sheriff’s Office
Attn: Allison Rogers

400 Main Street, Suite L-149
Knoxville, Tennessee 37902

Monthly reports relative to the services performed, including call data and revenue
information, shall be available through the SCP (Secure Call Platform) user interface and Facility
Portal by the 30" of each month following the call period (previous month).

7. Compliance with all federal, state, and municipal laws. Contractor is assumed to be
familiar with and agrees to observe and comply with all federal, state, and local laws, statutes,
ordinances, and regulations in any manner affecting the provision of Inmate Communication and
Management Systems, and all instructions and prohibitive orders issued regarding this work and
shall obtain all necessary permits.

8. Indemnification. Contractor shall indemnify, defend, save and hold harmless, County, its
officers, agents and employees from all suits, claims, actions or damages of any nature brought
because of, arising out of, or due to breach of the Contract by Contractor, its subcontractors,
suppliers, agents or employees or due to any negligent act or occutrence, or any omission or
commission of Contractor, its subcontractors, suppliers, agents, or employees.

9.  Delivery. Contractor shall install and operate the Inmate Communication and
Management System as detailed in this entire document, for the Knox County Sheriff’s Office in
accordance with the Contractor’s schedule, which schedule is attached hereto as Attachment B
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and shall be coordinated with the Knox County Sheriff’s Office or their designee(s). Reference to
number of days are “business days”.

10. Detention Facility Complex Orientation: All employees performing work at the
Detention Facility Complex will be required to go through an orientation of the facility and
facility procedures before beginning work at or in the facility.

It is requested that all personnel who may be working at the facility attend this meeting.
Additional vendor employees will also need to attend the orientation if they are assigned to the
job at a later date.

11. Independent contractor. Contractor acknowledges that Contractor, its employees, and
any subcontractors pursuant to this agreement and its employees serve as independent contractors
and that County shall not be in any manner responsible for any payment, insurance, or incurred
liability.

12. Jurisdiction. This Contract shall be governed by the laws of the State of Tennessee both
as to interpretation and performance. The Chancery Court and/or the Circuit Court of Knox
County, Tennessee, shall have exclusive and concurrent jurisdiction of any disputes which arise
hereunder.

13. Lame Duck Provision. Should the Contractor not succeed itself at the end of the term of
this Contract, the County shall depend upon the Contractor to continue to provide all services
required under this Contract until the successor contractor assumes service responsibilities.
Under these circumstances, the Contractor will, for the remaining term of this Contract, serve as a
“lame duck” contractor. To ensure continued performance fully consistent with the requirements
of this Contract throughout any such lame duck period, the following shall apply:

a. The Contractor shall make no changes in methods of operation, which could reasonably
be considered to be aimed at cutting the Contractor’s service below that required by this Contract
in order to maximize profits during such lame duck period.

b. The Contractor shall continue all operations and support services at the same level of
effort and performance that were in effect prior to the award of the subsequent contract to the
successor contractor, including, but not limited to, compliance with the provisions related to the
qualifications of key personnel.

14. Limitations of liability. In no event shall County be liable for any indirect, incidental,
consequential, special or exemplary damages or lost profits, even if County has been advised of
the possibility of such damages.




15. Termination/Material Breach. County may terminate this Contract at any time upon any
material breach by Contractor. Material breaches are those that will materially modify the
obligations and responsibilities of the parties under this agreement.

Upon termination, County will pay for services satisfactorily completed but not yet
invoiced. Contractor shall not perform additional work without the prior written permission of
County.

Upon a material breach by Contractor, County may deliver written notification of said
breach, which notice shall allow Contractor thirty (30) days within which to remedy said failure.
If such failure is not remedied within the thirty (30) days, County may, at its sole option,
terminate the contract provided that it delivers written notice of not less than sixty (60) days.
Such notice of termination shall be made by certified mail. Notwithstanding the foregoing, the
thirty (30) day cure period shall be extended to ninety (90) days if the breach is not reasonably
susceptible to cure within such thirty (30) day period, but only if the defaulting party has begun
to cure the breach during the thirty (30) day period and diligently pursues the cure of such breach.

In the event Contractor intends to interrupt or discontinue service under this Contract,
Contractor agrees to give Knox County at least 120 day advance written notice of said
interruption or discontinuance of service prior to interrupting or discontinuing same. Any
interruption or discontinuance of service without said advance notice shall constitute a material
breach of this Contract.

16. Nondiscrimination statement. Contractor agrees that no person on the grounds of
handicap, age, race, color, religion, sex or national origin, shall be excluded from participation in,
or be denied benefits of, or be otherwise subjected to discrimination in the performance of this
Contract, or in the employment practices of Contractor. Contractor shall upon request show
proof of such non-discrimination, and shall post in conspicuous places available to all employees
and applicants notices of non-discrimination.

17. Payment. County shall pay the costs as stated in Attachment B and modified by the
BAFO (as attached).

18. Prohibition against assignment. Contractor shall not assign this Contract to any party,
company, partnership, incorporation, or person without prior specific written consent of County.

19. Right to inspect. County reserves the right to make inspections, in a reasonable manner
and by giving at least 15 days written notice before such inspections will occur, of the manner
and means the services are performed.




20. Safety and Protection: The Contractor shall be solely and completely responsible for
initiating, maintaining and supervising all safety precautions and programs in connection with the
work. Furthermore, the Contractor is solely responsible for the training of all its employees on all
safety issues as required by OSHA regulations, if any, for the project.

The Contractor shall take all necessary precautions for the safety of, and shall provide the
necessary protection to prevent injury to, all employees on the work site and other persons
including, but not limited to, the general public who may be affected thereby.

Knox County does not assume any responsibility for the protection of or for loss of
materials, from the time that the contract operations have commenced until the final acceptance
of the work by the project manager.

The Contractor is responsible for training its employees in any applicable Safety and
Health Regulations for the job, assuring compliance with Tennessee Occupational Safety and
Health Regulations and any other Regulatory Agency.

21. Severability clause. If any provision of this Contract is declared illegal, void, or
unenforceable the remaining provisions shall not be affected but shall remain in force and in
effect.

22. Tennessee Public Records Act. Contractor understands and agrees that County is a
governmental agency subject to the Tennessee Public Records Act, Title 10, Chapter 7,
Tennessee Code Annotated. Under the provisions of this Act, any and all County contracts,
documents etc., are open to public review, except as otherwise provided by law. County will
comply with any request pursuant to this Act and shall have no liability for documents requested
and released under this Act. County shall not be required to notify Contractor of request.

23. Tax Compliance. Pursuant to Resolution R-07-1-903 passed by the Commission of Knox
County, Tennessee, Contractor hereby acknowledges, by submission of its bid and signature
that it is current in its respective Federal, State, County, and City taxes of whatever kind or nature
and is not delinquent in any way. Delinquent status must be disclosed or Contractor risks
debarment by the Knox County Purchasing Division.

24. Software License. Contractor grants County a personal, non-exclusive, non-transferable
license (without the right to sublicense) to access and use certain proprietary computer software
products and materials in connection with the Inmate Phone System and related applications (the
“Software”). The Software includes any upgrades, modifications, updates, and additions to
existing features that Contractor implements in its sole discretion (the “Updates”). Updates do
not include additional features and significant enhancements to existing features.




County’s rights to use any third-party software product that Contractor provides shall be limited
by the terms of the underlying license that Contractor obtained for such product. The Software is
to be used solely for County’s internal business purposes in connection with the applications at
the Facilities. County will not (i) permit any parent, subsidiary, or affiliated entity to assign,
sublicense, lease, encumber, or otherwise transfer or attempt to transfer the Software or any
portion thereof, (ii) assign, sublicense, lease, encumber, or otherwise transfer or attempt to
transfer the Software or any portion thereof, (iii) process or permit to be processed any data of
any other party with the Software, (iv) alter, maintain, enhance, disassemble, decompile, reverse
engineer or otherwise modify the Software or allow any third party to do so, (v) connect the
Software to any products that Contractor did not furnish or approve in writing, or (vi) ship,
transfer, or export the Software into any country, or use the Software in any manner prohibited by
the export laws of the United States. Contractor is not liable with regard to any Sofiware that
County uses in a prohibited manner.

25, Legality/Limited License. For services related to applications which may allow County
to monitor and record inmate or other administrative telephone calls or video visitation sessions,
or transmit or receive inmate electronic messages (“e-mail”); by providing the application,
Contractor makes no representation or warranty as to the legality of recording or monitoring
inmate or administrative telephone calls or video visitation sessions, or transmitting or receiving
inmate e-mail messages. Further, County retains custody and ownership of all recordings, and
inmate e-mail messages; however, County grants Contractor a perpetual limited license to
compile, store, and access recordings or inmate calls and access inmate e-mail messages for
purposes of (i) complying with the requests of officials at the Facilities, (ii) disclosing
information to requesting law enforcement and correctional officials as they may require for
investigative, penological or public safety purposes, (iii) performing billing and collection
functions, or (iv) maintaining equipment and quality control purposes. This license does not
apply to recordings of inmate calls, video visitation sessions or e-mail messages with their
attorneys or to recordings or e-mail messages protected from disclosure by other applicable
privileges.

26. Uncontrollable Circumstances. Confractor reserves the right to renegotiate this
Agreement upon sixty (60) days advance written notice if circumstances outside Contractor’s
control related to the Facilities (including, without limitation, changes in rates, regulations, or
operations mandated by law; acts of God; however, we shall not unreasonably exercise such
right. Further, County acknowledges that Contractor’s provision of the services is subject to
certain federal, state or local regulatory requirements and restrictions which are subject to change
from time-to-time, and nothing contained herein to the contrary shall restrict Contractor from
taking any steps necessary to perform in compliance therewith.




27. Notices. Any notice or demand made by either party under the terms of this Contract or
under any statute shall be in writing and shall be given by personal delivery; registered or
certified U.S. mail, postage prepaid; or commercial courier delivery service, to the address below
the party’s signature below, or to such other address as a party may designate by written notice in
compliance with this section. Notices shall be deemed delivered as follows: personal delivery —
upon receipt; U.S. mail — certified mail, return receipt with signature. All Notices shall be copied
to the Knox County Law Director’s Office.

28. Contract documents. Tt is mutually agreed by both parties that the following documents
are made part of this Contract and are incorporated herein by reference. Where there is a conflict,
as among them, they shall govern in the order below. A conflict shall not arise where, for
instance, the Contract is silent in whole or in part, but additional terms are present in one or more
of the other documents.

A. Knox County’s Request for Proposal Number 2189 and Addendum I

B. Contractor’s Response to Request for Proposal Number 2189 dated June 15, 2015,
modified by letter dated June 17, 2015, Contractor’s Best and Final Offer as
attached

C. Contractor’s Software License, Maintenance and Support Agreement

D. Contractor's Services to be Provided Document

E. Contractor's Certificate of Insurance

It is agreed that this Contract, represents the entire Contract between the parties and no prior
representations, promises, and agreements, oral or otherwise, not embodied herein, shall be of
any force or effect.




In witness whereof, the parties hereto have caused this Contract to be executed in one (1)

original as of the day and year last written below.

KNOX COUNTY GOVERNMENT

Tim Burchett

MAYOR - Signature

Date:

County’s Notice Address:

400 Main Street, Suite 615
Knoxvilie, TN 37902

MAYOR

SECURUS TECHNOLOGIES, INC.

AUTHORIZED SIGNATURE

TITLE

Date:

Contractor’'s Notice Address:

14651 Dallas Parkway, Suite 600
Dallas, Texas 75254
Attention: General Counsel

Printed Name

KNOX COUNTY DEPUTY LAW DIRECTOR

CONTRACT NO.
APPROVED AS TO LEGAL FORM

KNOX COUNTY, TENNESSEE

DEPUTY LAW DIRECTOR ~ Signature

Date:

DEPUTY LAW DIRECTOR - Printed Name




Attachment “A”

Knox County Government
Request for Proposal Number 2189
and
Addendum I
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The Purchasing Division of Knox County Tennessee will receive sealed proposals for the provision of the [nmate
Communication and Management System as specified herein. Proposals must be received by 2:00 p.m. on June 138,
2015. Late proposals will be neither considered nor refurned.

Deliver Proposals to:
Proposal Number 2189
Knox County Purchasing Division -
1000 North Central Street, Suite 100
Knoxville, Tennessee 37917

The Proposal Envelope must show the Proposal Number, Proposal Name and Proposal Closing Date.

SECTION | GENERAL TERMS AND CONDITIONS

1.1 ADDITIONAL INFORMATION: Knox County wants requests for additional information routed to Matt Myers, CPPO,
CPPB, Deputy Director of Purchasing, at 865.215.5750. Questions may be faxed to 865.215.5778 or emailed to
matt. myers@knoxcounty.org. Information about the Knox County Purchasing Division and current proposals may
be obtained on the internet at www.knoxcounty.org/fpurchasing.

12 ACCEPTANCE: Vendors shall hold their price firm and subject fo acceptance by Knox County for a petiod of one
hundred twenty (120) business days from the date of the proposal closing, unless otherwise indicated in their
proposal,

1.3 ALTERNATIVE PROPOSALS: Knox County will not accept alternate proposals (those not equal to specifications)
unless authorized by the Request for Proposal (RFP).

14 AUDIT HOTLINE: Knox County has established an Audit Hotline to report potential fraud and waste. To report
potential fraud, waste or abuse, please call or 1-866-858-4443 (toll-free). You can also file a report online by
accessing hitp://iwww.knoxcounty.orgfhotlinefindex.php.

Vendors are hereby cautioned that this Audit Hotline does not replace the Award Protest Procedures found
in Section Vi, ltem M of the Knox County Purchasing Regulations.

1.5 AWARD: Award will be made to the most responsive, responsible proposer meeting specifications, which presents
the product that is in the best interest of Knox County. Knox County reserves the right to award this proposal on
an all-or-none basis. The evaluation criteria are listed in Section 3.10. Knox County also reserves the right to not
award this proposal.

1.6 CONFLICT OF INTEREST: Vendors must have read and complied with the "non-conflict of interest” statement
provided in the vendor registration process prior to the closing of this solicitation.

1.7 COPIES: Knox County requires that proposals be submitted as one (1) marked original and five (5} exact copies.
. An electronic copy, in one (1) complete file, is also requested on CD or flash-drive.

1.8 DECLARATIVE STATEMENTS: Any statement or words (e.g.: must, shall, will) are declarative statements and
the proposer must comply with the condition. Failure to comply with any such condition may resultin their proposal
being non-responsive and disqualified.

1.9 DISADVANTAGED BUSINESS PROGRAM: Knox County has established a Disadvantaged Business Program,
which has the responsibility of increasing opportunity for small, minority and women owned businesses. This is
being accomplished through community education programs, policy edification, active recruitment of
interested businesses and process re-engineering.

Knox County is committed to ensuring full and equitable participation for all Disadvantaged Businesses. Knox
Cotnty welcomes submittals from those disadvantaged businesses that have an interest in providing goods
and/or services listed herein. In addition, Knox County strongly encourages the inclusion of disadvantaged
businesses by non-disadvantaged contractors who may wish to partner or subcontract portions of this agreement
in order to accomplish the successful delivery of goods andfor services.

If you are a disadvantaged business and would like additional information about our Disadvantaged Business
Program, please contact: - .




1.10

1.11

142

1.13

1.14

1.15

1.17

1.18

fr— ;

Supplier Diversity Coordinator
Knox County Purchasing Division
Telephone: 865.215.5777 Fax: 865.215.5778

ELECTRONIC TRANSMISSION OF PROPOSALS: Knox County's Purchasing Division will not accept
electronically transmitted proposals. Due to the nature of information requested all submittals shall be in hard copy
format. Facsimile submission is also strictly prohibited. All proposals must be mailed or delivered by hand. Knox
County shall not be liable for lost or misdirected delivery of the proposal under any circumstance.

HOW TO DO BUSINESS: Knox County utilizes a web-based purchasing software system, "Knox Purchasing
On-Line.” The system provides our clients (vendors, county departments and the citizens of Knox County) with
a more enhanced and end-user friendly means of accessing our services. The system allows for on-line vendor
registration and maintenance, electronic receipt of purchase orders, on-line retrieval and submittal of quotes,
bids and proposais for our vendor-clients and on-line requisitioning and receiving for our county departments.
In order for the County to maximize its investment and minimize the cost associated with office operations, we
need your help. When doing business with Knox County we are urging you to please go fo our website at
www . knoxcounty.org/purchasing, register as a vendor in our on-line purchasing system, “Knox Purchasing On-
Line,” if you have not done so and whenever possible to conduct your business with the County through this
site. If you have any questions please contact the Purchasing Division Representative listed in subsection 1.1
of this document.

INCURRED COSTS: Knox County will not be responsible for any costs incurred by the proposers in the preparation
of their proposal.

NON-COLLUSION: Vendors, by submitting a signed proposal certify that the accompanying proposal is not the
result of, or affected by, any unlawful act of collusion with any other person or company engaged in the same line
of business or commerce, or any other fraudulent act punishable under Tennessee or United States law.

PAYMENT METHOD: Knox County utilizes two (2) methods of placing orders for products. The first is the use of
Purchase Orders. These Purchase Orders wilt be issued from the Knox County Purchasing Division via the method
selected by the vendor during registration. The Purchase Order will detail the quantity, specific item(s) and the
contracted price for each item.

The second method is the use of the Knox County Credit Card (VISA). Orders placed with the credit card will list
the same information as the Purchase Order. Vendors will be given the card information and approval to process

the transactions by the requesting department. Vendors must be able to accept Credit Card (Visa) as a form of

payment on equipment purchased from the resulting contract. Proposers are prohibited to charge Knox County any
type of merchant/administrative fees from their financial institution to accept this type of payment.

POSSESSION OF WEAPONS: All vendors and their employees and their agents are prohibited from possessing
any weapons on Knox County property without prior written consent from the County. In the case of a contractor
whose contract requires possession of firearms or other weapons to successfully complete their contract, contractor
must provide personnel who are bonded to bear said weaponry.

PROCESSING TIME FOR PAYMENT: Vendors are advised that a minimum of thirty (30) days is required to
process invoices for payment.

PROOF OF FINANCIAL AND BUSINESS CAPABILITY: Proposers must, upon request, furnish satisfactory
evidence of their ability to furnish products or services in accordance with the terms and conditions of these
specifications, Knox County will make the final determination as to the proposers’ ability.

PROPOSAL DELIVERY: Knox County requires proposers, when hand delivering proposals, to time and date stamp
the envelope before depositing it in the bid box. Knox County will not be responsible for any lost or misdirected
mail sent by common carrier. Knox County shall also not be responsible for proposals delivered to other addresses
other than the one listed at the top of this solicitation. The time clock in the Purchasing Division shall serve as the
official record of time.

Solicitations must be in a sealed envelope/hox prior to entering the Purchasing Division office. Purchasing Division
personnel are not allowed to see the submittal nor assist in placing documents in an envelope/box. Additionally, the
Purchasing Division is not responsible for providing materials (e.g. envelopes, boxes, tape) for submittals.




149 RECYCLING: Knox County, in its continuing efforts to lessen the amount of landfill waste and to further recycling
efforts, request that proposals being submitted on paper shall:

1.19.1 Be submitted on recycled paper
1.19.2." Not include pages of unnecessary advertising
1.19.3 Be made on both sides of each sheet of paper

1.20 RESTRICTIVE OR AMBIGUOUS SPECIFICATIONS: [t is the responsibility of the prospective proposers fo review
the entire Reguest for Proposal (RFP) packet and to notify the Purchasing Division if the specifications are
formulated in a manner that would unnecessarily restrict competition. Any such protest or question regarding the
specifications or proposal procedures must be received in the Purchasing Division by 12:00 p.m. June 9, 2015.
These requirements also apply to specifications that are ambiguous.

1.21  SIGNING OF PROPOSALS: In order to be considered all proposals miust be signed. Please sign the original
in blue ink. By signing the proposal document, the proposer acknowledges and accepts the terms and conditions
stated in the proposal document. '

1,22 TAXES: Knox County purchases are not subject to taxation. Tax exemption certificates will be provided upon
request.

1.23 TITLE VI OF THE 1964 CIVIL RIGHTS ACT; "Nondiscrimination in Federally Assisted Programs™—*No person in
the United States shall, on the ground of race, color, or national origin, be excluded from participation in, be denied
the benefits of, or be subjected to discrimination under any program or activity receiving Federal financial
assistance.” 42 U.8.C. Section 2000 et seq.

It is the policy of Knox County Government that al! its services and activities be administered in conformance with
the requirements of Title V1.

1.24 USE OF PROPOSAL FORMS: Proposers are to complete and return the proposal forms contained in the proposal
package. Failure to complete the proposal forms may result in proposal rejection.

1.25 VENDOR DEFAULT: Knox County reserves the right, in case of vendor default, to procure the articles or services
from other sources and hold the defaulting vendor responsible for any excess costs occasioned thereby. Should
vendor default be due to a failure to perform or because of a request for a price increase, Knox County reserves
the right to remove the vendor from the County's Proposers list for twenty-four (24) months.

1.26 VENDOR REGISTRATION: Prior to the closing of this proposal, ALL PROPOSERS must be registered with
the Purchasing Division. Please register on-line at our website at www.knoxcounty.org/purchasing and click on
“Online Vendor Registration.” Proposers must be registered with the Purchasing Division prior to submitting their
proposal.

1.27  WAIVING OF INFORMALITIES: Knox County reserves the right to waive minor informalities or technicalities when
it is in the best interest of Knox County.

1.28 NEW MATERIAL: Unless specified otherwise in the bid package, the Contractor must provide new supplies. New,
as used in this clause, means previously unused materials. Material includes but is not limited to, raw material,
parts, items, components and end products. Contractor submission of other than new materials may be cause for
the rejection of the bid.

SECTIONH  OBLIGATIONS, RIGHTS AND REMEDIES

These terms and conditions shall be part of the contract. Knox County reserves the right to negotiate other terms
and conditions it deems appropriate and necessary under the circumstances to protect the public’s trust.

21 ALTERATIONS OR AMENDMENTS: No alterations, amendments, changes, modifications or additions fo this
Contract shall be binding oty Knox County without the prior written approval of the Gounty.

2.2 APPROPRIATION: In the event no funds are appropriated by Knox County for the goods or services in any fiscal
year or insufficient funds exist to purchase the goods or services, then the Contract shall- expire upon the
expenditure of previously appropriated funds or the end of the current fiscal year, whichever occurs first, with no
further obligations owed to or by either party.
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ASSIGNMENT: Contractor shall not assign or sub-confract this agreement, its obligations or rights hereunder to
any party, company, partnership, incorporation or person without the prior written specific consent of Knox County.

BOOKS AND RECORDS: Contractor shall maintain all books, documents, accounting records and other evidence
pertaining to the goods and services provided under this Contract and make such materials available at its offices
at all reasonable times during the contract period and for three (3) years from the date of the final payment under
this agreement for inspection by County or by any other governmental entity or agency participating in the funding
of this agreement, or any authorized agents thereof; copies of said records to be furnished if requested. Such
records shall not include those books, documents and accounting records that represent the Contractor's costs of
manufacturing, acguiring or delivering the products and services governed by this agreement.

CHILD LABOR: Contractor agrees that no products or services will be performed or used under this Contract that
have been manufactured or assembled by child labor.

COMPLIANCE WITH ALL LAWS: Contractor is assumed to be familiar with and agrees to observe and comply
with all federal, state, and local laws, statutes, ordinances, and regulations in any manner affecting the provision of
goods andfor services, and all instructions and prohibitive orders issued regarding this work and shall obtain all
necessary permits.

DEFAULT: If Contractor fails to perform or comply with any provision of this Gontract or the terms or conditions of
any documents referenced and made a part hereof, Knox County may terminate this Contract, in whole or in part,
and may consider such failure or noncompliance a breach of contract,

Knox County expressly retains all its rights and remedies provided by law in case of such breach, and no action by
Knox County shall constitute a waiver of any such rights or remedies. In the event of termination for default, Knox
County reserves the right to purchase its requirements elsewhere, with or without competitive proposals.

GOVERNING LAW: The laws of the State of Tennessee shall govern this Contract, and all obligations of the parties
are performable in Knox County, Tennessee. The Chancery Court and/or the Circuit Gourt of Knox County,
Tennessee, shall have exclusive and concurrent jurisdiction of any disputes, which arise hereunder.

INCORPORATION: All specifications, drawings, technical information, Request for Proposal, Proposal, Award and
similar items referred to or attached or which are the basis for this contract are deemed incorporated by reference
as If set out fully herein.

INDENINIFICATION/HOLD HARMLESS: Contractor shall indemnify, defend, save and hold harmiess Knox County,
its officers, agents and employees from all suits, claims, actions or damages of any nature brought because of,
arising out of, or due to breach of the agreement by Contractor, its subcontractors, suppliers, agents, or employees
or due to any negligent act or occurrence or any omission or commission of Contractor, its subcontractors, suppliers,
agents or employees.

INDEPENDENT CONTRACTOR: Contractor shall acknowledge that it and its employees serve as independent
contractors and that Knox County shall not be responsible for any payment, insurance or incurred liability.

INSPECTION AND ACCEPTANCE: Warranty periods shall not commence until Knox County inspects and formally
accepts the goods and/or services. The terms, conditions and timing of acceptance shall be determined by Knox
County. Knox County reserves the right to reject any or all items or services not in conformance with applicable
specifications, and Contractor assumes the costs associated with such nonconformance. Acceptance of goods or
services does not constitute a waiver of latent or hidden defects or defects not readily detectable by a reasonable
person under the circumstances,

LIMITATIONS OF LIABILITY: In no event shall Knox County be liable for any indirect, incidental, consequential,
special or exemplary damages or lost profits, even if Knox County has been advised of the possibility of such
damages.

NON-DISCRIMINATION AND NON-CONFLICT STATEMENT: Contractor agrees that no person on the grounds
of handicap, age; race, color, religion, sex or national origin, shall be excluded from participation in, or be denied
benefits of, or be otherwise subjected to discrimination in the performance of this agreement, or in the employment
practices of vendor. Contractor shall upon request show proof of such non-discrimination, and shall post in
conspicuous places available to all employees and applicants notices of non-discrimination.
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Contractor covenants that it complies with the Fair Wage and Hour Laws, the National Labor Relations Act, and
other federal and state employment laws as applicable. Contractor covenants that it does not engage in any illegal
employment practices. )

Contractor covenants that it has no public or private interest, and shall not acquire directly or indirectly any interest
that would conflict in any manner with the provision of its goods or performance of its services. Contractor warrants
that no part of the total contract amount provided herein shall be paid directly or indirectly to any officer or employee
of Knox County as wages, compensation, or gifts in exchange for acting as officer, agent, employee, subcontractor
or consultant to Contractor in connection with any goods provided or work contemplated or performed relative to
the agreement.

ORDER OF PRECEDENCE: In the event of inconsistent or conflicting provision of this Contract and referenced
documents, the following descending order of precedence shall prevail: {1} Written Coniract, (2) Request for
Proposal, (3) Vendor's Response to Request for Proposal, (4) Award, (5) Special Terms and Conditioris, (6} General
Terms and Conditions, (7) Specifications, (8) Drawings.

REMEDIES: Knox County shall have all rights and remedies afforded under the U.C.C. and Tennessee law in
contract and in tort, including but not limited to rejection of goods, rescission, right offset-off, refund, incidental,
conséquential and compensatory damages and reasonable attorney’s fees.

RIGHT TO INSPECT: Knox County reserves the right fo make periodic inspections of the manner and means the
service is performed or the goods are supplied.

SEVERABILITY: If any provision of this Contract is declared illegal, void or unenforceable, the remaining provisions
shall not be affected but shall remain in force and in effect.

TAX COMPLIANCE: Pursuant to Resolution R-07-1-903 passed by the Commission of Knox County,
Tennessee, Contractor hereby acknowledges, by submission of its proposal and signature that it is current in its
respective Federal, State, County, and Gity taxes of whatever kind or nature and is not delinquent in any way.
Delinquent status must be disclosed or risk debarment by the Knox County Purchasing Division.

TERMINATION: County may terminate this agreement with or without cause at any time. In the event of termination
by either party, fees due for services satisfactorily performed or goods accepted prior to the termination date shall
be paid.

WARRANTY: Contractor warrants to Knox County that all items delivered and all services rendered shall conform
to the specifications, drawings, proposal and/or other descriptions furnished and/or incorporated by reference, and
will be fit for the particular purpose purchased, of merchantable quality, good workmanship, and free from defects.
Contractor extends to Knox County all warranties allowed under the U.C.C. Contractor shall provide copies of
warranties to the County. Return of merchandise not meeting warranties shall be at contractor's expense.

SECTION I SPECIAL TERMS, AND CONDITIONS

3.1

3.2
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ACCEPTANCE: Vendors are advised that neither the signing of delivery receipts nor the payment of an invoice
necessarily constitutes acceptance of product or services. Acceptance requires a specific written action by Knox
County so stating.

ADDITIONS/DELETIONS: Knox County reserves the right to add products and services to this agreement or delete
products and services as required. Knox County shall negotiate with the successful vendor any changes to the
agreement. Changes to the agreement may require Commission approval.

AWARD PROCEDURES: The award procedures of this proposal will be as follows:

3.3.1 Evaluation of proposals using the criteria listed

3.3.2 Demonstration/Presentations (if required)

3.3.3 Site Visits {if required)

3.3.4 Negotiations (if required}

3.3.5 Contract documents negotiated, drafted and approved
3.3.6 Contract approved by Knox County Law Department
3.3.7 Contract approved by Knox County Commission

3.3.8 Contract Execution
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AWARD STATUS: Knox County intends to issue an initial five (5) year award. Upon the mutual agreement of the
vendor, and Knox County, the award may be extended for two (2) additional five (5) year terms. This may result in
a total of fifteen (15) years. Knox County reserves the right to terminate the agreement at the end of any particular
five (5) year term. Knox County also reserves the right to terminate this agreement, with or without cause, with a
one hundred twenty (120) calendar day written notice.

BACKGROUND CHECKS: A Knox County Sheriif's Office background check may be required for any or all
employees of the Contractor’s, and any subsequent sub-contractor, staff providing services to Knox County. Any
cost will be borne by Knox County. Certain felony convictions will prevent individual persons from being on Knox
County property. These generally include those offenses that would tend to endanger the health or welfare of
persons or staff.

COMMUNICATIONS WITH THE CONTRACTOR: Upon award, Knox County will communicate extensively and
continuaily with the Contractor. While information may cccasionally be transmitted via telephone, it should always
be followed up with a fax or e-mail confirmation. Due to the volume of information that must be transmitted, it is
essential that the Contractor have e-mail capabilities.

COMPLIANCE WITH ALL APPLICABLE REGULATIONS: Contractor agrees and covenants that the company,
its agents and employees will comply with all City, County, State and Federal codes, laws, rules and regulations
applicable to the business to be conducted under this contract. If the Contractor performs any work knowing it to be
contrary to such laws, ordinances, rules and regulations, the Contractor shall bear all costs arising from them.

CONTRACT EXECUTION: The award of this proposal may result in a Contract between Knox County and the
successful proposer, The Knox County Purchasing Division will draft this contract and no proposer forms, (eg:
Terms and Conditions, Service Agreements, or other standard Company forms) will be accepted as Contract
documents or as Contract attachmenits.

DEMONSTRATIONS/ORAL PRESENTATIONS: Proposers wha submit a responsive, responsible proposal in
response to this RFP may be required to give a demonstration and oral presentation of their proposal. This will
provide an apportunity for the Proposer to clarify or elaborate on the proposal. This is a fact finding and explanation
session only and will not include negotiation. Knox County will schedule the time and location of these
presentations. Demonstrations and oral presentations are an option of the issuing agency and may or may not be
conducted. Should a Proposer receive a request for a demonstration and oral presentation, this shall be done at
no cost to Knox County.

EVALUATION CRITERIA;

% Technology/Equipment/Software 40 Points
e Disaster Recovery/ Data Storage : 20 Points
g Proposed Rates and Commission / Agency Cost 20 Points
4 Industry Experience 10 Points
# - Scheduling and Impact to the Facility Operation 10 Points

INSURANCE: The successful Contractor(s) must carry the insurance as indicated on the Insurance Attachment
hereto. As proof of the Contractor’s willingness to obtain and maintain the insurance, the Proposers must complete,
sign and have its insurance agent sign the attachment and submit it with their Proposal. Upon the Notification of
Intent to Award, the successful Contractor(s) will be required to submit a Certificate of Insurance with the appropriate
coverage’s and naming Knox County Government as additional insured. It shall be the awarded vendor's
responsibility to keep a current Certificate of Insurance on file with Knox County throughout the entire term of the
agreement.

NO CONTACT POLICY: After the date and time the Contractor receives this solicitation, any contact initiated by

any Proposer with any Knox County representative, other than the Purchasing Division representative listed hersin,
concerning this proposal is strictly prohibited. Any such unauthorized contact may cause the disqualification of
the Proposer from this procurement transaction.

OPEN PROPOSAL INTENDED: It is the intent and purpose of Knox County that this Request for Proposal promotes
competitive proposals. It shall be the Contractor's responsibility to advise the Purchasing Division if any language,
requirements, et cetera or any combination thereof, inadvertently restricts or limits this Request for Proposal.
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PRICING: Proposers must guote a firm fixed price for the goods, services and commissions noted herein. These
prices/charges may not change during the term of the Contract. However the Contractor may request a price
increase at each renewal period. A request for a price increase must be accompanied by proof of increased price
to the Contractor. Knox County reserves the right to accept or reject the requested price increase. If the price
increase is rejected the Contractor may:

3.14.1 Continue with existing prices
3.14.2 Not accept the renewal offer
3.14.3 Request a lower price increase

If a price increase is approved by Knox County and Knox County Sheriff's Office, the approval notification will be
done in writing and the vendor will be notified of the new price schedule. This documentation will become part of
the Proposal file. No approvals will be authorized verbally. Any price increase shall not exceed the Consumer Price
Index (CPI) for ali Urban Consumers. However, vendor must submit proof of price increase.

PREPROPOSAL CONFERENCE: A Pre-Proposal Conference will be held on June 4, 2015 beginning at 10:00 am
focal time. Location will be the Roger D. Wilson Detention Facility, 5001 Maloneyville Road, Knoxville, TN 37918.
Though not mandatory, interested parties are encouraged to be present for a tour of the facility. This will be the only
chance to view the area requiring equipment. No weapons of any kind will be permitted inside the facility. Pictures
and video of the facility are also strictly forbidden. NOTE; All persons subject to search upon entering the facility.

PROPOSAL FORMAT: This solicitation is in the Request for Proposal (RFP) format. At the specified date and time
of closing, each Proposer's name. will be publicly read aloud. No further information will be given at this time.
Evaluation of the proposals will proceed as expeditiously as possible and successful, as well as unsuccessful,
notification will be given.

Upon the issuance of a formal Notice of Intent to Award, all submissions will be made public and open for viewing
and inspection as specified in TCA 10-7-503. Interested individuals may call the Purchasing Division to schedule a
time to review the submissions.

PROPOSAL REVIEW: Knox County reserves the right to use all pertinent information (also learned from sources
other than disclosed in the RFP process) that might affect the County’s judgment as to the appropriateness of an
award to the best-evaluated Proposer. This information may be appended to the proposal evaluation process
results. Information on a service provider from refiable sources, and not within the service provider's Proposal, may
also be noted and made a part of the evaluation file.

PUBLIC RECORDS ACT: Knox County is subject to the Tennessee Public Records Act 10-7-503 et seq. Proposers
are cautioned that all documents submitted on behalf of this Request for Proposal shall be open to the public for
viewing and inspection and Knox County will comply with all legitimate requests. Submission of your Proposal will
be an acknowledgement to this provision notwithstanding any language to the contrary,

QUESTION DEADLINE: The deadline for questions regarding this RFP shall be 12:00 p.m. on June 9, 2015. All
guestions must be in writing and sent as directed in Section 1.1. All questions will be answered in written Addenda
by June 12, 2015. Proposers are hereby cautioned that nothing stated verbally shall have any contractuat
implications.

REFERENCES: Proposers must furnish five (5) references of Agencies for whom they have provided similar
services in the last five (5) years. Knox County may not be used as a reference. Provide complete information as
requested in Section VI, Part 1.

REMOVAL OF CONTRACTORS EMPLOYEES: The Contractor(s) agrees to utilize only experienced responsible
and capable people in the performance of the work. Knox County may require that the successful Contractor(s)
remove from the job covered by this Contract, employees who endanger persons or property or whose continued
employment under this Contract is inconsistent with the interest of Knox County.

REPRESENTATIONS OF CONTRACTOR: The Confractor represents and warrants:

3.22.1 That the firm is financially solvent and that it is experienced in and competent to perform the type of work,
or to furnish the plans, materials, supplies or equipment to be so performed or furnished by it; and
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3.22.2 That the firm is familiar with all Federal, State, municipa! and county laws, ordinances and regulations,
which may in any way affect the work of those employed therein, including but not limited to, any special
acts relating to the work or to the project of which it is a part; and

3.22.3 That such temporary and permanent work required by the contract documents as is to be done by the firm
can be satisfactorily constructed and used for the purpose of which it is intended and that such construction
will not injure any person, or damage any property; and

3.22.4 That the firm has carefully examined the plans, the specifications and the site of the work and that from its
own investigations, has satisfied itself as to the nature and location of the work, the character, quality,
quantity of surface and subsurface materials likely to be encountered, and character of equipment and
other facilities needed for the performance of the work, the general and local conditions and all other
materials which may in any way affect the work or its performance.

SAFETY AND PROTECTION: The Contractor shall be solely and completely responsible for initiating,
maintaining and supervising all safety precautions and programs in connection with the work. Furthermore,
the contractor is solely responsible for the training of all their employees on all safety issues as required by
OSHA regulations for the project.

The Contractor shall take all necessary precautions for the safety of, and shall provide the necessary protection to
prevent injury to, all employees on the work site and other persons including but not limited to, the general public
who may be affected thereby. All work is to be done as required as by OSHA, EPA and AHERA. The contractor
shall be responsible for providing and for the placement of barricades, tarps, plastic, flag tape and other safety/traffic
control equipment required to protect the public, surrounding areas, equipment and vehicles. The flow of vehicular
traffic shall not be impeded at any time during the project. The safety of the public is of prime concern to Knox
County and all costs associated are the responsibility of the contractor.

Knox County does not assume any responsibility for the protection of or for loss of materials, from the time that the
contract operations have commenced until the final acceptance of the work by the project manager. The contractor
is responsible for training their employees in Safety and Health Regulations for the job, assuring compliance with
Tennessee Qccupational Safety and Health Regulations and any other Regulatory Agency.

SUB-CONTRACTORS: Contractors are strongly encouraged to solicit minority owned and operated sub-
contractors for this proposal and during the duration of the award. If the interested vendor only sells the equipment,
and the equipment meets all of the standards set forth by the RFP, that vendor may sub-contract a local team to
install and maintain the equipment. However, installation, project management, and quality control of that installation
must be directly overseen by the awarded vendor or their designated sub-confractor.

WORKMANSHIP: Where not more specifically described in any of the various sections of these specifications,
workmanship shall conform to all of the methods and operations of best standards and accepted practices of the
trade or trades involved, and shall include all items of fabrication, construction or installation regulariy furnished or
required for completion of the services. All work shall be executed by personnel skilled in their respective lines of
work.

SECTION IV CURRENT ENVIRONMENT

4.1

4.2

INTENT: The Knox County Sheriffs Office (KCSO) intends to bid the current Inmate Communications and Inmate
Management System at all Knox County Correctional Facilities. This process will be done with strict oversight from
KCSO personnel and will require extensive communication between the parties involved.

BACKGROUND INFORMATION: The Knox County Sheriffs Office (hereinafter referred to as KCSO) operates
three (3) facilities housing inmates. The facilities average approximately one thousand two hundred (1200) inmates
per day, with a rated total capacity of 1341. These facilities are located at different addresses listed below.

Knox County Jail Roger D. Wilson Detention Facility
400 Main Street 5001 Maloneyville Road
Knoxville, TN 37902 Knoxville, TN 37918

Knox County Work Release Center
4800 Maloneyville Road
Knoxville, TN 37918
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COMPATABILITY: The vendor must be able to interface with Knox County’s Justice Information Management
System (JIMS). For successful integration with JIMS, the vendor must be able to connect to an external QOracle
database and retrieve predefined data that is placed on a table for the vendor. It is the vendor’s responsibility to
retrieve and apply this data as needed for the proposed system. Vendor must also have the ability to integrate with
KCSO's current Live Scan/Mugshot System (Dataworks) in order to share photo and demographics. This vendor
fequires the ability to share data from a SQL database structure,

FACILITY ORIENTATION: All employees performing work at any Knox County Correctional Facility shall be
required to go through an orientation of the facility and facility procedures before beginning work at or in the facility.
All personnel who may be working at any facility must attend this meeting. Additional Contractor employees will
also need to attend the orientation if they are assigned to the job at a later date.

INSTALLATION: Contractor will be required to install the entire system for Knox County Sherifi's Office. Installation
costs must be included in Section VI, Part XI. There shall be no hidden charges. Installation includes, but is not
limited to, all set up and connecting of equipment, hardware, software etc. for the system to be fully functional.
Installation will not be considered complete until all aspects of the system are tested and shown to be fully
operational and compatible as determined by KCSO.

SECTIONYV  VENDOR REQUIREMENTS

5.1

5.2

5.3

54

5.5

COMMISSION PAYMENT AND REPORTING: The vendor shall provide commission payments and call,
messaging/email, video visitation, and entertainment purchases no later than the thirtieth (30") day of the month
following the month of revenue recognition. Vendor is to provide KCSO with access to electronic monitoring to
these details to view and print reports related to calls, message/email, video visitation, and entertainment purchases
and all rates thereof. Information in reports shall include date range, phone number, inmate number, email
addresses, as options for searching. All phone call reports shall include a detailed breakdown of the traffic for the
all collect, debit and prepaid calls for each inmate phone, or area of phones. Call detail shall include, at a minimum,
each for the following items for each inmate phone station broken down by collect, debit and prepaid calls types:
(a) Facility Name; (b) Facility Identification Number; {c) Facility Street Address, City, State, and Zip Code; {d)
Automatic Number Identifier, or Station Number: (e) total Gross Local revenue and Commission per Inmate
Telephone or Inmate Telephone Station; (f) total Gross Infralata/Intrastate Revenue and Commission per Inmate
Telephone or Inmate Telephone Station; (g) total Gross Interlata/Interstate Revenue and Commission per Inmate
Telephone or Inmate Telephone Station; (h) Total Gross International Revenue per Inmate Telephone or inmate
Telephone Station; (i) Commission Rate; (j} Total Commission Amount (Including, but not limited to, Local,
Intralata/Intrastate, Interlata/interstate, and International; (k) Period Dates; (I} Total Minutes of use per Inmate
Phone Station for each call type; (m) Total Number of Calls per Inmate Phone Station for each call type, (n) Total
Debit Usage for each call type; (o) Total Number of Refunds issued and reasoning behind them; and (p) Total Pre-
pay Usage for each call type. Please provide a sample of how the Vendor will meet this requirement. Commission
discrepancies must be resolved by Vendor within thirty (30) days of receipt of notification of a discrepancy by KCSO.

COMPENSATION: The vendor shall pay commissions on all Gross Revenues generated by calls placed from the
inmate telephone system. Gross revenues includes, but is not limited to, all Local, Intralata/Intrastate, and
International revenues generated by completion of all collect, Debit, and Prepaid calls from the vendor's inmate
phone system. The vendor shall also pay commissions on all Gross Revenues generated by inmate use of
messaging/emails, video visitation, or inmate entertainment to include but not limited to games, music, and movies.

CUSTOMER SUPPORT FOR USERS OF SYSTEM: The vendor will provide a real-time method for inmates and
those they communicate with to report any problems they experience with the system and any requests for refunds.
Refunds will be handled directly by the vendor and shall be reported to KCSO along with regular reporting times as
listed in 5.8.

DATA OWNERSHIP and STORAGE: All data generated by the Knox County Sheriff's Office is owned solely by
KCSO. Information may not be shared without written authorization of the Knox Gounty Sheriff's Office. The Vendor
shall supply adequate storage for all data generated by KCSO at no additional cost. Detail the format of stored data.
Upon expiration or termination of contract, all data stored by the vendor shall be immediately released, in an
accepiable formaf, fo the KCSO.

DISASTER RECOVERY: Vendor shall provide complete detail as to their Disaster Recovery Plan for both a hosted
site and cloud storage. What redundancies are in place to guarantee the facility for complete operations? Provide
information as to the security of the building in which the servers are located (e.g.: who has access to the servers?
How is security maintained and logged [card swipe]?) What security measures are in place to ensure the integrity,
chain of custody, and security of videos?
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How often is the backup schedule? How long before the system is guaranteed to be restored for access?

FEDERAL COMMUNICATIONS COMMISSION: The vendor shall be in complete compliance with the Federal

Communications Commission (FCC) regulations at all times. The vendor shall also keep KCSO informed of new
legislation to be considered and the impact it may have on facility operations. Failure to comply with this requirement
may be considered a material breach and subject to immediate termination.

HARDWARE: The vendor shall detail all hardware required to run the proposed software and associated modules.
Vendor must be specific as to all equipment such as servers, desk tops/tablets, kiosks etc. Vendor shall list the
required attributes of each device, proposed number of each device {(based on current KCSO operations) and any
other features required.

HIPAA COMPLIANCE: The vendor shall comply with the Health Insurance Portability and Accountability Act
{(HIPAA) in the exchange of any and all medical records of inmates. The vendor shall state in Section VI, Part X
how this compliance is assured.

MAINTENANCE: The Vendor shall provide maintenance as needed for all installed equipment and software. A
preventative maintenance schedule shall be designed to test and evaluate all equipment on site at least quarterly.
Upon receiving a problem with equipment or software, the vendor shall provide the necessary repairs within 72
hours.

REQUIRED REPORTING FROM VENDOR: The vendor will be required to supply Monthly, Quarterly, Yearly
reports showing the overall activity of usage of the system, sales, and compensation/commission generated with
respect to 5.1 above. The vendor will make available any additional reports as required by KCSO upon request.

SOFTWARE HOSTING: Vendor shall detail their preferred option for software hosting (ie; cloud, hosted servers,
local server). Vendor shall also detail all associated hardware required for hosting by Knox County. Software hosting
shall be at Knox County’s sole discretion.

TECHNICAL SUPPORT AND HELP LINE: The vendor shall have a 24 hour/7 day fechnical support and help line
available. Upon receiving a problem with system operations, the vendor will troubleshoot and provide a solution
within 24 hours.

TRAINING SCHEDULE: The vendor shall develop and submit a master training/installation plan and schedule.
The training/installation plan and schedule shall specify details of the training strategy for end users, system
administrator and database administrator training if required, installation of needed equipment etc. Vendor shall
provide a class for Train-the-Trainer with a minimum of ten (10) people. All fraining shall be conducted at a KCSO
facility and continue until a level of competency is achieved, as determined by KC8O, for individuals charged with
operating, supporting and maintaining the software and equipment. Assume a start date of July 1, 2015 and build
schedule from that date,

TURN KEY SOLUTION: Knox County and KCSO prefer the Vendor to have the ability to provide a complete turnkey
solution for the services and equipment as described in this solicitation in Section VI. Any subcontracted work or
service must be pre-approved in writing by Knox County Government,

UPGRADES: The Vendor shall provide software upgrades to the system at no charge. The Vendor shall notify
KCSO of any new software revision level upgrades within ninety (90) days of the introduction of the new software
into general release by Vendor. The Vendor further agrees to provide support and software upgrades for the length
of the contract at no additional cost to KCS0.

SECTIONVI MODULE REQUIREMENTS/SCOPE OF WORK

6.1

INMATE MANAGENMENT SYSTEM: KCSO requires a comprehensive Inmate Management System that provides
detailed data entry screens and the ability to easily retrieve data with user-friendly reports. This system shall be
configured to meet all applicable American Correctional Association (ACA), Tennessee Corrections Institute (TCl),
and Prison Rape Elimination Act (PREA) standards in order to achieve and maintain compliance. Include user-
customizable report header image for KGCSC logo.

8.1.1 Intake/Release/Property
* System will allow for electronic documentation of admission, initial processing and release of inmates
* System will allow for detailed documentation of property taken and stored for inmates. This information
will include detailed description, location and method of storage.
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* System will integrate with inmate trust account fo document any monies entered into the system.

* System will allow for scanning of doecuments.

* System will integrate with agency Mugshot system and place current photo of inmate on each
reference screen or report.

* System will allow for inmates to interact with system to issue receipt or retum of property via signature
pad and/or biometric verification.

* System will have a method of notifying designate persons when a specific inmate has been admitted
via email or text..

Facility Issued/Returned Property

* Systermn will allow for issuance of facility issued property to each newly admitied inmate.

* System will allow for inmates 1o interact with system to accept issued property via signature pad and/
or biometric verification.

* Systemn will integrate with the inmate banking system to levy mtenhonal vandalism/destruction cost as
determined by KCSO

Classification

* System will allow for Initial Classification Screening

* System will maintain classification status and alert agency when reclassification needs arise.

* System will allow for Classification Override

* System will allow for a defined set of alerts to be placed on inmates that are visible to other staff.

* System will allow reports to be generated that will give the user information regarding alerts, custody
level siatistics.

Inmate Worker

* System will allow for notification of inmates who require worker assessment.

* System will provide a report as needed of those inmates who have been assessed and cleared for work
status.

* System will provide a method for inmate sentence reduction credits; inmates will utilize signature pad
and/biometric verification of daily work assignment/participation.
* System will provide reports as needed indicating worker statistics.

Prison Rape Elimination Act (PREA)

*System will assist staff in indicating what inmates have successfully completed PREA training/education
* System will provide a means to interview inmates by an itemized set of PREA questions and score the
guestions according to PREA standards. This area of the system will be restricted to only authorized

persennel

* System will provide a report that shows statistics on all PREA activities.

* System will provide a 30 Day PREA Reassessment Report

Inmate Housing '

* System will provide a method of electronically documenting the moving of inmates within all KCSO
facilities.

* System will allow for a manual eniry of incompatible inmates

* System will use classification system to restrict and assign inmates to cell locations within the facilities.
These restrictions will be based on Sex, Classification, [ncompatibles and Alerts.

Administrative

* System will provide a hierarchy of access levels that controls access to areas of the system.

* System will provide administrator access to system managers that will allow for assignment of tasks on
system.

* System will provide user activity reports so that administrators may monitor system usage.

* System will provide for user groups to be established so that access levels may be controlled using job
types.

* System will send automated reports via email of facility status including headcount, admissions
statistics, and incident reporting.

Permanent Log

* System will aliow for work stations to be defined by IP (location specific)

* System will provide reports that may retrieve data by a number of search options.

* Users will have the ability to enter activities based on agency defined criteria.

Searches

* System will allow for documentation of Administrative Searches.

* Systern will allow for documentation of Strip Searches

* System will allow user to enter specific finding of all searched conducted.

* System will provide reports that will refrieve data gathered by searches.

Officer Logs

* System will provide Officers to enter daily pass-on information essential to safe operations.

* System will provide a method for Officers and Supervisors to monitor these entries.
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* System will provide reports that will retrieve data gathered by Officer Log entries.

Inmate Information, Movement and Tracking

* System will maintain data regarding inmate current charges, bond amounts, and court dates.

* Systemn will maintain demographics on inmates.

* System will monitor movement of inmates by electronically scanning inmate identification and/or
biometrics.

* System will monitor inmate movement destinations and alert staff when inmate has failed to reach
assigned destination.

* System will provide electronic method of conducting headcounts.

* System will provide reports that will give the user detailed inmate rosters, headcount information, and
inmate movement information.

Inmate Communications Logging and Monitoring

* System will provide method of logging/scanning incoming and outgoing inmate mail.

* Systern will provide logging of sender, inmate, and addresses

* System will provide logging of all visitors that enter facilities.

* System will provide logging of facility phone usage by inmates,

* System will provide reports that will give the user detailed information regarding inmate mail.

Inmate Programs

*= System will provide method of enrolling inmates into specific programs offered.

* System will provide method of monitoring case notes on inmates.

* System will provide method of documenting program completion/graduation.

* System will monitor recidivism rates.

* Systemn will verify attendance of programs by signature pad and/or biometric verification.

* System will provide programs statistics reports.

Incident Reporting

* System will provide method of incident reporting.

* System will provide method of electronically entering disciplinary violations, advisement of rights,
hearing results, and disciplinary appeals.

* System will provide a method for documenting mental health competency review for disciplinary

* System will provide a detailed method of reporting Use of Force.

* System will provide a two tier approval process of all incident reports

* System will provide a method of tracking safety/injury reports

Expungements

* System will provide a method of expunging records ordered by court order.

Seniencing

* Systern will provide a method of manually and electronically entering sentencing information from

judgements.

* System will calculate due out time with respect for good time or worker credits.

* System will receive worker credits electronically from the system.

* System will adhere to Tennessee Law with regards to sentencing guidelines.

* System will provide reports that indicated estimated due out dates for inmates.

Maintenance Ticketing System

* System will provide a method for staff to enter maintenance request.

* System will provide a method for maintenance staff to retrieve this request and indicate status of
completion.

* System will provide a notification via email and/or text to maintenance staff when maintenance requests
are submitted,

* System will provide reports that may be retrieved indicating status of all maintenance requests.

Inventory Control (Chemical and Tool)

* System will provide a method of inventorying and tracking all chemicals issued within the facilities

* System will provide a method of inventorying and tracking all tools used within facilities

* System will provide detailed reports of all chemical and tools

Facility Inspections and Drills

* System will provide a method of documenting facility inspections

* System will provide a method of documenting facility emergency drills

* System will provide detailed reports of all inspections and drills

Food Services

* System will provide method of inventorying and documenting use of kitchen sharps and tools.

* Systerm will provide method of documenting cooler, freezer, dish washer and dry storage temperatures.

* System will provide method of documenting meals served, special diets, and any substitutions.

* System will monitor and document daily health inspections.

* System will provide method of documenting inmate worker orientation and training.
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6.2

INMATE BANKING/TRUST ACCOUNT MANAGEMENT:

8.2.1

6.2.2

6.2.3
6.2.4

6.2.5

The systern shall have the full capacity to provide inmate banking (deposit and payment) for use while
incarcerated. The system must have the capahility to handle electronic transactions from both within and
outside the facility. The system must be able to generate ad hoc reports as requested or needed.

The Contractor shall provide all software for a computerized [nmates Accounts System to keep accurate
and complete records of all commissary activity and balances of individual inmate accounts. This system
must be approved by the County and provide complete access to authorized County staff.

The system shall be multi-terminal with multi-user and function capability.

The system shall allow a jail staff person to createfopen an inmate account by using the inmate identification
number at the time of booking, and then to enter into the computer system the amount of money in the
inmate’s possession at that time.

The system shall allow for at least the following functionaiity and types of transactions to occur on the
inmate’s account:

»  Public Kiosk system that allows for deposit of funds via cash or credit/debit cards for inmate
Commissary and/or phone accounts

= For the term of the cantract, the vendor must agree to customize the Trust Accounting System to
meet the agencies current and future needs.

» Website access for deposit of funds visa credit/debit card of inmate commissary and phone
accounts.

= Commissary ordering integration through kiosk and inmate phone orders

»  Commissary management of stock control, ordering, sales, and delivery.

»  Real-time debit transfers

»  Ability to integrate with jail management system for automatic account opening/creation

= Ability for users to check current account, commissary and phone balance

»  Ability to hold halanced owed and collect upon next arrest

= Ability to provide debit card for funds remaining in account at release; debit card issued will have

« NO expiration date and no fees will be scheduled for card so it will retain original release balance.

»  Provide 5 public ATM kiosks that allow for deposit of funds via cash and/or credit card

« Accept imports of inmate information from Jail Management System.

« Allow staff to create unlimited users with customized security settings without vendor assistance.

« Allow staff to create an unlimited number of collection accounts with specific collection percentages
and priarities withouf vendor assistance.

o Automatically deduct a defined portion of incoming inmate deposits to satisfy inmate debts.

» Allow users to create new inmate debts.

s Allow users to void inmate debts, If money has been collected on the debt, even over the course
of several weeks, the system should refund all monies collected if the debt is voided. This must be
accomplished without vendor assistance.

« Allow users to write-off debts or portions of debts

« Allow predefined transaction amounts and comments to be entered for recurring transactions.

Allow the creation of new inmate scheduled payments with payment frequencies including daily,

weekly, and monthly.

+ Allow releases of inmate funds by check or debit card.

+ Allow multiple metheds of releasing inmate funds (e.g., a portion in cash and remainder in a check).

» Allow group releases of inmates being transferred between facilities with a single check.

» Provide work sign-out tracking for inmates assigned to jobs outside the facility. Provide per diem
tracking of inmates assighed to outside work assignments.

» Provide per diem billing for third party work assignments

« Provide per diem reporting for inmates held for outside agencies. Provide reconciliation capabilities
for multiple bank accounts.

s Allow searching for inmates by inmate ID or last name

« Have the capability to display inmate photo when editing an inmate account.

« Allow tracking of property items such as radios which have been purchased by inmates.

« Allow restriction of commissary purchases based on an inmate’s property items. For example,

batteries may not be purchased unless an inmate has a radio in his property.

Allow printing of customizable debt collection letters for mailing after an inmate’s release

» Allow printing of checks directly from system with signatures printed on the check. Allow automatic
printing of receipts after transaction entry without additional confirmations.
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Allow receipt printing on standard laser printers with 3-part perforated paper, 3 receipts per page
and on 80MM thermal printers.
Allow station specific printers to be specified other than using default printer. :
Allow printers to be specified without creating vendor-specific printer names. That is, the system
should use the printer names that are established by the correctional facility.
Allow export of reports to PDF, RTF, or Excel. Exported reports should optionally disable page
headers and footers for hetter integration with Excel.
Provide help videos for cornmon functions.
Allow import of hank statement for automated monthly reconciliation. Automatlcally create ACH
entries for release debit card withdrawais. Support Positive Pay export of check information to
banks
Provide OMR sheet rejection based on inmate balance, privileges, or restrictions. Automatically
export inmate information to other systems for web deposits.
Automatically import inmate web and phone deposits within 5 minutes with no need for operator
intervention.
Automatically export inmate information to commissary order by phone system. Allow inmates to
use their own personal credit cards or debit cards to transfer money to their trust accounts using
the inmate telephone system after the cards have been collected and placed in Property.
Provide integrated reports within the Trust Accounting System with no separate login or executable
launch required.
Allow easy reprinting of receipts.
Allow on-screen viewing of inmate transaction receipts without printing. Allow station specific
number of copies during receipt printing.
Allow user-definable password security settings including minimum password length and
requirements for numbers, symbols, or letters in passwords.
Allow station specific predefined comments for commonly repeated transactions. Directly interface
with kiosk equipment designed to accept bills and coins.
Allow user-defined indigent tracking based on current balance, days since booking, and deposits
over a period, and commissary bills over a period.
System must allow transactions to be easily voided while maintaining a verifiable audit trail. For
example, a deposit transaction which triggers multiple debit collections should be voidable in a
single operation which leaves the inmate and associated restitution accounts correct with no
opportunity for officer data entry mistakes. This must be accomplished without vendor intervention
or direct manipulation of data.
System must allow holding of funds which cannot be spent by the inmate until released. Holds must
support automatic removal after a predefined number of days.
System must interface with signature capture pads and print captured signature on inmate receipts.
Allow tracking of inmate voluntary and mandatory savings accounts with automatic collections and
interest distribution.
Include manual fransaction data entry warnings if a duplicate money receipt or bifling transaction
is suspected by the system.
Include predefined reporis not limited to:
Trial Balance, Resident Balances, Balance Sheet, Check Postings, Money Receipts, Cash
Disbursements, Inmate Debt, Fund Billing, Fund Collections, Fund Credits, Payroli,
Indigents, Savings, Releases, Bank Deposits, Debt Write-offs, Recongiliation, Commissary
Receipts, Commissary Housing Totals, Commissary Product Sales, and Check Register.
Allow ad-hoc reports to be run for defined inmate groups based on factors including housing
assignment, gender, age, debt, or current balance without programming a reporting tool.
Include user-customizable report footer information.
Include user-customizable report header image for facility logo.
Provide for automatic debt write-off after inmate release based on the number of days the inmate
has been gone from the facility.
Fully support integration with debt collection agencies including electronic filing of debts with the
collection agency and payment to the collection agency if the inmate pays debt at the correctional
facility.
Support SQL Server 2008 R2.
Allow credit card transactions to be executed in the software using encrypted magnetic stripe
readers without logging into an external system or web site.
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6.3

6.2.6

8.2.7

6.2.8
6.2.9

8.2.10
6.2.11
6.2.12
6.2.13
6.2.14
6.2.15
6.2.16
6.2.17
6.2.18
8.2.19

6.2.20
8.2.21

§.2.22
6.2.23

6.2.24
6.2.25

6.2.26

6227
6.2.28

6229

6.2.30
6.2.31

« Prevent users from modifying a financial transaction that has been committed. Allow reports {o he
generated based on user and transaction types. Allow user groups to be established that limit
access to program features

Trust Accounting System must have the capability to directly release an inmate’s funds onto .a debit card
with minimal effort.

The system must have the capability to swipe a debit card at release using vendor provided encrypted
magnetic stripe readers and automatically load the debit card with the inmate's balance at release.
Redundant data entry including debit card numbers, transaction amounts, or separate login for releases is
unacceptable, At no time should unencrypted credit card numbers be transmitted or stored on the County’s
network.

Debit cards should not require additional action by the inmate fo activate the card.

The Trust Accounting System must automatically create ACH entries for monthly bank reconciliation based
on withdrawals from each facility’s bank account required to fund the release debit cards.

Debut cards should be issued without any additional fees occuiring on the account for at least 15 days
following issuance.

Vendor must demonsirate a debit calling system which has the ability to interface with the County’s inmate
telephone provider.

The debit calling system must aliow inmates to purchase phone time using an interactive voice response
(IVR) system available through the standard inmate phone system.

After purchase, the system must deduct the purchased amount from the inmate’s account and make the
purchased phone time available to inmates.

The debit calling system must also have the capability to refund any unused phone time automatically to
the inmate upon release if the inmate telephone provider supports this feature.

Vendor must provide bill accepting kiosks {8} for friends and family to place funds on inmate accounts.
The kiosk must also aliow payments using credit/debit cards.

The kiosk must give a receipt for each fransaction.

Vendor must provide cash accepting kiosks (2) far the booking area.

These kiosks should accept both bills and coins and have a small desktop footprint (not larger than 18
x18 x 18),

The unit should also have a drop slot for manually entered items.

The units should NOT require network access but connect directly to booking computers supplied by
County.

Af least one booking kiosk must be a high speed, bulk acceptor capable of processing multiple biils at
once.

The Trust Accounting System must automatically create ACH entries for monthly bank reconciliation
based on deposits into facility's bank account as a result of inmate deposits.

Bonding via the web should also be available.

The Trust Accounting System must have options available to automatically collect a percentage of
incoming funds te pay for existing inmate obligations,

The Trust Accounting System must provide features for alternative debt collection including the ability to
print debt letters for mailing to former inmates and sending uncollected debt to collection agencies.
System must provide the capability for inmates fo satisfy bonds with credit/debit cards.

The proposed process must allow access to inmate credit/debit cards that have previously been placed in
property at time of booking.

The bending systern must aggregate the payments for various bond agencies into a single payment with
an accompanying report that details the individual payments.

Funds for bonds will be available for direct deposit to specified court.

A graphical tool for displaying relationship between inmates and friends/family for both deposits and two-
way messaging. lcons should designate between inmates friends/family that have made deposits or sent
emails. There should be an indication as to the sirength of the connection. Strength is measured in
dollars for deposits and number of emails for message graphs.

INMATE PHONE SYSTEM:

6.3.1

6.3.2
6.3.3
8.3.4
6.3.5
6.3.6
6.3.7
8.3.8
6.3.9

Voice Biometric enyollment with comprehensive investigation package

Ability to limit usage by issued PIN generated by jail management system

Ability to limit PIN to assigned stations

Allow up to two free local calls in booking area each time the inmate is arrested and booked
Allow free calls to Public Defender, and two PREA external numbers (privileged, non-recerded)
Ability to restrict calls to outside numbers by individual inmates as well as system wide

Ability to monitor live: calls

Ability to flag outgoing numbers as privileged

Ability to record all non-privileged calls with storage up to 36 months
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6.4

6.3.10
6.3.11
6.3.12

6.3.13
6.3.14
6.3.15
6.3.16
8.3.17

6.3.18
8.3.19
6.3.20

6.3.21

8.3.22

6.3.23

Ability to burn recorded calls o CD/DVD with user logging of each occurrence

Ability to create alerts that can be set as interactive with monitoring, phone call and/or email notification.

Ability to restrict inmate phone usage due to disciplinary infractions through a feed from jail management

system ’

Ability to control individual phone stations remotely

Ability to broadcast information through phone system

Ability to create user groups to allow controlied access levels to system

Ability to run reports that give as needed

Ability for inmate to submit a confidential Prison Rape Elimination Act (FREA) complaint that will be

forwarded to an email address or phone texting system.

« High Volume Users

Inmate Call Details

Completed Attorney Calls

Call summary by destination type

CD Recorded by phone number

High volume stations

Alerts

Commission and revenue by station and user

Investigative reports showing shared destination

Credit card payments from suspect accounts

Three way calls

Frequently called humbers

Suspected call bridging

Calling options

Traditional collect calls

Direct billed calling

Prepaid collect

Real time debt

s PREA and TIP Line reports

Data protected by true disaster recovery ability and back up technology

Commissary ordering

Vendor will supply laminated calling instructions in English and Spanish to be placed by each phone

installed and will resupply anytime a feature changes. ‘

Vendor will supply user and technical traihing on system

Vendor will supply training for fagility IT personnel to become familiar with maintenance on equipment and

will provide them with ability o become certified in any training that vendor technicians are required to

have.

Phone Equipment Requirements;

« The system shall be a turnkey system and setrvice

« The vendor shall provide non-coin, inmate telephones composed of durable equipment suitable for
jail environments.
The vendor equipment shall comply with FCC regulations.
The proposed equipment and system shall be expandable to meet fufure needs as growth occurs.
Vendor equipment shall include power backup system in the event of temporary commercial power
loss.
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INMATE COMMUNICATIONS (KIOSKS/TABLETS):

In-Pod Kiosks:

6.4.1 Kiosk will provide access to Video Visitation. Visitation will be available by scheduling at least 24 hours
prior to requested time by visitor, All Video Visits will be recorded and available for live viewing or recorded
viewing. All recordings will be available for transfer to portable media (CD/DVD)

6.4.2 Kiosk will provide access to commissary ordering

8.4.3 Kiosk will provide access to current charges, bonding amounts and future court dates (retrieved from jail
management system).

6.4.4 Kiosk will provide access to grievance system.

8.4.5 Kiosk will provide access to inquiry workflows including phone system and kiosk complaints, Classification
inguires, Programs information, Sentencing information, and request for T.D.D./V.R.S. usage.

6.46 Kiosk will provide access to medical sick call requests

8.4.7 Kiosk will provide access to inmate handbook and orientation video,
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6.5

6.4.8

6.4.9
5.4.10

6.4.11

8.4.12
6.4.13

6.4.14

6.4.15

!:‘. i

1 1

Kiosk will provide access to Confidential Prison Rape Elimination Act (PREA) Complaints and PREA
Education Video. PREA complaints must be forwarded to PREA staff via email and/or text.
Kiosk will provide access to Law Library accounts provided by agency.
Vendor must provide at [east four kiosks per housing unit.
The system shall adhere to generally accepted accounting principles and provide a complete audit trail of
all transactions. Audit trail reports should include operator identification, date of all entries, and updates to
records.
The system shall provide a series of reports as specified by the County, including: detailed weekly invoices,
cash reconciliation, and records of charges to inmates for other services, such as medical, and haircuts.
The system shall provide various levels of security, including password control. These levels will have the
capability to be customized by the jail site manager.
The vendor shall install the system, train Gounty personnel, provide remote support to maximize utilization
and minimal down time of the inmate accounts system. The vendor shall provide continuing support for the
software and hardware throughout the length of the contract. Support is to include updates and
enhancements to the software.
Successful proposer will provide the following as kiosk (wall mount/portable/handheld) equipment:
+ A jail environment grade hardened stee! enclosure wall mountable

A shatterproof (15 minimal) LED/LCD touchscreen monitor
A High Definition camera
One detention grade audio handset per kiosk
Assembly from non-proprietary, off-the-shelf components
Enclosure shall prevent tampering by inmates
Enclosure shall prevent accidentalfintentional spitt of liquid from entering kiosk
No internal components or wiring shall be accessible by from the cutside of the enclosure.
The kiosk shall be powered by 110 VAC
The kiosk shall be designed to provide adequate cooling for proper cooling of the computer
inside.
The kiosk shall be mountable to a wall using a bracket system that secures it to a wall.
+ Vendor shall provide kiosk software inciuding operating system and all software upgrade

shall be free of charge.
¢ The successful bidder will provide 91 resident kiosks, 11 remote visitation kiosks, and six
portable kiosks.
Portable kiosk shall be constructed of same durable materials as wall mounted kiosks.
Portable kiosk shall contain
Portable kiosk shall be able o operate on either a wire connect or wireless internet system.
Portable kiosk shall contain refractable power cord of at least 15 feet in length and/or provide
a battery backup system.
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Handheld device (tableis)

6.4.16

6.4.17
6.4.18
65.4.19
6.4.20
6.4.21

6.4.22

6.4.23

Vendor will provide handheld tablet technology that allows inmates to remotely use all kiosk features via
secured wireless connection. Vendor will provide wireless internet infrastructure. Handheld devices may
also include entertainment options that may be charged on usage or per minute basis.

Wendor shall supply tablet devices that will offer the same functionality as wall mounted kiosks.

Tablets will also offer inmates the ability to access approved games, music, books, and movies for a charge.
Vendor will supply a wireless network that will allow access to same network as other kiosks.

Vendor will supply one (1) tablet per every four (4} inmates.

The tablet solution should have the capability of displaying current and/or future educational content. Please
describe the devices current capabilities regarding educational content, and what the bidder is willing to
offer regarding educational content.

The tablets should provide the ability to provide content options for inmate self-improvement, including’
personal finance, employment, national news, and learning options.

Vendor will supply a wall or desk mounted storage system that allows for tablets to be recharged preferably
by wireless manner.

INMATE VISITATION: The vendor will offer a system that allows for families and friends to schedule video

visitation with inmates.

6.5.1
6.5.2

The vendor will offer a fiexible schedule that KCSO can update at any time.
The video visitation schedule will allow for inmates to receive two (2) each thirty (30) minute visits per
week.
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6.6

8.7

6.5.3
6.5.4
6.5.5

6.5.6
6.5.7
6.5.8

6.56.9
6,510

All visits will be available for monitoring live and will allow staff to interrupt, end, or interact with visit.
All visits will be recorded and available for playback or transfer to portable media as needed (DVD,CD)
The vendor will supply storage for all video visits that allows for viewing or transfer of video within 180
days.

The vendor will allow for visitors such as attorneys to be allowed privileged user status that not record.
The vendor will supply reports that allow for statistics of inmates and visitors usage of system.

The vendor will offer at home visitation for an affordable fee. These visits will be sef up on a web sight
managed by the vendor. Remote visits should be available to friends and family via home computer,
tablet, or smartphone (Apple 105, Windows, Android).

The vendor will allow for free on site visits via vendor supplied pubic kiosks.

The vendor will provide interaction with inmate disciplinary system io allow suspension of this service for
specified times.

ELECTRONIC MESSAGING: The vendor will offer a system that allows for inmates, family and friends fo

communicate via electronic messaging.

6.6.1
6.6.2
6.6.3
6,6.4
6.6.5

6.6.6

The vendor will offer a systern that allows inmates to initiate a message for a nominal fee to a family
member or friend.

The vendor will also allow for messages to be initiated by family and friends via supplied website for a
fee.

All messages will be available for reviewing by authorized staff anytime.

Messages will be available for download for investigative purposes

The system will provide keyword searches and filtering of all messages. The system will allow queues to
be set up for monitoring the messages of individual inmates for investigations.

The vendor will provide interaction with inmate disciplinary system to allow suspension of this service for
specified times.

ELECTRONIC MEDICAL RECORDS: Shall be designed specifically for Corrections to ensure continuity of care
from admissions o discharge. Preferred systems must fully integrate with [nmate Management system and include
the following features: '

* Physical
* Intake and medical Screening
* Chariing
* ePrescriptions
* Sick Call (integrated with kiosk)
* Provider visits/orders
* Dental
* Imaging {(X-Ray)
*Labs
* Plans of Care {FProtocot})
* Medical Alerts
* Medication
#Medical Administration Records
#Rounding
* Dietary
* Suicide Screening
* Mental Health
* Infirmary Care
* Chronic Care Clinic
* Inmate Worker Status
* After Care Release Planning
* Outpatient Patient Referral/Scheduling
* ACA Outcome Measure reporting
* Document Scanning
* Digital Photo Upload
* Remote Access for Administrators and Providers
* In-House Referral and Treatment Scheduling
* Inventory Control (Medication, Stock and Teol)
*1CD 10 Codes
* Orders
* Infirmary Charting
* Reports
* Keep on Person (KOP) Medication Monitoring
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6.8

AUTOMATED INFORMATION SYSTEN (AIS): The vendor will supply an AIS system that gives automated
information regarding inmates incarcerated in all facilities. The system will be available from the menu of the existing

agency phone system (Black Box) and be available 24 hours a day via call transfer. The system will offer the
following features to the public upon calling:

* Inmate look-up by voice or telephone key entry
* Inmate location

* [nmate charges and bond information

* Mailing instructions

* Driving directions to facility

* Option for speaking with an Officer (transfer back to facility phone system)
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SECTION VII PROPOSAL FORMAT

The following guidelines shall be followed when responding to the Request for Proposal. Negligence in adhering to
the criteria listed below will be considered when reviewing the responses and evaluating the proposers. Knox County
reserves the right to reject any proposal for failure to comiply with the requested response specifications. Knox County
reserve the right to amend the Request for Proposal by addendum prior to the final date for proposal submission.

PART | COVER LETTER :
Cover letter authaorizing the submission of the proposal signed by a principal of the company.

PARTiHl PROPOSER INFORMATION
Name of Company, Address, Telephone Number, Fax Number, Contact Person, E-mail Address of Contact
Person, Knox County Vendor Number, Copy of Knox County Business License (if applicable), Federal Tax .
Identification Number (EIN), Federal Communication Commission Number (FCC, if applicable),
Acknowtedgement of Addenda (if issued)

PART HI  INDUSTRY EXPERIENCE

Detail your company experience
Years in Prison industry
Number of Facilities under Contract and Geographical Locations
Total Inmate Population under Contract '
References (see Attachment A)

*. & @

PART IV INMATE MANAGEMENT SYSTEM
Detail propased software and hardware required as per Section 6.1.
Detail each Subsection as to your company’s ability to provide the requirements. If Subsection is under
development, detail when it will be available and any required testing.

PARTV  INMATE BANKING/TRUST ACCOUNT MANAGEMENT
Detail your company’s banking module and capabilities as specified in Section 6.2.
Detail each Subsection as to your company’s abiity to provide the requirements. If Subsection is under
development, detail when it will be available and any required testing.

PART Vi INMATE PHONE SYSTEM
Detail your company’s inmate phone system module as specified in Section 6.3.
Detail each Subsection as 1o your company’s ability to provide the requirements. If Subsection is under
development, detail when it will be available and any required testing.

PART VIl INMATE COMMUNICATIONS (KIOSKS/TABLETS)
Detail your company’s inmate communication module as specified in Section 6.4.
Detail each Subsection as to your company’s ability to provide the requirements. [f Subsection is under
development, detail when it will be available and any required testing.

PART VIli INMATE VISITATION
Detail you company's inmate visitation module as specified in Section 6.5,
Detail each Subsection as to your company's ability to provide the requirements. If Subsection is under
development, detail when it will be available and any required testing.

PART IX ELECTRONIC MESSAGING
Detail you company’s electronic messaging module as specified in Section 6.6
Detail each Subsection as to your company’s ability to provide the requirements. If Subsection is under
development, detail when it will be available and any required testing.

PART X ELECTRONIC MEDICAL RECORDS
Detail your company's electronic medical records module as specified in Section 6.7.
Detail each Subsection as to your company's ability to provide the requirements. If Subsection is under
development, detail when it will be available and any required testing.
Detail your company's approach in securing records pursuant to HIPAA Regulations.
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PART X|

FART Xl

PART Xl

PRICING SCHEDULE:

Detail the cost, if applicable, associated with the software and hardware necessary to complete the Module
Requirements and Scope of Work. Include an Itemized list for all first (15!) year costs and a grand total cost.
Detail the cost, if applicable, with any associated software/hardware maintenance beginning in Year 2 through
year 10.

Detail the commission rates payable to Knox County in regards to all phone, email, messaging etc.

Detail any additional cost/revenue to Knox County.

INSTALLATION/SCHEDULING

Detail the scheduling needed to complete the transition. A breakdown of module requirements and milestones
with the number of days to complete each milestone is preferred.

o Assume an arbitrary start date of July 1, 2015

AFFIDAVITS, INSURANCE CHECKLIST and LICENSES

Proposers must return the Insurance Checklist (Attachment B), Non-Collusion Affidavit (Attachment C} and
applicable Licenses with their proposal.

Failure to submit any of the above information or any other information requested in this RFP may resuit
in the proposal being disqualified.
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© ATTACHMENT A
REQUEST FOR PROPOSAL 2189
REFERENCES OF SIMILAR ACCOUNTS

Proposer shall submit a list of three facilities of similar size, which have been in service for three (3) years or
longer. Proposer must give complete information as requested below.

Reference # 1

Name of Facility:

Address:

Con;tact Person and email address (requirad):

Nature of contract:

Dollar amount: $ __(over the life of the contract)

Contract start date; Contract end date:

Reference # 2

Name of Facility:

Address:

Contact Person and email address (required):

Nature of contract:

Dollar amount: § (over the life of the contract)

Contract start date: Contract end date:

Reference # 3

Name of Facility:

Address: Phone Number

Contact Person and email address (required):

Nature of coniract;

Dollar amount; $ ' (over the life of the contract)

Contract start date; Contract end date:
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Reference # 4

Name of Facility:

Address:

Phone Number

Contact Person and email address (required):

Nature of confract:

Dollar amount: $

(over the life of the contract)

Contract start date:

Contract end date:

Reference # 5

Name of Facility:

Address:

Phone Numbet

Contact Person and email address (required):

Nature of contract:

Dollar amount: $

{over the life of the contract)

Contract start date:

Confract end date:
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ATTACHMENT B

Knox County Purchasing Division
Insurance Checklist
Request for Proposal Number 2189

THE CERTIFICATE OF INSURANCE MUST SHOW ALL COVERAGES & ENDORSEMENTS WITH “YES" AND ITEMS 20 TG 25

REQUIRED | NUMBER TYPE OF COVERAGE COVERAGE LIMITS
YES 1. WORKERS COMPENSATION STATUTORY LIMITS OF TENNESSEE
YES 2, EMPLOYERS LIABILITY $100,000 PER ACCIDENT
$100,000 PER DISEASE
$500,000 DISEASE FOLICY LIMIT
YES 3. AUTOMOBILE LIABILITY CONIBINE SINGLE LIMIT $ 1,000,000
X [ ANY AUTO-SYMBOL {1) (Per -Accident)
BODY INJURY (Per —Person)
BODY INJURY (Per-Accident}
PROPERTY DAMAGE (Per-Accident
YES 4. COMMERCIAL GENERAL LIABILITY LIMITS
CLAIM MADE X OCCUR EACH OCCURRENCE $ 1,000,000
FIRE LEGAL LIABILITY $ 100,000
MED EXP (Per persen} $ 5000
GEN'L AGGREGATE LIMITS APPLIES PER - PERSONAL & ADV INJURY $ 1,000,000
POLICY | X | PROJECT LOC GENERAL AGGREGATE $ 2,000,000
PRODUCTS-COMPLETED $ 2,000,000
‘ QPERATIONS/ AGGREGATE
YES 5. PREMISES/OPERATIONS $1,000,000 CSL BI/PD EACH OCCURRENCE
$2,000,000 ANNUAL AGGREGATE
YES 6. INDEPENDENT CONTRACTOR $1,000,000 CSL BI/PD EACH OCCURRENCE
$1,000,000 ANNUAL AGGREGATE
YES 7. CONTRACTUAL LIABILITY $1,000,000 CSL BI/PD EACH OCCURRENCE
(MUST BE SHOWN ON CERTIFICATE) $1,000,000 ANNUAL AGGREGATE
NO 8. XCU COVERAGE NOT TC BE EXCLUDED
YES 9. UMBRELLA LIABILITY COVERAGE $1,000,000
PROFESSIONAL LIABILITY
NO 10. ARCHITECTS &ENGINEERS $1,000,000 PER OCCURRENCE/CLAIM
NO ASBESTOS & REMOVAL LIABILITY | $2,000,000 PER OCCURRENCE/CLAIM
NO MEDICAL MALPRACTICE $1,000,000 PER OCCURRENCE/CLAIM
NO MEDICAL PROFESSIONAL $1,000,000 PER OCCURRENCE/CLAIM
’ LIABILITY
NO 11. MISCELLANEQUS E & O $500,000 PER OCCURRENGCE/CLAIM
NO 12. MOTOR CARRIER ACT ENDORSEMENT $1,000,000 BI/PD EACH OCCURRENCE
UNINSURED MOTQRIST {MCS-20)
NO 13. MOTOR CARGO INSURANCE
NO 14. GARAGE LIABILITY $1,000,000 BODILY INJURY, PROPERTY DANMAGE
PER. OCCURRENCE
NO 15. GARAGEKEEPER’S LIABILITY $500,000 COMPREHENSIVE; $500,000 COLLISION
NO 16. JNLAND MARINE BAILEE’S INSURANCE $
NO 17, DISHONESTY BOND $
NC 18. BUILDERS RISK PROVIDE COVERAGE IN THE FULL AMOUNT OF
THE CONTRACT UNLESS PROVIDED BY OWNER.
NC 19. USL&H FEDERAL STATUTORY LIMITS

20, CARRIER RATING SHALL BE BEST’S RATING OF A-V OR BETTER OR ITS EQUIVALENT.

21, NOTICE OF CANCELLATION, NON-RENEWABLE OR MATERIAL CHANGES IN COVERAGE SHALL BE PROVIDED TO
COUNTY AT LEAST 30 DAYS PRIOR TO ACTION. THE WORDS "ENDEAVOR TO” AND “BUT FAILURE TO” {TO END OF
SENTENCE) ARE TO BE ELIMINATED FROM THE NOTICE OF CANCELLATION PROVISION ON STANDARD ACCORD
CERTIFICATES,

22. THE COUNTY SHALL BE NANED AS AN ADDITIONAL NAMED INSURED ON ALL POLICIES EXCEPT WORKERS’
COMPENSATION AND AUTO.
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23, CERTIFICATE OF INSURANCE SHALL SHOW THE PROPOSAL NUMBER AND TITLE.

24. OTHER INSURANCE REQUIRED

25, THE CONTRACTOR AGREES TO SAVE, DEFEND, KEEP HARMLESS, INDEMNIFY AND PAY ON BEHALF OF THE
COUNTY AND ALL OF ITS AGENTS AND EMPLOYEES (COLLECTIVELY THE COUNTY) FROM AND AGAINST ANY AND
ALL CLAIMS, LOSS, DAMAGE, INJURY, COST (iNCLUDING GOURT COSTS AND ATTORNEY'S FEES), CHARGES,
LIABILITY OR EXPOSURE, HOWEVER CAUSED, RESULTING FROM, ARISING OUT OF OR IN ANY WAY CONNECTED
WITH THE CONTRACTOR'S PERFORMANCE OF THE AGREEMENT TERMS ON ITS OBLIGATIONS UNDER THE

AGREEMENT.

INSURANCE AGENT’S STATEMENT AND CERTIFICATION: | HAVE REVIEWED THE ABOVE REQUIREMENTS WITH THE
PROPOSERS NAMED BELOW.

AGENCY NAME:

AUTHORIZING SIGNATURE:

PROPOSERS’S STATEMENT AND CERTIFICATION; IF AWARDED THE CONTRACT, 1 WILL COMPLY WITH THE CONTRACT
INSURANCE REQUIREMENTS,

PROPOSERS NANME:

AUTHORIZING SIGNATURE:
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ATTACHMENT C
REQUEST FOR PROPOSAL 2189
NONCOLLUSION AFFIDAVIT OF PRIME PROPOSER

STATE OF )

COUNTY OF )

. being first duly sworn, deposes and says that:

1. He/She is of , the Proposer
that has submitted the attached Proposal;

2. He/She is fully informed respecting the preparation and contents of the attached Proposal and of all
pertinent circumstances respecting such Proposal;

3. Such Proposal is genuine and is not a collusive or sham Proposal;

4. Neither the said Proposer nor any of its officers, partners, owners, agents, representatives,
employees or parties in interest, including this affiant, has in any way colluded, conspired, connived, or
agreed, directly or indirectly with any other Proposer, firm or person to submit a collusive or sham
Proposal in connection with the Contract for which the attached Proposal has been submitted or fo
refrain from proposing in connection with such Contract, or has in any manner, directly or indirectly,
sought by agreement or collusion or communication or conference with any other proposer, firm or
person to fix the price or prices in the attached Proposal or of any other proposer, or to secure through
any other proposer, or to fix any overhead, profit or cost element of the proposed price or the proposed
price of any other proposer, or o secure through any collusion, conspiracy, connivance or unlawful
agreement any advantage against Knox County, TN or any person interested in the proposed contract;
and

5. The price or prices quoted in the attached Proposal are fair and proper and are not tainted by a

collusion, conspiracy, connivance or uniawful agreement on the part of the Proposer or any of its
agents, representatives, owners, employees, or parties in interest, including this affiant. :

(signed)

(title)

Subscribed and sworn to before me
this day of , 20

(signature)

My commission expires

26







OFFICE OF COUNTY MAYOR TiM BURCHETT

Purchasing Division ¢ Department of Finance ¢ 1000 North Central St., Suite 100, Knoxville, TN 37917

Addendum Date: June 12, 2015

Knox County Purchasing Division
Addendum | to Request for Proposal 2189
Inmate Communication and Management System

Buyer: Matt Myers, CPPB

Opening Date: June 18, 2015 @ 2:00 pm

Total Pages: 21 Total Pages

Questions and Answers:

Question #1.

Answer #1.

Question #2,

Answer #2-

Question #3.

Answer #3.

Question #4.

Answer #4.

Question #5.

Answer #5,

Question #6.

Answer #6.

Question #7.

Answer #7.

Due to the complexity and scope of the Proposal would the County allow a three week
extension of the due date?

No.

Please provide historical call and revenue detail information including, calls and
minutes by call type.
See attached Call Data.

Please provide the annual # of on-site video visitation visits.
Stats from 06/18/2014-06/09/2015

o Internal Calls — 16632

Please provide the annual # and minutes of usage for remote video visitation.
Stats from 06/18/2014-06/09/2015

o External Calls — 3927
Please provide the annual revenue amount generated by remote video visitation.
For time stated above the total revenue generated was $23522.73
Please provide the annual # of inmate electronic messages and the revenue
generated by these messages.
Stats from 06/18/2014-06/09/2015

e Messages Sent and Read : 226916

o Messages Total Including Not Read : 245955
Please provide a breakdown of the current number of phones per inmate area
RDWDF

¢ Units 1 —4 6A/C — 5 each pod

» 6B —2 (one each side)

e [RC-7
KCJ

¢ Dayrooms (1-8, 10-12} — 2 in each dayroom

» 9,13, 14 — 1 in each dayroom
KCWRC

e All Dayrooms (4} have 2 phones

www.knoxcounty.org/purchasing ¢ phone 865.215.5777 ¢ fax 865.215.5778




| Question #8.

Answer #8.

Question #9.
Answer #9.

Question #10.

Answer #10.

Question #11.

Answer #11.

Question #12.

Answer #12.

Question #13.

Answer #13.

Question #14.

Answer #14.

Section 6.3.14 requires the “Ability to broadcast information through phone system”,

please describe the method you plan to use and any existing hardware or software

that may be used by the new vendor.

This gives the facilities the ability to broadcast a voice message to all or specific

inmates from an entry of text on the phone interface. For example, if a facility rule

changes, then the inmates could be told next time he/she uses the phone system by

a computer generated voice message.

Please clarify the requirements for sections 6.3.16 and 6.3.17

6.3.16 — Reports are very important, the vendors system shall give the ability fo run

reports regarding all call data, inmate usage, and staff member interaction. The bullets

under 6.3.17 belong 1o this section.

6.3.17  Ability to run reports thaf give as needed

High Volume Users

Inmate Call Details

Completed Attorney Calls

Call summary by destination type

CD Recorded by phone number

High volume stations

Alerts

Commission and revenue by station and user

Investigative reports showing shared destination

Credit card paymentis from suspect accounts

Three way calls

Frequently called humbers

Suspected call bridging

Calling options

Traditional collect calls

Direct billed ¢alling

Prepaid collect

Real time debt

PREA and TiP Line reports
6.3.17 — The vendor will supply a PREA naotification recorded line that will take a
recorded statement from any inmate wanting to give a complaint. This shall be
recorded and a notification sent via text andfor email to designated PREA
investigative group.

Section VII, Proposal Format, does not include a designation for the Automated
Information System (AlS). Should this be added as Part Xl and the following Parts be

renumbered or would the County prefer an alternate method for the response?

This should be added as Part X] and move pricing schedule down fo XII and so forth.

Will the County allow the installation of POE (Power over Ethernet) as an alternative
method for powering the In-Pod Kiosks? Referencing Section 6.4.15 requirements
POE would be acceptable, as long as performance is not affected.

Please clarify the bullet point “Portable kiosk shall contain™ in Section 6.4.15

OMIT this line

Is there power available for the lobby kiosks at all locations?

Yes

Is there a County cabling standard or infrastructure specification that is required to be

followed for new cabling?

Yes, Standard Electrical Code




Question #15.

Answer #15.

Question #16.

Answer #16.

Question #17.

Answer #17.

Question #18.

Answer #18.

Question #19.

Answer #19.

Question #20.

Answer # 20.

Question #21.

Answer #21.

Question #22.

Answer #22.

Question #23.

Answer #23.
Question #24.

!\ P 5;;. —_
Will the County summarize the date each of the faCHitleS was built and the construction
type of each facility (i.e. pre-cast concrete, pre-stress concrete, filled masonry block,
etc)?

o RDWDF — Built 1994, Pre-Cast Concrete
KCJ — Built 1979, Filled Masonry

o KCWRC — Built 19986, Erected Steel on Concrete Slab

Will County provide a floor plan of each of the facilities showmg MDF/IDF closets and
locations of proposed Kiosk units?

See attached.

Will the MDF and IDF’s support additional floor or wali mounted rack for new
equipment?

Yes

If available will vendor be allowed to utilize space within existing equipment racks?
Yes

Has the county located IDF’s to support the Kiosk system?

Yes

How many kiosk units will be supported out of each [DF?

8-10

[s there an IDF in each dorm, or inmate housing unit (if not, is it nearby)?

Yes, housing unit

Can the facility provide a cabling layout of each of the facilities?

Successful vendor will be provided the information

For each facility are there access spaces above the ceilings to allow routing of cable
without conduit?

No.

In order to provide our best possible offer, it is very important to have historical call
volume information for all call types. Call volume data is necessary to estimate costs
as well as potential revenues. The current vendor, Paytel, has access to this
information, so distributing the information to other vendors in a timely fashion will
ensure a level playing field for all bidders. Please provide as much data as possible
from the following chart:

255.38
13 106 76.83
7 57 42.23
80 599 149.83
: 113522 122325 30425.25
INTRALATA Deblt 117 863 646.86
INTERLATA Deblt 146 1002 770.32
INTERSTATE Deblt 11492 10951 2299.64
_lnt_e_rnat_lonal - De_blt 14 27 23.44
LOCAL z PrePaid Collect | 6749 61002 15184.13




- { .

INTRALATA — PrePaid 89 721 524.59
Collect
INTERLATA — PrePald 105 848 618.64
Collect
INTERSTATE — PrePaid 1036 8425 1769.22
Collect
Question #25.  Also, in order to help us evaluate call volumes and recognize additional revenue

potential, it is very helpful to have the rates currently being charged to called parties
under the current contract. Please provide the following information:

2.50 . 2.50
210 0.50 7.10
2.10 0.50 7.10
0.00 0.46 | 4.60
2.50 0.00 2.50
_INTRALATA Deb:t 1210 0.50 7.10
INTERLATA — - Debit 2.10 0.50 710
INTERSTATE Debit 10.00 0.46 4.60
'Internatlonal Debit -
: LOCAL PrePald Collect | 2.50 0.00 2.50
.INTRALATA PrePald 2.10 0.50 7.10
Collect
‘INTERLATA — PrePaid 2.10 0.50 7.10
Collect
INTERSTATE — PrePald 0.00 0.46 4.60
Collect
Question #26.  Will the County please outline the fees that are being charged by the current vendor:
a. Bilt Statement Fee
b. PrePaid Account Set-Up Fee
C. PrePaid Account Funding Fee via Web
d. PrePaid Account Funding Fee via Telephone
e. Wireless Account Maintenance Fee
f. State Regulatory Cost Recovery Fee or Percent of Call Cost
g. Federal Regulatory Cost Recovery Fee or Percent of Call Cost
h. Refund Processing Fee
i. Other Fees
Answer #26, Current vendor does not charge County for these fees, any/all fees are passed on to
consumer. Other fees collected by vendor is $5.99 per remote video and $.35 per
message.
Question #27.  Please provide a copy of the current inmate phone service agreement(s).




“ Ans:wer #27.

Question #28,

Answer #28.

Question #29.

Answer #29.

Question #30.

Answer #30.

Question #31.

Answer #31.

Question #32.

Answer #32.

Question #33.

Answer #33.

Question #34.

Answer #34,

Question #35.

Answer #35.

Question #36.

Answer #36.

Question #37.

Answer #37.

Question #38.

Answer #38.

Question #39.

Pursuant to T.C.A. 10-7-503 (2} (A) All state, county and municipal records shall, at
all times during business hours, which for public hospitals shall be during the business
hours of their administrative offices, be open for personal inspection by any citizen of
this state, and those in charge of the records shall not refuse such right of inspection
to any citizen, unless otherwise provided by state law.
Please provide the commission percentage currently received on inmate telephone
revenue, an average of monthly commissions received over the past year from the
current vendor, and copies of commission statements from the last six months.
Commission Percentage is 43.75%. See Aftachment 1.
Requirement 5.1, section J “Total Commission Amount” includes interstate calls
while Requirement 5.2 excludes interstate calls from gross revenues. Please clarify,
are interstate calls commissionable as part of this contract?
Yes, all revenue is commissionable, as well as remote video and messaging.
Requirement 6.2.5 requires “5 public ATM kiosks...” while Requirement 6.2.15 state
“Vendor must provide bill accepting kiosks (8).” Please clarify whether these
sections are referring to deposit kiosks for the public, and please confirm the number
required.
Public ATM kiosks are those where the public have access to placing money on
inmate accounts via cash or card. We are requesting five public kiosks for our three
correctional facilities and visitation center. :
We understand the current vendor utilizes the Knox County network for wireless
devices. Please confirm that the incoming vendor will also be able to use the
network for all wireless devices.
Not preferable, network infrastructure for wireless devices should be controlled and
maintained by vendor.
Would the County please provide the number of workstations being used for the
existing JMS?
200
Please provide a breakdown of the following by pod/housing unit:
Number of beds in each unit — 1341 total beds (all units are not identical in numbers)
Number of phones required — 140 (approximately)
Number of kiosks required — 140 (approximately)
Number of video visitation units required — 11 (approximately)
How many employees will be using the JMS system?
Approx. 1000
Who is the current JMS vendor?
Knox County Information of Technology Department.
Please name the vendors Knox County would like the JMS to interface to.
Dataworks (Mugshot and Fingerprint system), Knox County IT System (Justice
Information Management System), VINE, ADSI.
Does Knox County want to have data conversion included? If so, which vendor/s will
the data be converted from?
Data conversion will be necessary from our County IT Departments JIMS. This would
be in the form of an ORACLE Database transfer to defined tables that the vendor will
access and retrieve from a specific server. Load Notes will be provided with
definitions of data and triggers contained within.
Does Knox County want NCIC functionality included?
Yes.
How many booking positions does Knox County currently have?




. . Lo {— -
Answer #39. We hook between 25000 and 30000 per year, and have two locations (Intake (all new
arrests) and Criminal Processing {cites/outstanding warrants, parole registration, sex
offender registry) that staff approximately 15 positions.
Question #40. Who is the current Mugshot vendor?

Answer #40. Dataworks.
Question #41.  Does Knox County want mugshot hardware?
Answer #41. If provided with JMS.

Question #42. Does the functionality in 6.1.12 need to be part of the JMS or can it be provided via
the phone system?
Answer #42. This function must be included within the JMS along with inmate disciplinary module.

T Ny

Matthew ¥. Myers, CPPO, CPPB
Deputy Director of Purchasing
Knox County Government

Space below infentionally left blank.




Attachment 1




Monthly Commission Statement  January, 2015
Statement Date: 2/11/2015
Knox County Detention
5400 Maloneyville Road Atin: Debbie Hodges
Knoxville TN 37902
Call Type Payment Method - Total Calls Total Gross Commission Commission
N Minutes Revernue % Earned
Local . Collect ez TUOT 4825 437s% 99648
F’repatd Collec‘“ ) 4 865 43,608 $10,946.25 4375%  $4,788.98
. o peb;_;“ | 84,385°  $21,008.75 _53_ 5% $9_228 52
v ... .  LocalTotal - $32.25825° .$14 112.98
"--FﬂﬁrﬁL%TA _ - -_M Coijgg’i_:"_ —_“ T _—$Ou(~)0 43, 75% w $0.0D
o Prepald Collect B 877 $286.55: 43 75% $125. 37|
Debit .. 88 653 $48560  4375% __  $212.45
, EntraLATA Tot_e}l_ o R 1,030/ $772. 15 : $337.82
nterATA Collest 1 9 64 $48.65 _ 43.75% §21.26
. Prepaid Collect 738 $564.00:  4375% | $242.38
_ Debit 433 $338.60; . 43.75% $148.14
lnterLATA Total ) 3 1,235: $94125: ©  ° $411.80
Interstate _' T C:Jjoill_ég::_’g_. e __;:'{115 $12650 0.0 oo% 000
B F’repa]d Collect _:__‘____ (::s?f} ) 5,390° $1,131.80 0.00% $0.00
- o L Debit 935 6,388  §$1,341.48  0.00% _$0.00
. Interstate Total P 4,665 _1?,292?____&2,601.88' FOCRegusion. - $0.00
lnternatlonal . _Péb]t S “..2;( i 2‘(—)_j $15.00° 4§ :!1'52%#
Intemat:onal Tota! o 2i 200 $15.00- - . $6.56
Total Collect 1721 1,285,  $395.40 - Tsii677
Total Prepaid Collect © . 5882l 50,7130 $12,918.70 515673
Total Debit o 10,464 91,8791 $23,274.43 " $9,505.67
Total Prepaid Card ~ . T $0.00 - $0.00
Grand Total 16,318 143,277 $36,588.53 $14,869.16
Commission Earned | certify that the information in this
i Collect commission statement is accurate.
R Prepaid Collect
2 Debit

Amy Reeveé VP Finance _

Accounting Manager: Jennifer Williams, 866.729.8352, x255 jwiliams@paytel.com
Sales Coordinator: Wanda Harden, 866.729.8352, x250 wharden@paytel.com




Monthly Commission Statement  January, 2015
Statement Date; 2/11/2015
Knox County Jail Downtown
400 Main Avenue Aitn: Debbie Hodges
Knoxville TN 37902
Gall Type Payment Method - Tofal Calls.  Total - Gross  Commission . Commission
' Mmutes Revenue % © Earned

Local . Collet s TUUUaTjoso. aszsn | sirn
Prepaid Cvlgél_goj:m;_u__ 1,496 139530 $3,366. 00 43, 75%  $1A472 63

o . Debit " 2e24 __v_2§99<8 $5,904.00  43.75%  $2,583.00

oo, localTotal 4138 38,092°  99,310.50 N

mtalATA 0 Collett T }iéf._.ﬁfj" B 82200 @375% 61002
Prepald_f}o’llec’c 1 qdg] $82.75 - 4375% $36.20

Debit 4 ) 84 $67.90.  4375% 2071

L IntraLATﬁ_t__’}'_c_:EE ) 330 295]  $173.55 : $75.93
nterl ATA . Collect T 10 9685, 4375% . $3.00
- N ' ' : 70; $49.80 0 4375% - $21.79
_ 276" $206.45° 4375% $90.32

_ #nterLATATotal ' 356;  $26310:  $11541
werstae U ool s o ez 000% . 5000
_Prepaid Collect 124 1009 $211.89. ooo% ... _%0n0

. o+ Debit 302; 2227 $467.67° . 0.00% $0.00

_ lnterstate Tota] : I ﬁg_'w___$7__2§_§_1;__ FGG Regulation $0.00
Total Collect ] : o 379;  $119.50 g__"" T sz
Total Prepald Coilect CoTTm e ?64—3,_"“'“ 15142]  $3,71044 5153062
Total Debit T e 26,585  $6,646.02° T $2,703.03
Total Prepaid Gard  © T T : $0.00 ; ) $0.00
Grand Total ‘- 4,666 42,106°  $10,475.96 - - $4,264.38
Gommission Eamed [ certify that the information in this
R i, Collect commission statement is accurate.

##8 Prepaid Collect -
HE Debit
ﬁmfu /Qﬂ,w’u_/
Amy Reeves,/P Finance

Accounting Manager: Jennifer Willtams, 866.729.8352, x255 jwillams@paytel.com
Sales Coordinator: Wanda Harden, 866.729.8352, x250 wharden@paytel.com




BRI Debit

Accounding Manager: Jennifer Willlams, 866.729.8352, x255 jwilliams@paytel.com
Sales Coordinator: Wanda Harden, 866.729.8352, x250 wharden@paytel.com

- } Monthly Commission Statement February, 2015
) : Statement Date: 3/12/2015
Knox County Detention
5400 Maloneyville Road Atin: Debbie Hodges
Knoxville TN 37902
Gall Type " Payment Method - Total Calls Total Gross Commission Commission
Minutes Revenue % Earned
ng_:_ai o - Cg!vlwect o 76'M_.__‘____ _§3~S_J_ _§1_7‘;I‘._00 _43 75%_ $7’4 8?
N R . I_’repa:d Coflect :'_____ 4 45_:1'____________40 .9_&5_0‘&‘ m$1_0 028 25 - ~743 _75% _ $4 38236
_ Debit 10,013: 90,787 §$22,529.25  43.75% $9,856,55
““““““““““““““““ ___14,546 . 131 676 $32 728 50
o ‘E:uoﬁegt - —w 3 T T 0. 43 75% o .

. Prepaid Collect ! 85 4707 835525°  4375%  $15542
; Debit 70: 493 $376.00, 43.75%  §16450]

o IntalataTotal. 136 973:  §738. 19 o $322 92
intoriata  Gollet A TR Tees asask | $is
_____ ) Prepaid Collect : » 620  556'  $392.70  4375%  $171.81
I o Debit . 53 376 $28605. 43.7%% $125.16
B Interiata Total : o 116 ) ) $298 20
j@é{é&é&é"“:'_';:'_':;"""’ Collect B0i 319, $79. 75 - qogg@ 7 000
L = Prepaid Caollect . 763, 6,332, $1’32§:_72 _____Q__QO% o $0_0_0

] : Debit 915, 6386  $1,3¢1.06°  000%  $0.00
o Interstate Totaliﬁ__'___ B 1,728 2* 13,037, $2,750. _5_3 . FCGR Regulaﬂon - %900
Intermational  Debit . 13 - 109 $101.55 '__;}é 7'5%  $4443
o Interna&mnal Total T 13; . ‘iOQA:“_ $10_15§ o 544{3
Total Colleot _f - ifis"’"w 970 s26045° T §79.06
Total Prepaid Collect -, T 5,347 47,6081 $12,105.921 "'"3523'711%3;6'
Total Debit ' - - 11,064 ‘a8, 151, $24.633.91 '"$1'0'11'90 62|
Total Prepaid Gard T . so.06° 7 go00
Grand Total 16,539: 146,729 $37,000.28 $14,984.27

Commission Earned I certify that the information in this

; Collect commission statement is accurate.

Prepaid Collsct

Amy Ré’eves, VP Finance




! i

Monthly Commission Statement February, 2016}

Statement Date; 3/12/2015

Knox County Jail Downtown

400 Main Avenue Atin: Debbie Hodges
: Knoxville TN 37902
Call Type ! Payment Method %Total Calls. Total Gross ‘Commission Commission
Mmutes ) Revenue % Earned
Local T Collect T T el T e4500 43.75% §1.97
o T Grepaid Collect | 16041 14,938 $3,609.00  4375%  $1578.94
) T Debit o808, 90826'  $584300. 43.75%  $2468.81
T Local Total! T anial 37,773 $9,256.50 _ 34 049.72
intralata " Collect  : 4 33’ $23.00 . 43.75% “'$1046
"""""" Prepaid Collect 100 1000 $68.501 43.75% T $29.97
"""" _ Debit 17 110! $66.45: 4375% - $37.82
N Intralata Total - : u—3-1“ _ mzﬁé ) $1?8 8§M mﬁﬁ':'_ u,:{fa :’)_5
Interlata_ E Collect ; T T g0.001 Taarewn ' $0.00
T T Prepald Colleot | 12 04 $7420 4375%  $3246
e T Debit 64i 443 $330.90° 43.95% 3148.71
T InterlataTotal: - i 547 $414. 10 w7
_i:?ééé‘t’é?é """"""""""""""" Collect 25 1§éf TTga800 . 0.00% . $0.00
T T Prepaid Collect | 329 2838 $595.98.  0.00% 7 §0.00
T Debit ; 894! 2054, $620.34: 0.00% $0.00
B Interstate Total s 5984 $1,26432 rochegiain $0.00
Total Collect - B TH TToaq . sre40. 7 Ts12.43
Total Prepaid Collect - - 1,955] 17,9600  $4,347.68: © $1,641.37
Total Debit o 2,983] 26,333 $6,68068: $£E§§§4
Total Prepaid Card : $0,00 o " 7$0.00
Grand Total 4,969 44,547 $11,11377 $4,309.13

Commission Famed

et COllRGL
BEE Prepaid Coliect
BE; Debit

i certify that the Information in this
cornmission statement is accurate.

W

Amy Reeves, VP Finance

Accounting Manager: Jennifer Williams, 866.729.8352, x255 jwillams@paytel.com
Sales Coordinatar: Wanda Harden, 866.720.8352, x250 wharden@paytel.com
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Monthly Commission Statement  March, 2015

_ Statement Date: 4/16/2015

Knox County Detention

5400 Maloneyville Road Attn: Debbie Hodges

Knoxvilte TN 37902

Call Type Fayment Method Total Calls Toftal Gross Commission Commission
Minutes Revenue % Earned

Local Coliect 104 755 $234.00 . 43.75% | $10288
Prepaid Collect 6,062 64,931, $13,617.00  43.75% - $5,957.44

. Debit 12418 111800 $27,940.50  43.75%  $12,223.97
| Local Total . M5TA 167486 $41,791.50 | $18,283.78.
Intralata ' Col[ect 12 98§20 43 75% $31.15
' Prepaid Collect 165 1,338 $97175  A3.75% $425.14

Deblt ' 188 1429 $1,062.30  43.75% | 46476

. . Infralata TO“‘J. 7 b sesl 236” $2"°5(_2_5_.5.__ o _"_‘.39;32' 05
Interlata Coltedt ot T es 700 437w §a.8d
~ Prepaid Caliect 127 1065 §767.45°  43.75%  $336.76)

Debit 84 609 $450.90 43.75%  $201.21

interlata Total© A 1 684§ $1 236, 05_';_ o $54077

Interstate ‘ Coﬂect o 73" : 05: 5 0. 00% $O 00
' ' Prepaid Callect 824, 145824 000%  $0.00
Debit 1,276 $2,007.18  0.00% _ $0.00

Interstate Total 2473 _1;7_',097} $3,591.67 _ Focreguaion $0.00
Total Collect 91 """?i'"aéé} T sdgoas " $137.33
Total Prepaid Coiieci ) ) 7,168} 63“2'75*3‘16_5{& aa a éé”ﬂé"?;éi
Total Debit ' T ia?a?s“” 1"2'5556‘ $31,469.88 $12 ,389.93
Total Prepaid Card ) o o $6“00 $0.00
Grand Total 21,325 189,037  $48,724.47 $19,745.60

Commission Earned

. AR Debit

5% Collect
m Prepaid Collect

| certify that the information in this
~ commission statement is accurate.

FQQW

Amy Reeves, VP Finance

}\ccounting Manager: Jennifer Williams, 866.729.8352, x255 |willlams@paytel.com
Sales Coordinator: Wanda Harden, 866.729.8352, x250 wharden@paytel.com




#Monthly Commission Statement

March, 2015

Statement Date: 4/16/2015

Knox County Jail Downtown
400 Main Avenue Atin: Debble Hodges
Knoxville TN 37302

Call Type Payment Method Total Calls Total Gross Commission Commission
Minutes Revenue % Earned
Local Collect 5 36 §11.25  4375% $4.92
Prepaid Collect 1,434 13 443 $3 226. 50 - A3.75% $1 411 59
Debit 2 817 _ 24_ 3_05 §§ §8§ 25  43.75% $2 576 11
Local Total- o _4_ o§_6 |3, 787 §9__12fs oo $3 992 63
Intralata Colect 5 50 $3425 43 75% $14.98
Prepard Coilec% RS 10 %685 43 ?5% $3 DO_
- - [ S S L. . Qe‘b!.t'“‘:“.‘_‘ — ,,“:]...3; LAl 95 371 55 .ﬁk{% 75% [P $3? 30
. . Intralata Total R A .__15_5__._._ ??1'%6_5_ - L sdom
Interfata - Coilegt W B ” _" B __i$_0.:fJOM_ 3_7_5_3,6 $0 0{}'
] Prepald Col_!gqt 7T _ 643! $463.95 43 75% 3292_98_
S Debit 52 298 $245 20 43 75% $107.28
Interlata Total S 129 941 ____$709 15 $31u 25
Interstate ) VCo]'le'c:t - o _&6 364; . $é1 60 O 00% _ _ __$0 OG‘
Prepaid Collect 281 $52353.  0.00%  $0.00
_ Debit Ser $86478 T 0.00% " $0.00
Interstate Total 894: | 6975 $1479.31° FCC Rogulaion ~ $0.00
Total Collect 56 U450 $136.50. $19.91
Total Prepaid Collect N 1793 7 iesee. $a, 226%35 $1,617.57
Total Debit ) 3,249 i 23 819" $7.069.78 $2 714 69
Total Prepaid Card i o T %000 '$0.00
Grand Total 5,098 45,858  $11,427.11 $4,352,16
Commission Earned | certify that the information in this
L3 Gollect comrmission statement is accurate.
755 Prepald Collect
TEE Debit ﬁ .
Amy Reeves, VP Finance

Accounting Manager: Jennifer Williams, 866.729.8352, x255 jwilllams@paytel.com
Sales Coordinator: Wanda Harden, 866.729.8352, x250 wharden@paytel.com




Monthly Commission Statement  April, 2015

Statement Date: 5/15/2015

Knox County Detention
5400 Maloheyville Road Atin: Debbie Hodges
Knoxville TN 37802
Cali Type Payment Method Total Calls Total Gross Commission Commission
Minutes Revenue % Earned
Local Colfect 107 :{39 $240.75  43.75% $105.33
Prepatd COItect 6,859 61 169 $15 43_2 75 43 75% $6 754. 83
 Debit 13,004 117_3_7_1_ $29,46150  4375%  $12,889.41
A Local Total o 20,0600 179,278 $45 135 {m‘ N o &9, 746. 56
intraiata Collect 13 Cioe e 05 4375%  $32.83
Prepaid Colleot 124 1,047 $752 QD ~ 4375% $329 39
| Debit 92 787 :};__553 7(} ) 43 75% . “$242 24
Intraiq?:fi Total B ) 229 - _1,_5_!__1_6- ) $1 381 65 S ‘$604 47
Interlata Collect 20 - . 1 75 “ $_12450 ' 4375% . $54 47
F’repald Coﬂect 86 _730- $52410 43 75% o ___“_$229 29
_ Debit ) 106 737 §564.60 - 43 75%_ o o4y 01
Interlata Total ) 212 B j 642 B __$_1 213 20 . $530 78
Interstate ' Cotlect ez “_ﬁsﬁs;fimsiqu?s 000% ~§0.00
Prepa!d Coilect o _j_g@ - __1Qj§4 $2, 132__35______ 0.00% ) $0 00
S Deblt . 1838 10,208] __@g 16258 - 000% $0 oo
Interstate Total _ 267'1 26807 $4 408. 67‘ ) FCC Regulaiion o $€J 00
Total Collect 205 147 ssedos T $192.63
Total Prepaid Collect T Tg3430 73,1000 $18,842.09 $7,310.52
Total Debit T "'"""”111. Gz?"' 'i'éﬁ'ﬁé' Msf?l'é"ﬂi'aaj S $13 378 66
Total Prepaid Card o S "7 go00. ' $0.00
Grand Total 23172 203,744  $52,138.52 $20,881.81
Coinmissian Zarmed | certify that the information in this
. Colleot commission statement is accurate.
TS Prepaid Collect
FEE Deblt ﬁawg, W
Amy Reeves, VP Finance

Accounting Manager: Jennifer Willlams, 866.729.8352, x255 jwilliams@paylel.com
Sales Coordinator: Wanda Harden, 866.729.8352, x250 wharden@paytel.com
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Monthly Commission Statement  April, 2015

=

Siatement Date: 5/15/2015

Knox County Jail Downtown
400 Main Avenue Alin: Debbie Hodges
Knoxville TN 37502
© Gall Type Payment Method Total Calls Tatal Gross Commission Corﬁmlssmn
Minutes Revenue % Earnecl
Local Collect N $0 00 _43.75% $0. 00
Prepaid Collect 1 2’18 1 393 _ $2 ?’40 §Q 43 75% $1, 198 97
Debit 2,455 22,665  $5523.75  43.75% $2,416.64
_ Local Total N 3673 o 34 058 $8 26425 _$3 615.61
intralata Gollect 4 40 $2740  43.75% $11.99
Prepald Coflect i _%Q;QQ L A3.T75% $° 00
.. .....  uebt o .3 B §955 "4375% $4.18
Intralata Total 7 ) 48 _$3698 - _ $16 17
Interlata ‘ o Co[iect '_ $_D_D_D . 43 7"5% $0. OO
Prepaxd Collect 2 165 . §j 20 _99_.__.. 4}3 75%_ _ $52 50
L Debit 48 324 $25080  4375%  $109.78
'Interlata Total’ B8 z_;g_o o $37o sn L - $1ez 23
Interstate " Collect I ' - '_ $0.00
' Prepaid Collect * 207 1812 52 0.00%  $0.00
S mesk AT T Tarrs T seass: ooon 5000
Interstate Total 647 o 4,8_15 o $:I 9_20 35" !fEC_Re_gulahnn $0 00
Total Callect a4 ame- $e4e0 T s11.98
Tota! Prepaid Coilect ) - 1,_445 o 13,3]-’1 - $§_2—ti1 02 T $1.251.47
Total Debit T Tae1e T Tas7r0 $6 366 43 $2 53054
Total Prepaid Card s $0.00 - $0.60
Grand Total 4,395 39,411 $9,692.35 $3,794.00
Commission Eamed | certify that the information in this
«; Caollect commission statement is accurate.
EER Prepaid Callact ' N
B Debit %
Amy Reeves, VP Finance

Accounting Manager: Jennifer Williams, 866.729.8352, x2565 jwilllams@paytel.com
Sales Coordinator: Wanda Harden, 866.725.8352, x250 wharden@paytel.com




Attachment 2




Unit 1

Tt 2

Unit 3

Unit 4

Uit 6

INMATE POPULATION HEADCOUNT FORM

Date/Time:

RDWDF 1036
Pod A (72) Medium Males

Comments

Pod B.(48) Mental Health/Pre-Thse Malos

Pad C (72) Bisciplinary Males

Pod D {48) AdSeg/Pre-Dise/PC Males

Subtotal (240)

Yod A.{72) GP Females

Pod B (72) Pre-Class Males

Pod C(72) Max/Pre-Class/Dise Females

Pod DD (72) Females Workers

Subtotal (288)

Pod A (54) Heart Health Males

Pod B (54) TTP and WMinimum Males

Pod C (54) Worker Males

Pod D (54) Focus Program Males

Subtotal (216)

FPod A (48) Minimum Males

Pod B (48) Medium Males

Pod C (48) Minimum Males

Pod D (48) Medinm Males

Subtotal (192)

Pod A (40) Heart Health Females

Pod B (12) Medical Males

Pod B (8) Medical Females

Pod C (40) Heart Health Males

Subtotal (100)

Housing Subtotal

IRC Subtotal

RDWDF Facility (1636 Capacity)
KCWRC {90 Capacity)

KCJ (215 Capacity)

Inmates at Other Facilities (THospital, ete)
Grand Total (1341 Capacity)

Comments:

Classification Officer: Shift Commander;

Form #0618 (1/15)
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¥nox County Sheriff's Office Corrections Division
KCJ Inmate Popuiation Headcount

DatefTime:

“Pod/Capacity Occupants

1Pod_(0)

e e

S EE Tl
RE el

ST

12 Pod zoj

e

13Pod_(3)

FESERRE

BN
AR

Comments:

Officer's Sighature;

Supeyvisor's Signaiure:

Form # 1708 (01/45)
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Attachment “B”

Contractor’s Response to
Request for Proposal Number 2194
Dated June 15, 2015, modified by Letter dated
June 17, 2015 and Contractor’s Best and Final
Offer as attached
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REQUEST FOR PROPOSAL NUMBER 2189
INMATE COMMUNICATIONS

AND MANAGEMENT SYSTEM




© SECURUS Technologies




An RFP Solution Prepared for:
Knox County, Tennessee
Proposal Number 2189

inmate Communication and Management

System
Thursday, June 18, 2015 @ 2PM

A Presented to:

Matt Myers, CPPO, CPPB

Deputy Director of Purchasing

Knox County, Tennessee

Knox County Purchasing Division
1000 North Central Street, Suite 100
Knoxville, Tennessee 37917

Presented by:

Carol Roberts

Major Account Manager
Securus Technologies, Inc.
14651 Dallas Parkway, Suite 600
Dallas, Texas 75254
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PART | COVER LETTER

PART Il PROPOSER INFORMATION

PART [l INDUSTRY EXPERIENCE

PART IV INMATE MANAGEMENT SYSTEM

PART V INMATE BANKING/TRUST ACCOUNT MANAGEMENT
PART VI INMATE PHONE SYSTEM

PART VII INMATE COMMUNICATIONS (KIOSKS/TABLETS)
PART VIII INMATE VISITATION

PART IX ELECTRONIC MESSAGING

PART X ELECTRONIC MEDICAL RECORDS

PART XI AUTOMATED INFORMATION SYSTEM (AIS)
PART XIl PRICING SCHEDULE

PART XIlf INSTALLATION SCHEDULING

PART XIV AFFIDAVITS, INSURANCE CHECKLISTS AND LICENSES

CLOSING
EXHIBITS

17
21
25
49
69
129
143
149
153
167
173
179
183
187
191
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PART | COVER LETTER
Cover letter authorizing the submission of the proposal signed by a principal of the company.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Please see the Securus Cover Letter for Knox County on the following page.
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June 15, 2015

Matt Myers

Deputy Director of Purchasing

Knox County

1000 North Central Street, Suite 100
Knoxville, TN 37917

Dear Mr. Myers,

Securus Technologies, Inc. appreciates the opportunity to submit our proposed solution.
Our response shows that we completely meet or exceed all of the requirements set forth
by Knox County's Inmate Communication and Management System RFP.

Securus has thoroughly reviewed the requirements set forth in this RFP and, as a result,
has forged a strategic relationship with Tech Friends to assist in providing services inherent
in this Response. Although Securus does retain the capability to perform all aspects of this
Proposal, Securus recognizes the relationship and consistency it can provide with allowing
the Knox County and its family, friends, and inmates to continue utilization of the services
Tech Friends provides. As part of its agreement with Tech Friends, Securus will, also, look
to improve upon some of the capabilities that exist today.

Perhaps more impartant than our ability to meet your technological, service and financial
requirements is our ability to help Knox County meet your long term agency vision. Securus
recognizes that Knox County values the vital aspects of:

« The most advanced technology, equipment and software (40 Points)

» Solid disaster recovery and data storage (20 Points)

e Proposed call rates and commission/cost to Knox County (20 Points)

s Industry experience with capabilities to handle scope of Knox County project (10 Points)

« Efficient and easy to use platforms that benefit the facility from an operational
standpoint (10 Points)

The following provides a concise overview of why Securus is best suited to meet and
exceed all the established criteria as outlined in Knox County’s RFP.

Most Advanced Technology, Equipment
and Software (40 Points)

With almaost thirty years of experience serving law enforcement and corrections, Securus is
the preeminent developer of software in the industry, with 147 patents and over 80




patents pending. In fact, many of our competitors pay royalties to Securus to utilize our
technology. Securus commits to provide the most current, state-of-the-art technology to
our clients, with significant upgrades implemented three to four times a year. These
upgrades are provided to our Secure Call Platform at no cost to the County during the term
of this contract,

We realize it is no longer enough to simply process phone calls through an inmate
telephone system. Securus applications go well beyond a ‘phone on the wall', Applications
include:

INMATE COMMUNICATIONS INCLUDING KIOSKS, TABLETS, ELECTRONIC
MESSAGING, AUTOMATED INFORMATION SYSTEMS (AIS) AND VIDEO VISITATION

A decade ago it was hard to imagine your correctional facility would need anything other
than a telephone on the wall to handle inmate communications, What was difficult to
predict then, is absolutely critical now. Your inmates need to engage with technology of all
types to ensure they are equipped with the skills needed to return to life on the outside.
Your staff needs technology that automates their operations and frees them up to focus
their efforts on their primary job of maintaining safety and security within the jail. Better
technology is no longer a nice-to-have... it's a must-have.

Through its strategic partnership with Tech Friends, Securus commits to, not only providing
the most advanced technology in the industry, but, also, allows Knox County to benefit
from a familiar platform with which to utilize

While technology and procedures evolve, Securus’ mission and approach have always been
built on a foundation of continuously and proactively seeking out and delivering new
valuable solutions to our customers. Every communication connection we build is designed
to improve the safety of your staff, inmates, and constituents while making life simpler for
inmates and their family members. This thinking permeates all we do. Other competitors
try to replicate what we do, but our forward-thinking approach just can't be found
anywhere else.

INMATE MANAGEMENT SYSTEM AND EMERGENCY MEDICAL RECORD (EMR)

The corrections industry has traditionally been limited to software products that have
lagged years behind the commercial market. Most corrections software looks, feels, and
performs like software that was developed utilizing tools, designs and standards available
10 years ago. XJail is different. It is a powerful suite of fully integrated inmate and facility
management features developed within the latest Microsoft .Net environment. Users
immediately recognize a familiar feel, flow, and layout to the XJail design prevalent among
the best of today's desktop software and websites,

XJail is the evolution of jail management software, breaking the stereotype of software as
simply providing a place for the tedious entering and updating of information. Time and

- e , ' 'SECURUS Technologies




task management by individual users is automated by proactive notifications of pending
items, scheduled tasks, inmate activities, alerts/alarms, timers and more,

Xjail's logical software design provides an environment that compliments work flow rather
than interrupt it, Pertinent information is automatically provided to the user as needed or
easily requested through simple, intuitive inquiries and reports, XJail's deployment options
provide flexibility to meet the needs of single facility, multiple facility and multiple agency
(data sharing) configurations and easily integrates into any GJXML compliant network. Best
of ali, XJail is fully integrated with Securus' SCP call management system to assure seamless
Jail Management/Call Management operations.

INMATE BANKING/ TRUST ACCOUNT MANAGEMENT

As we recognize the exceptional work currently done by Tech Friends at Knox County,
Securus choose to partner with them to offer a combined solution that will meet and
exceed all of the RFP requirements. The Tech Friends system will provide secure, auditable
tracking of all transactions and will deliver in confidence in inmate driven financial
transactions while providing a known platform Knox County already is familiar with.

Disaster Recovery/ Data Storage (20
Points)

Securus’ SCP provides facilities with one of the most advanced systems in the industry and
is built to meet any facility's disaster recovery needs through our redundant Class 1V data
centers,

Securus has an established field support department with more than 150 field service
associates supported by a centralized field dispatch team in support of our national
customer base, The field service technicians (FST) are strategically positioned to support
ongoing maintenance as well as any disaster recovery situation. The FSTs are trained and
provided with disaster recovery processes, plans and checklists and are supported by
centralized technical resources and engineering to expedite repairs and minimize
downtime. Our technicians in Tennessee are experienced and capable of responding
immediately to any situation.

During a disaster, Securus’ SCP provides a unique set of features that uses advanced
technology to store offender call recordings. Traditional premises based calling platforms
use local hard drives that may simply fail and are susceptible to local disasters such as
floods, tornadoes, hurricanes and fires. This created a need for manual backup schemes
that are no longer necessary with SCP. Securus’ hosted infrastructure removes the liability
and stress associated with manual back up and single point of failure. SCP uses a high-
speed special purpose network called a Storage Area Network (SAN) that interconnects
different kinds of mass storage and shared storage devices (such as disk arrays, tape




libraries, optical jukeboxes, etc.) with associated data servers. Furthermore, the hosted
platform enables network operations technicians to easily replace any necessary parts
from a centralized location often restoring service before our customers ever know there is
a problem.

Securus has been an inmate communications provider to local, regional and DOC facilities
for many years and is highly experienced with the issues specific to the state of Tennessee.
We currently serve 39 facilities in the state of Tennessee induding the Sumner County
Sheriff's Office, the Carroil County Sheriff's Office, the Hamblin County Sheriff's Office, the
Sullivan County Sheriff's Office, and the Hamilton County Sheriff's Office. Our experienced
field technicians provide excellent service to our Tennessee accounts.

Proposed Call Rates and Cost to Knox
County (20 Points)

Securus is proud or our comprehensive solution that fully incorporates all the
requirements of the County for Inmate Communication and Management System. This
fully compliant Proposal provides the County with an ability to receive vital services with a
generous increase in commission to the County. Securus commission programs are much
more than just comparing the commission percentages offered by various competitors. [t
starts with an understanding of priorities and includes a review of the definition of
commissionable revenue and the ability to create and increase commissionable calls, in
addition to the commission percentage. The Securus proposal provides Knox County with
cost free options to provide the services you need for your facility and your community.

OUR REPORTING-ACCURACY IS VITAL

We pay commission on gross revenue - our reputation and stellar history on passing audits
is your security that you won't be shorted on commissions. We are the only inmate
telecommunications provider that is Sarbanes-Oxley Section 404 compliant, and we are the
only provider to have completed an American Institute of Certified Public Accountants
Staternent on Auditing Standards No. 70 Type 2 Certification (SAS - 70, Type 2). These two
distinctions show that we have passed rigorous testing by independent auditors on internal
controls and reporting capabilities to insure our investors and customers that we have
appropriate controls in place to provide necessary safeguards on the accuracy and security
of information that we manage and produce. Securus adheres to all truth in billing laws.

CALL COMPLETION-MORE IMPORTANT THAN COMMISSION PERCENTAGE

Our size and years of experience in this industry has allowed us to create a leading
program to help you generate higher call volumes. We believe our options will greatly




increase call volumes for the Knox County Sheriff's Department. The following table
provides an overview on the key components of our call completion program.

More billing agreements with local exchange
carriers than any other inmate phone
provider (Note: Industry leader)

We can connect more collect calls so that your
public does not have to set up accounts in order
to receive calls from inmates. With short stay
inmates, they can bond out or connect without
delay. This helps you capture calls you would
not receive if the called party had to first set up
an account. More calls = higher commissions
and more opportunities for inmates to bond
out.

More billing arrangements with alternative
local service providers than any other
inmate phone provider {(Note: Industry
leader)

See above - even if a home telephone is not
served by a traditional local exchange carrier,
we can still provide collect calls. More calls =
higher commissions.

Convenient points of sale and cost-effective
terms for pre-paid friend and family
accounts:

e 24x7x365 .S, based customer
service center to set up accounts

« Dedicated sales agents to help
subscribers set up accounts

¢ In-lobby kiosks

o« Web-site can take funding

+ Over 68,000 Western Union iocations

¢« Automated option to fund on calls or
visits to jall

e Multiple phone numbers apply to a
single account

« Always offer a no transaction fee
option for budget conscious
subscribers

e Low $25 minimum account size for
calted parties that desire additional
convenience

By making it convenient and easy to fund, we
create more accounis.  We use ouwr own
customer service representatives to help callers
set up accounts - we dont outsource this
experience- we find our associates are 10-15%
more effective in setting up accounts than
outsourced call agents. Don't have cash? You
can fund at any Western Union location. We
recognize the added economic pressures that
face inmates and their friends and family
members, so we can make available no
minimum account size and no transaction fee
options for funding accounts. The ability to put
multiple telephone numbers on a single account
makes it much easier for families to manage
their calls. More convenience = quicker funding
= higher commissions

Advanced credit scoring allows up to $900 of
credit to collect call accounts

We don't limit calling to credit worthy parties -
so you can benefit from additional call

11




completions.

Convenient points of sale and cost-effective
terms for pre-paid inmate accounts:

e Pre-paid cards where you determine
the value on the card

+ Debit calling with commissary and
JMS integration

¢ Pre-paid card vending machines

Pre-paid options available to inmates aliow
them to determine who they call. We find that
by providing calling plans for inmates, we can
increase overall call volumes by 10-20%. Our
integration capabilities with other service
providers make it simple for you to implement
these options reducing staff workload.

Marketing campaigns to help you grow call
volumes {Note: industry leader)

¢ Instant Pay

¢ Dialer campaigns

» Live agent campaigns

o In-facility material to promote calling
options

Need to connect to a wireless number? No
problem, our patented process allows us to do
this and then market to the end-user the
advantages of setting up an account. Running
low on funds? We'll let you know about it so you
can replenish your account so you don't miss a
call.

Experienced Provider with Capabilities to
Handle Scope of Knox County Project (10

Points)

Securus has been dedicated to providing inmate communication service for correctional
facilities for more than 28 years. You need a partner who understands both your facility
operation and the needs of your constituents. You need an operationally efficient system
and supporting processes, and you need to make sure inmates and their friends and
families are treated with care. We understand this and want to highlight the following

features and benefits of our capabilities:

28 years of dedicated service | We understand your needs and have developed platforms
to correctional facilities (Note: | and processes that help you run an efficient operation, that
Industry leader) relieve the burden on staff, and that satisfy inmates and
their friends and family members,

More than 147 patents with Our patent portfolio is second to none. We're committed to
more than 80 patents pending | using technology to help you safeguard your public and

~ SECURUS Technologies




Communication Platform (SCP)
installations (Note: Industry
leader)

(Note: Industry Leader) prevet and solve crimes. ' our cout, the rest of the
industry combined has fewer than 20 patents. Use our
technology to improve your operation - don't settle for
inferior copies.

2,600 + Secure You get assurance that our system works and has been load

tested. Gain valuable investigative information hy sharing
communication data with other correctional facilities in your
area, if you so desire,

In-sourced 150+ associates
support a Calt Center for
friend and family support
(Note: Industry leader)

Securus is unique among national competitors in that we
operate our own call center. We don't out-source our
customer experience. We find our end-user satisfaction
ratings improve 22% when they use our call center.
Providing good service to your constituents cuts down on
complaints and provides a better experience for all,
including Jail staff. We are available to serve callers 24
hours a day.

24 x 7 x 365 Network
Operations Center and
Technical Support Center

You're open around the clock and so are we, We can find
and fix problems before you are aware of them and we're
here to help you with your questions and requirements
whenever you need us.

Approximately 1,000
employees (Note: Industry
leader)

We have the largest employee base in the industry to better
serve you and to make sure we continue to lead with
enhanced technology.

ADVANCED AND UPGRADABLE CALLING PLATFORM

We are proposing to install our Secure Call Platform (SCP) system.
coverage, this is the most popular system in the industry today.

Based on market
Qur centralized

architecture and packet based design creates the optimum combination of performance,
quality, security, and end-user control on the market. The system is fully loaded with our
industry leading patented technology and is virtually future proof and scalable. We've
invested over $120M in the design, capacity and built-in redundancy system.
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Centralized architecture

We can enhance our system quickly and cost
effectively. We release updates to the system
three to four times each year so you are
assured your system is future proof and that
you always have access to leading technology.

Remote access

Investigators can access the system remotely to
monitor calls and work on reports.

Premium digital quality

Call quality is superior to that of analog-based
systems,  This is essential in high noise
environments. The digitalized call allows us to
better recognize background conversations and
call security issues and produces a better call
experience for users and investigators. Security
is enhanced and end-users report higher
satisfaction.

Remote  monitoring  from  24x7x365
Network Operations Center

We monitor system performance around the
clock and can recognize and correct problems
before you are aware of them. Downtime is
measured in minutes vs. hours typical of
premise-based systems. Inmates and staff stay
content.

Advanced call recording management

Our patent pending technology combines audio
data and call information in-memory and writes
to disk in a continuous data stream. Recordings
become locked and un-editable. This guarantees
that the recording is admissible in legal
proceedings. Storage policy is strictly maintained
by protocol and completed without human
intervention.

© SECURUS Technologies




INDUSTRY-LEADING INVESTIGATIVE CAPABILITIES

You need to make sure that the provider you select can offer you
a system that allows investigators to work with visits to identify,
prevent, and solve criminal activity. Our Secure Call Platform
(SCP) combines Securus’ industry ~feading patent portfolio with
our industry ~leading market coverage to create the perfect
system for investigative activities. Based on our understanding,
each year our platform prevents and solves more crime than any
other platform on the market,

Efficient Platforms that
Benefits the Facility from an
Operational Standpoint (10
Points)

Securus' systems have been developed with input from certified
jail managers from across the United States. Our technology is
designed to address the personnel challenges faced by agencies
nationwide. In addition to the primary efficiencies realized
through the automation and integration capabilities of the SCP,
Securus has additional technologies, such as AlS, which can
automate responses to repetitive questions to staff from inmates
and the community to save significant staff time which can be
reallocated to more important command and control functions.

Our investigative technology allows investigators to save time by
expediting the review of recordings and providing targeted leads
through the use of data analytics. These tools used in
combination have shown a proven increase in investigative
return for our customers.

Through integrations and automations in money handling, PIN
assignment, investigations and question responses, Securus can
save Knox County staff valuable time and enhance the overall
operation.

SECURUS
AT A GLANCE

Nearly 3,000

agencies and

T Correctional facilitiesT

1 MILLION

inmate calls
connected every day

99.9% network

uptime

Almost 200

patents issued and
pending

More than 1,000

employees

98%+ customer

_ reiention rate

$200,000,000

average investment

- in new technology
- eachyear
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CONCLUSION

We want to be the Knox County Sheriff's Department’s chosen partner and believe that we
have answered all your questions and provided you the information you need to make an
informed decision.

If you chose Securus you'll get:
»  The leader in terms of experience, capabiiitles, technology, and customer service.

» The leading telephone platform available on the market today as well as a
commitment to keep Knox County's known partner Tech Friends involved.

» The dedication of approximately 800 Securus associates to exceed your
expectations.

» A partner who understands your needs and has the resources and commitment to
meet your changing needs in the future.

On behalf of more than 1,000 Securus associates dedicated to meeting the needs of our
customers, thank you for considering our response and proposed solutions. Please do not
hesitate to contact me if you have any questions or would like to discuss this information
further. '

We sincerely thank you for this opportunity and respectfully request the privilege of forging
a long term, mutuzlly beneficial relationship with the Knox County Sheriff's Department
and your community.

Sincerely,

Chief Financial Officer

14651 Dallas Parkway, Suite 600
Dallas, Texas 75254

972-277-0300
BPickens@securustechnologies.com
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PART I PROPOSER INFORMATION

Name of Company, Address, Telephone Number, Fax Number, Contact Person, E-mail Address

of Contact Person, Knox County Vendor Number, Copy of Knox County Business License (if
applicable), Federal Tax Identification Number (EIN), Federal Communication Commission
Number (FCC, if applicable), Acknowledgement of Addenda (if issued)

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Name of Company: Securus Technologies, Inc.

Address: 14651 Dallas Parkway, Suite 600, Dallas, Texas 75006

Telephone Number: 972-277-0300

Fax Number: 972-277-0514

Contact Person: Robert E. Pickens, President

E-mail Address of Contact Person; bpickens@securustechnologies.com

Knox County Vendor Number: 38232

Copy of Knox County Business License (if applicable): n/a

Federal Tax ldentification Number (EIN): 75-2722144

Federal Communication Commission Number (FCC, if applicable): 0019009349

Acknowledgement of Addenda (if issued):

Securus Technologies, Inc. hereby acknowledges receipt of the following addenda:

Addendum 1, issued by Knox County, Tennessee on June 12, 2015
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PART Il INDUSTRY EXPERIENCE
Detail your company experience

. Years in Prison Industry

. Number of Facilities under Contract and Geographical Locations
. Total Inmate Population under Contract

. References (see Attachment A}

SECURUS HAS READ, UNDERSTANDS, AND WiLL COMPLY WITH THIS REQUIREMENT.

Years in Prison Industry:

Securus has been in the inmate telephone service business for over 25 years. Securus
Technologies, Inc.'s predecessor companies began operations in 1987. Tele-Matic
Corporation, which later became T-Netix, Inc., grew initially as a result of consolidating the
operations of 8 affiliated inmate telephone service providers and acquiring the assets of
two other firms. T-Netix's focus was on providing technology driven inmate telephone
products and services. It led the industry by introducing the first systematic fraud control
applications that addressed the US Department of Justice’s mandates regarding prison
originated credit card calling and three-way calling schemes.

Traveling along a parallel path, in 1997 Evercom Systems, Inc. was founded and acquired
the assets of several legacy inmate telephone service providers. After completing the
acquisition of T-Netix, in 2004 Securus Technologies, Inc. was created as the parent
company of Evercom Systems and T-Netix. In the coming years their respective products,
services and operations were rapidly and seamlessly merged and integrated.

Number of Facilities under Contract and Geogralphical Locations:
Approximately 2,600 facilities in 47 states. 39 in Tennessee.,

Total Inmate Population under Contract:

Close to 1,000,000.

References (see Attachment A):

Please see Attachment A,
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PART IV INMATE MANAGEMENT SYSTEM

Detail proposed software and hardware required as per Section 6.1.

Detail each Subsection as to your company’s ability to provide the requirements. If
Subsection is under development, detail when it will be available and any required testing.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

6.1 INMATE MANAGEMENT SYSTEM: KCSO requires a comprehensive Inmate Management

System that provides detailed data entry screens and the ability to easily retrieve data with
user-friendly reports. This system shall be configured to meet all applicable American
Correctional Association (ACA), Tennessee Corrections Institute (TCI), and Prison Rape
Elimination Act (PREA) standards in order to achieve and maintain compliance. Include user-
customizable report header image for KCSO logo.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT,

The Archonix XJail system is a comprehensive solution for jails and prisons to manage their
workflows, adhere to policies and procedures which maintain compliance with jail
standards, Xail is a proactive system that alerts/warns operators of pending tasks and
actionable data to truly automate the workflow process and avoid issues before they can
occur... XJail is developed with current information management and technical needs in
mind. Below is a screen shot of the booking screen,

s v

{ack-0riging of Alrica
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6.1.1 [ntake/Release/Property

*  System will allow for electronic documentation of admission, initial
processing and release of inmates
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

XJail provides electronic documentation of processing and activities during an inmates’
incarceration. From admission through release, the process is automated and
documented with custom workflows, electronic forms, scheduled tasks and much more.
Forms such as the inmate screening form are created to mirror KCSO forms. Electronically,
the main Booking module of Xjail consists of inmate booking, release, sentence
management, bond payment, inmate screening and inmate billing.

*  System will allow for detailed documentation of property taken and stored
for inmates. This information will include detailed description, location
and method of storage.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Xjail Property Module is used to record all property received from (or for) an inmate
and includes detailed descriptions, location and method of storage. The property
modules also provide the ability to capture and store images of inmate property.

*  System will integrate with inmate trust account to document any monies
entered into the system.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

XJail provides the ability to enter monies along with other property at time of receipt of
property. A Tech Friends interface is included with our proposed solution.

*  System will allow for scanning of documents,
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Scanned images, pictures, and files may be attached to an inmate’s record using the
Document Management module. These attachments are then available to those with
proper authorization to view the attachments. The County is responsible for purchasing
a scanner, printer, print media and any additional hardware required for the capture and
printing of documents,




*  System will integrate with agency Mugshot system and place current photo
of inmate on each reference screen or report.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Xjail Mugshot Module is used to record pictures of an inmate and includes pictures
of an inmate’s scars, markings, and tattoos. The module includes mug shot lineups,
search - based on physical characteristics and printing of labels, identification cards, and
wrist bands. Three Sony video cameras utilized for capturing images are included in our
proposed offering.

*  gystem will aliow for inmates to interact with system to issue receipt or
. return of property via signature pad and/or biometric verification.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Xlail integrates with digital signature pads to allow inmates and officers to electronicaily
sign documents and with fingerprint readers for biometric verification.

*  System will have a method of notifying designate persons when a specific
inmate has been admitted via email or text.. _
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Xail advanced notification functionality provides the ability to configure notifications
related to specific inmates, types of inmates and other data "triggers" associated with
data fields throughout XJail.

6.1.2 Facility Issued/Returned Property

* System will aliow for issuance of facility issued property to each newly
admitted inmate.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Xlail Property Module provides the ability to issue, manage (update) all facility
property that is issued to inmates.

*  System will allow for inmates to interact with system to accept issued
- property via signature pad and/ or biometric verification.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT,

Xlail integrates with digital signature pads to allow inmates and officers to electronically
sign documents.
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*  System will integrate with the inmate banking system to levy intentional
vandalism/destruction cost as determined by KCSO

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Archonix XJail provides for all of the features identified above for Facility Issued/Returned
Property, except for a levy to be issued due to intentional vandalism/destruction, which
would be part of the Tech Friends interface. Development to provide this feature,
including the standard Tech Friends interface is included in our proposed solution.

6.1.3 Classification

*  System will allow for Initial Classification Screening
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Xail provides the ability to classify inmates using the current KCSO classification in
electronic form format. Classification officers have a task manager that notifies them of
inmates that need to be dassified or reclassified. ‘

*  System will maintain classification status and alert agency when
reclassification needs arise.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

XJail maintains classification status and displays it on screens throughout the XJail
environment so users are always aware of an inmate’s classification. Xail will create a task
for Classification personnel when a re-classification is needed/triggered.
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*  System will allow for Classification Override
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Xjail Classification module allows for overriding of the recommended classification.

*  System will allow for a defined set of alerts to be placed on inmates that are
visible to other staff.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The alerts feature allows the facility to created unlimited alerts for inmates which can be
shared with other Archonix product suites, like EMR. Additional functionality allows for
property and address alerts.

*  System will allow reports to be generated that will give the user information
regarding alerts, custody level statistics.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Xlail includes numerous reports including classification-specific reports regarding custody
levels. The XJail Dashboard can also be used for at-a-glance review of current custody
levels.

6.1.4 InmateWorker

*  System will allow for notification of inmates who require worker
assessment,
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.,

*  System will provide a report as needed of those inmates who have heen
assessed and cleared for work status.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

*  System will provide a method for inmate sentence reduction credits;
inmates will utilize signature pad and/biometric verification of daily worlk
assignment/participation.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Archonix Xail provides for inmate sentence reduction credits through signature pad
and/biometric verification of daily work assignment/participation.

* System will provide reports as needed indicating worker statistics.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Development of standard worker statistic reports is included in our proposed solution,
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6.1.5 Prison Rape Elimination Act (PREA)

*System will assist staff in indicating what inmates have successfully completed
PREA training/education
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The XJail Programs Module is used to create a program, schedule meetings or classes,
manage inmate program eligibility, track attendance and verify compliance with court
ordered programs.

*  System will provide a means to interview inmates hy an itemized set of
PREA questions and score the questions according to PREA standards. This
area of the system will be restricted to only authorized personnel
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

XJail provides the ability to develop forms with a quick and easy ‘drag and drop’
functionality of the software. Jails have the ability to select fields, add tables, maodify tables
and add labels,

* System will provide a report that shows statistics on all PREA activities.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

*  System will provide a 30 Day PREA Reassessment Report
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

XJail provides for Prison Rape Elimination features as described above.

The Prison Rape Elimination Act of 2003 (PREA) requires all confinement facilities to achieve
total PREA compliance to prevent, detect, and respond to sexual abuse.

Securus has teamed up with Tetrus to provide the only product available to the
corrections industry—the PREA Audit Compliance Suite (PACS). PACS will assist <<client>>
in establishing and maintaining compliance with the following PREA technical
requirements:

» Collection of PREA information

» Analysis of PREA information

s Real-time incident tracking

¢ Timeline reporting and analysis of information

» Automation of required Bureau of Justice reports
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PACS was d'esigned to meet and exceed the requirements identified in 28 CFR Part 115, To
achieve this, PACS was developed using best practices from state and county facilities that
have achieved at least 95% total PREA compliance,

PACS provides the following features and benefits to your facility:

Feature Benefit

PACS enables your facility to achieve and maintain adherence to the most important area
of PREA compliance—data collection, analysis, and reparting—and helps to ensure that
your federal funding is not in jeopardy.
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6.1.6 Inmate Housing

*  System will provide a method of electronically documenting the moving of
inmates within all KCSO facilities.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Archionix Xail's Cell Management Module records an inmate’s movement from cell to cell.
This module also records inmate movements to non-cell ocations within the facilities, such
as; recreation, kitchen, library, etc,

Xlail tracks inmate cell movements, cell movement history reporting, rosters and other cell
management functions through a comprehensive screen.

Archonix XJail also provides for keeping inmates separate due to gang involvement, Celi
movements may be managed through barcode devices and Android smart devices.

In addition, XJail's housing management module is robust and offers many features. The
facility can be arranged in terms of building, floor, pod, cell and bunks. Program facilities
can be defined and used in the system. The software also has full program management
which allows automation of this aspect of agency.

Cell Management also provides movement history reports, rosters, and other features.

*  System will allow for a manual entry of incompatible inmates
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

As seen in the screen to O R e T e e e
j a3 A e e e
o ‘Somated Reagits - Othess | Derigh -

your right, Archonix XJAIL ’
automatically promotes the
available housing list based
on criteria selected. Alist
of available celis is
presented. Also displayed
in the window to your right
of available cells are the
Cell Name, Space Available,
Sex, Cell Classification,
Status and Reserved.
Codes, such as; Status, are
table driven and may be
modified by agency.

832012 4022 37

35




*  System will use classification system to restrict and assign inmates to cell
locations within the facilities. These restrictions will be based on Sex,
Classification, Incompatibles and Alerts,
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Archonix XJail provides for Inmate Housing features as described above and as illustrated
in the screen shot above. The cells listed in RED at the bottom right of the screen are
unavailable for the inmate based on reason(s) listed in the status key (in black) across the
bottom of the screen; No available space, wrong sex, classification level, juvenile,
incompatible inmates and rival gangs

6.1.7 Administrative

*  System will provide a hierarchy of access levels that controls access to areas
of the system,
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The XJail Administration Module is used to manage all XJail configurations, Personnel,
Auditing, Transaction Log, and White Board and perform other maintenance tasks for XJail.
Security, which includes privileges and permissions, can be established at the Computer,
Module, Group, Screen and Field level.

In addition, there is a full audit trail to keep track of all changes in the system at the field
level for all fields in the system. Archonix believes that security is of paramount
importance in public safety software.

Security can be set up by users or by a group of users. A single user can belong to different
user groups. Module Level Security grants or rejects permission to a user or a group of
users based on the modules.

*  system will provide administrator access to system managers that will allow
for assignment of tasks on system.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT,

Users can be set up as system managers with permission to schedule tasks.

*  System will provide user activity reports so that administrators may .
monitor system usage.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Xjail audit trail keeps track of all changes in the system at the field level for all fields in
the system.
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*  System will provide for user groups to be established so that access levels
may be controlled using job types.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Xlail allows for "cookie cutter” roles to be applied to numerous personnel requiring the
same level of system access, permissions and roles, but allows the permissions of
individual employees to be modified from the group permissions to account for more or
less access allowed to that employee.

¥ System will send automated reports via email of facility status including
headcount, admissions statistics, and incident reporting,
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

XJail provides the ability to send automated reports via email and also allow users to email
reports that they have run. Report data can also be extracted to third party software such
as Microsoft Excel.,

6.1.8 PermanentlLog

*  system will allow for work stations to be defined by IP (location specific)
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Xjail Workstation configuration tools allow devices to be defined by IP and assigned
specific locations in the jail.

*  System will provide reports that may retrieve data by a number of search
options,
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

XJail has extensive search capabilities for every module. Ad Hoc reports may be generated
from any search criteria.

*  Users will have the ability to enter activities based on agency defined
criteria.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

XJail provides for the ability to customize screen layouts and populate drop-down menus
with agency-specific codes/data..
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6.1.9 Searches

*  System will allow for documentation of Administrative Searches,
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Xjail provides the ability to create custom agency forms such as an "Administrative Search”
form to enter/docurment searches. Forms can be created to contain the data elements
required by KCSO including the requirement of a signature of employees and/or inmates.

*  System will allow for documentation of Strip Searches
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Xjail provides the ability to create custom agency forms such as an "Strip Search" form to
enter/document searches. Forms can be created to contain the data elements required by
KCSO including the requirement of a signature of employees and/or inmates.

*  System will allow user to enter specific finding of all searched conducted.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The custom forms can be configured with various types of entry fields (yes/no, drop-down,
free text, etc.) and an embedded word processor to annotate search results.

*  System will provide reports that will retrieve data gathered by searches.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Search features as described above are included in our proposed solution.

6.1.10 Officer Logs

*  System will provide Officers to enter daily pass-on information essential to
safe operations,
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

XJail provides officer log capabilities to allow users to annotate important information.
*  System will provide a method for Officers and Supervisors to monitor these

entries.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

With proper security permissions set, officers and Supervisors have the ability to review
officer logs.
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*  System will provide reports that will retrieve data gathered by Officer Log
entries.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Archonix XJail provides for Officer Logs features as described above.

6.1.11 Inmate Information, Movement and Tracking

*  System will maintain data regarding inmate current charges, bond
amounts, and court dates,
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

| Motof Hispanic Origin
lisza

*  System will maintain demographics on inmates.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

As seen in the screen shot above, all demographics are maintained for each inmate, New
information, such as a change of address, will not over-write previous information; it will
append it, ensuring that historical data is not lost to new entries. KCSO will be able to see a
historical progression of inmate demographic data. '
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*  System will monitor movement of inmates by electronically scanning
inmate identification and/or biometrics,
SECURUS HAS READ, UNDERSTANDS, AND WiLL COMPLY WITH THIS REQUIREMENT.

Xjail provides comprehensive inmate movement capabilities including the ability to track
movemnents with Android tablets and Bluetooth barcode scanners. The proposed solution
does not include any hardware (scanners, tablets, etc.} or network infrastructure (LAN/WAN
equipment, wireless, etc.); the desired scope of automation and level of integration with
the existing network environment will be determined during development of a detailed
Statement of Work,

*  System will monitor inmate movement destinations and alert staff when
inmate has failed to reach assigned destination.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Xjail provides the ability to define “anticipated travel time” from one location to another; 8
minutes to get from Pod A to the Laundry, but 12 minutes to get from Pod B to the laundry,
creating a reference point for movement alerts,

*  System will provide electronic method of conducting headcounts,
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Xjail provides headcount capabilities including the ability to conduct headcounts with
Android tablets. The proposed solution does not include any hardware (scanners, tablets,
etc.) or network infrastructure (LAN/WAN equipment, wireless, etc.); the desired scope of
automation and level of integration with the existing network environment will be
determined during development of a detailed Statement of Work.

*  System will provide reports that will give the user detailed inmate rosters,
headcount information, and inmate movement information.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

X)ail provides various reports related to inmate rosters, headcount and inmate movement
information.

6.1.12 Inmate Communications Logging and Monitoring
*  System will provide method of logging/scanning incoming and outgoing
inmate mail.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Xlail Mail Log and Phone Logs Module provides for logging of all incoming mail,
outgoing mail, and all permitted phone calls,
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*  System will provide logging of sender, inmate, and addresses
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Xjail allows provides for the logging of the sender, inmate receiving the mail and the
address of the sender.

*  System will provide logging of all visitors that enter facilities.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Xlail's Visitation Module is used to identify individuals who are authorized to visit an inmate
and records the actual visitation information. This module can produce a visitation log,
notify the visitation officer if the visitor is a prior inmate or whether the visitor has any
outstanding warrants (via the State Interface option).

Xlail's Visitation is a feature rich product with the ability to scan driver licenses, run NCIC
checks, store visitors pictures, etc. It generates all reports required by the courts and
various agencies. The booth monitor allows for monitoring of all on-site visits from
professional, non-professional and other visitors {i.e., contractors),

A standard interface to the Tech Friends video visitation system is included in our proposed
solution.

*  System will provide logging of facility phone usage by inmates,
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

*  System will provide reports that will give the user detailed information
regarding inmate mail.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT,

6.1.13 InmatePrograms

*  system will provide method of enrolling inmates into specific programs
offered.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The XJail Programs Module is used to create a program, schedule meetings or classes,
manage inmate program eligibility, track attendance and verify compliance with court
ordered programs.
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*  System will provide method of monitoring case notes on inmates.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The XJail Programs module provides the ability for users to enter case notes for individual
inmates

*  System wi-Ii provide method of documenting program
completion/graduation.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Xjail Programs modute provides the ability of documenting attendance, completion
and graduation from individual classes/programs as well as the failure of an inmate to
satisfy the requirements necessary for completion.

*  System will monitor recidivism rates.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

*  System will verify attendance of programs by signature pad and/or
biometric verification.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

XJail provides the ability to capture both inmate and employee signatures.

*  System will provide programs statistics reports.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Xjail provides reports specific to the Programs module

6.1.14 Incident Reporting

*  System will provide method of incident reporting.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

X)ail provides KCSO with the ability to create an electronic version of the KCSO Incident
Form(s) complete with workflow/approval routing.
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*  System will provide method of electronically entering disciplinary
violations, advisement of rights, hearing results, and disciplinary appeals.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

XJail provides KCSO with the ability to create an electronic version of the KCSO Disciplinary
Form(s) complete with workflow/approval routing, hearings, appeals and entering of
advisement of rights.

*  System will provide a method for documenting mental health competency
review for disciplinary
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Xjail provides the ability to include mental health competency reviews in the disciplinary
process.

*  System will provide a detailed method of reporting Use of Force.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

XJail provides the ability to create custom electronic Use of Force forms.

*  System will provide a two tier approval process of all incident reports
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Xjail provides the ability for a two-tier approval process of all incident forms.

*  System will provide a method of tracking safety/injury reports
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

XJail provides for Incident Reporting features as requested above. Xjail provides for an
electronic Incident Report with an agency-defined workflow/review process.

Below is an example of an agency's Incident Report, the existing KCSO Incident Report will
be replicated within Xjail.
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6.1.15 Expungements
*  System will provide a method of expunging records ordered by court order.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Archonix XJail provides for Expungements features as described above.

6.1.16 Sentencing

*  System will provide a method of manually and electronically entering
sentencing information from judgements.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Xlail provides the ability for personnel to enter sentencing information from judgments.

*  System will calculate due out time with respect for good time or worker
credits.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Xjail will automatically calculate due time out based on pre-defined KCSO criteria.




*  System will receive worker credits electronically from the system.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

X|ail provides the ability for KCSO to custom configure worker credit criteria into sentencing
calculation/release date parameters

*  System will adhere to Tennessee Law with regards to sentencing
guidelines.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

*  System will provide reports that indicated estimated due out dates for
inmates,
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Archonix Xail provides comprehensive sentencing features that satisfy the requirements as
listed above. Configurations and calculations will be in accordance with Tennessee law and
will automatically calculate the release date.

6.1.17 Maintenance Ticketing System

*  System will provide a method for staff to enter maintenance request.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

*  System will provide a method for maintenance staff to retrieve this request
and indicate status of completion.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

*  System will provide a notification via email and/or text to maintenance
staff when maintenance requests are submitted.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

*  System will provide reports that may be retrieved indicating status of all
maintenance reguests.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Our proposed solution includes development necessary to satisfy all of the requirements
listed above,
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6.1.18 Inventory Control (Chemical and Tool)

*  system wil provide a method of inventorying and tracking all chemicals
issued within the facilities
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

* System will provide a method of inventorying and tracking all tools used
within facilities
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

*  System will provide detailed reports of all chemical and tools
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Our proposed solution includes the Inventory Control (Chemical and Tool) features as
described above

6.1.19 Facility Inspections and Drills
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WIiTH THIS REQUIREMENT.

Xjail has a Facility Definition Module that allows a designated person the ability to define
and modify the physical layout of the agency's facilities. This information is used for
booking, cell management, classification, and other modules when information is needed
on the types, locations, and classifications of cells within the facility.

*  gystem will provide a method of documenting facility inspections
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Xjail provides the ability to create custom agency-specific forms such as a Facility Inspection
form complete with date/time of inspection, person(s) conducting the inspection and
inspection results,

*  System will provide a method of documenting facility emergency drilis
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Xjail provides the ability to create custom agency-specific forms such as a Emergency Drill
form complete with date/time of the drill, type of drill (fire, riot, etc.,), location of the drill
and the results of the drill,
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*  System will provide detailed reports of all inspections and drills
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

6.1.20 Food Services

*  System will provide method of inventorying and documenting use of
kitchen sharps and tools.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THiIS REQUIREMENT.

*  System will provide method of documenting cooler, freezer, dish washer
and dry storage temperatures.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

*  System will provide method of documenting meals served, special diets,
and any substitutions.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

*  System will monitor and document daily health inspections,
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

*  System will provide method of documenting inmate worker orientation
and training.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT,

Our proposed solution includes all of the XJail Food Services features; documenting meals
served, special diets, and any substitutions and other features to satisfy the requirements
listed above.
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PART V INMATE BANKING/TRUST ACCOUNT MANAGEMENT

Detail your company’s banking module and capabilities as specified in Section 6.2.

Detail each Subsection as to your company’s ability to provide the requirements. If
Subsection is under development, detail when it will be available and any required testing.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

6.2 INMATE BANKING/TRUST ACCOUNT MANAGEMENT:

6.2.1 The system shall have the full capacity to provide inmate banking (deposit
and payment) for use while incarcerated. The system must have the
capability to handle electronic transactions from both within and outside the
facility. The system must be able to generate ad hoc reports as requested or
needed.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends Lockdown™ Inmate Banking System fully satisfies this requirement and has
been utilized in this capacity by KCSO for the past 4 years.

6.2.2 The Contractor shall provide all software for a computerized inmates Accounts
System to keep accurate and complete records of all commissary activity and
balances of individual inmate accounts. This system must be approved by the
County and provide complete access to authorized County staff.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends Lockdown™ inmate Banking System fully satisfies this requirement and has
been utilized in this capacity by KCSO for the past 4 years.

6.2.3 The system shall be muiti-terminal with multi-user and function capability.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WiTH THIS REQUIREMENT.

Tech Friends Lockdown™ Inmate Banking System fully satisfies this requirement and has
heen utilized in this capacity by KCSO for the past 4 years. The Lockdown™ server/client
architecture aliows an almost unlimited number of simultaneous terminals/users.

6.2.4 Thesystem shall allow a jail staff person to create/open an inmate account by
using the inmate identification number at the time of booking, and then to
enter into the computer system the amount of money in the inmate’s
possession at that time.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends Lockdown™ Inmate Banking System fully satisfies this requirement and has
been utilized in this capacity by KCSO for the past 4 years, Tech Friends system allows
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inmate funds to be placed on the system manually or via the provided JallATM™ booking
kiosks.

6.25 The system shall allow for at least the following functionality and types of
transactions to occur on the inmate'saccount:

»  Public Kiosk system that allows for deposit of funds via cash or credit/debit
cards for inmate Commissary and/or phone accounts
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends JailATM™ deposit kiosks fully satisfy this requirement and have been
successfully utilized by KCSO for the past 4 years.

=  For the term of the contract, the vendor must agree to customize the Trust
Accounting System to meet the agencies current and future needs.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends has provided a high level of software customization to KCSO for the past five
(5) years. Tech Friends agrees to continue this commitment to matching current and future
needs.

» Waebsite access for deposit of funds visa credit/debit card of inmate
commissary and phone accounts.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Eriends provides the JallATM™ website for the deposit of funds to inmate accounts via
credit/debit cards. Securus shall provide this capability for direct phone time purchases by
friends and family.

» Commissary ordering integration through kiosk and inmate phone orders
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends solution fully satisfies this requirement. This functionality has been
successfully deployed at Knox County Jail for the past 3 years.

»  Commissary management of stock control, ordering, sales, and delivery.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ inventory management systern fully satisfies this requirement.
Lockdown™ has been utilized in this capacity for the past 5 years.




» Real-time debit transfers
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ System fully supports real-time phone debit purchases from the inmate
trust fund, This feature has been utilized for the past 3 years at KCSO.

= Ability to integrate with jail management system for automatic account
opening/creation
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ system fully satisfied this requirement as it has been successfully
integrated with the Archonix JMS platform in several other facilities.

= Ability for users to check current account, commissary and phone balance
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirément. Inmates may
perform these activities via the inpod kiosks or the phones. This feature has been utilized
by KCSQ for the past 3 years.

* Ability to hold balanced owed and collect upon next arrest
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement. The Lockdown™
system allows collection funds to be configured to for priority and collection percentages.

= Ability to provide debit card for funds remaining in account at release; debit
card issued will have .
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System offers fully integrated release debit cards. This
feature has been utilized by KCSO for the past 4 years. Currently the fee structure is
controlled by a third-party vendor. Tech Friends will work with vendor to arrive at an
arrangement that accomplishes KCSO objectives.
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« NO expiration date and no fees will be scheduled for card so it will retain
original release balance.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

» Provide 5 public ATM kiosks that allow for deposit of funds via cash and/or
credit card
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends agrees to provide additional deposit kiosks to satisfy this requirement.

» Accept imports of inmate information from Jail Management System.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement. Lockdown has
been receiving data imports from the KCSO system for over 5 years. Similarly, Lockdown™
will receive needed information from Archonix to manage inmate accounts,

s Allow staff to create unlimited users with customized security settings
without vendor assistance,
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement.

» Allowstaff to create an unlimited number of collection accounts with specific
collection percentages and priorities without vendor assistance.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT,

The Lockdown™ Inmate Banking System fully satisfies this requirement.

« Automatically deduct a defined portion of incoming inmate deposits to
satisfy inmate debts.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking Systern fully satisfies this requirement. This feature is
configurable by KCSO personnel without support from Tech Friends.
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¢ Allow users to create new inmate debts.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement. This feature is
referred to as “Billing” and can be performed by any officer with proper credentials.

+« Allow users to void inmate debts. If money has been collected on the debt,
even over the course of several weeks, the system should refund all monies
collected if the debt is voided. This must be accomplished without vendor
assistance.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ [nmate Banking System fully satisfies this requirement. The Lockdown™
system is Unigue in this aspect. This “Undo” button is fully GAAP compliant.

» Allow users to write-off debts or portions of debts
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement,

» Allow predefined transaction amounts and comments to be entered for
recurring transactions.

SECURUS HAS READ, UNDERSTANDS, AND WilLi. COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement. Lockdown™
supports billing templates that eliminate data entry on common bills, KCSO has utilized
this functionality for the past 5 years.

¢ Alow the creation of new inmate scheduled payments with payment
frequencies including daily, weekly, and monthly.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requwement This feature is
often used for court-ordered fines and fees.

¢ Allow releases of inmate funds by check or debit card,
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement. Lockdown™ can be
configured to a given default release setting {e.g., debit cards), but still allow the user to
change to another method (e.g., checks).
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« Allow multiple methods of releasing inmate funds (e.g., a portion in cash and
remainder in a check).
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement. Often facilities
wish to provide inmates with a small amount of cash and the remainder in the form of a
check. Lockdown™ performs this function with no extra effort needed from KCSO
personnel.

~»  Allow group releases of inmates being transferred between facilities with a
single check.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT,

The Lockdown™ Inmate Banking System fully satisfies this requirement. This feature is
extremely useful when releasing inmates to other facilities.

» Provide work sign-out tracking for inmates assigned to jobs outside the
facility. Provide per diem tracking of inmates assigned to outside work
assignments.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT,

The Lockdown™ Inmate Banking System fully satisfies this requirement.

e Provide per diem billing for third party work assignments
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement.

« Provide per diem reporting for inmates held for outside agencies. Provide
reconciliation capabilities for multiple bank accounts. .
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement. This feature allows
work release inmate monies to be kept in a separate bank account but still be able to
purchase commissary items.

o Allow searching for inmates by inmate ID or last name
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement.
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e Have the capability to display inmate photo when editing an inmate
account.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ [nmate Banking System fully satisfies this requirement. This feature
provides positive ID when performing transactions with an inmate’s account.

s Allow tracking of property items such as radios which have been purchased
by inmates.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement. Lockdown can
also be configured to automatically place items designated as “Property” from the
commissary menu into Lockdown'’s property module.

» Allow restriction of commissary purchases based on an inmate’s property
items. For example, batteries may not be purchased unless an inmate has
aradio in his property.

SECURUS HAS READ, UNDERSTANDS, AND WiLL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement.

» Allow printing of customizable debt collection letters for mailing after an
inmate’s release
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement.

« Allow printing of checks directly from system with signatures printed on the
check. Allow automatic printing of receipts after transaction entry without
additional confirmations.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WiTH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement. This feature
minimizes keystrokes and mouse clicks for a very comman activity.
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¢ Allow receipt printing on standard laser printers with 3-part perforated
paper, 3 receipts per page and on 80MM thermal printers.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement. Lockdown also
supports a variety of printing options that are customizable by KCSO personnel with proper
credentials.

» Allow station specific printers to be specified other than using default
printer.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement. The Lockdown
System supports both “Local” and “Global” settings. This allows station specific settings to
be configured in accordance with KCSO requirements.

e Allow printers to be specified without creating vendor-specific printer
names. That is, the system should use the printer names that are
established by the correctional facility,

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement.

» Allow export of reports to PDF, RTF, or Excel. Exported reports should
optionally disable page headers and footers for better integration with
Excel.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement.

s Provide help videos for common functions.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement. The Lockdown
System Help options are constantly improving to make features easier to learn and use.
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« Allow import of bank statement for automated monthly reconciliation.
Automatically create ACH entries for release debit card withdrawals.
Support Positive Pay export of check information to banks
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement. To our knowledge,
Lockdown is the only banking package that creates ACH entries for release card
withdrawals. Lockdown also supports Positive Pay to eliminate check fraud.

s Provide OMR sheet rejection based on inmate balance, privileges, or
restrictions. Automatically export inmate information to other systems for
web deposits.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement.

» Automatically import inmate web and phone deposits within 5 minutes
with no need for operator intervention.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement. This functionality
dramatically lowers the number of family member inquiries.

+ Automatically export inmate information to commissary order by phone
system. Allow inmates to use their own personal credit cards or debit
cards to transfer money to their trust accounts using the inmate
telephone system after the cards have been collected and placed in
Property.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fuily satisfies this requirement. In fact, Tech
Friends has a patent-pending on this technology.

s Provide integrated reports within the Trust Accounting System with no
separate login or executable launchrequired.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement. All reporting in
Lockdown is self-contained in one system. No other programs are needed to access
reports in Lockdown.
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s Allow easy reprinting of receipts.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement. All receipts can be
reprinted with a single mouse click.

« Allow on-screen viewing of inmate transaction receipts without printing.
Allow station specific number of copies during receipt printing.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement. All transactions
may be viewed without necessarily printing the document. Should printing be needed at
the given station, the system is configurable to print the desired number of copies.

« Allow user-definable password security settings including minimum
password length and requirements for numbers, symbols, or letters in
passwords.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement.

» Allow station specific predefined comments for commonly repeated
transactions. Directly interface with kiosk equipment designed to accept
bills and coins.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement. The Lockdown
system directly interfaces with booking kiosk to accept bills and coins during the booking
process.

o Allow user-defined indigent tracking based aon current balance, days since
booking, and deposits over a period, and commissary bills over a period.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking Systermn fully satisfies this requirement. The Lockdown
system currently matches the indigent definition at Knox County. However, should the
definition change, the system is fully configurable to match any Indigent definition.




» System must allow transactions to be easily voided while maintaining a
verifiable audit trail. For example, a deposit transaction which triggers
muitiple debit collections should be voidable in a single operation which
leaves the inmate and associated restitution accounts correct with no
opportunity for officer data entry mistakes. This must be accomplished
without vendor intervention or direct manipulation of data.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement. This feature is
unique to the Lockdown banking system. This feature eliminates the need for technical
support in fixing errors. This feature can be restricted to only allow personnel with proper
credentials the rights to make these entries.

¢ System must allow holding of funds which cannot be spent by the inmate
until released. Holds must support automatic removal after a predefined
number of days.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ inmate Banking System fully satisfies this requirement. This feature is
very important to eliminate fraudulent and insufficient funds from resulting in
reconciliation problems,

e System mustinterface with sighature capture pads and print captured
signature on inmate receipts.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement.

s Allow tracking of inmate voluntary and mandatory savings accounts with
automatic collections and interestdistribution.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement.

s Include manual transaction data entry warnings if a duplicate money
receipt or billing transaction is suspected by the system.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement. This feature
provides a warning to alert data entry staff of potential duplicate entry error.
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¢ Include predefined reports not limited to:
Trial Balance, Resident Balances, Balance Sheet, Check Postings, Money
Receipts, Cash Disbursements, Inmate Debt, Fund Billing, Fund Collections,
Fund Credits, Payroll, Indigents, Savings, Releases, Bank Deposits, Debt
Write-offs, Reconciliation, Commissary Receipts, Commissary Housing
Totals, Commissary Product Sales, and Check Register.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ inmate Banking System fully satisfies this requirement. In fact, Lockdown
provides these and over 100 more reports.

« Allow ad-hoc reports to be run for defined inmate groups based on
factors including housing assignment, gender, age, debt, or current
balance without programming a reporting tool.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement.

s Include user-customizable report footer information.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement.

* Include user-customizable report header image for facility logo.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement.

+ Provide for automatic debt write-off after inmate release based on the
number of days the inmate has been gone from the facility.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement. This feature can
be configured for type of debt as well.
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« Fully support integration with debt collection agencies including electronic
filing of debts with the collection agency and payment to the collection
agency if the inmate pays debt at the correctional facility.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement. Lockdown is
integrated with “Pay My Jailor” and other debt collection entities in corrections.

« Support SQL Server 2008 R2,
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement.

¢ Allow credit card transactions to be executed in the software using
encrypted magnetic stripe readers without logging into an external system
or web site.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement. All of Tech Friends
systems exclusively employ encrypted card swipe devices. This decision is a key aspect of
Tech Friends PCl compliance program.

« Prevent users from modifying a financial transaction that has been
committed. Allow reports to be generated based on user and transaction
types. Allow user groups to be established that limit access to program
features

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement.

6.2.6 Trust Accounting System must have the capability to directly release an
inmate’s funds onto a debit card with minimal effort.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.
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6.2.7 The system must have the capability to swipe a debit card at release using
vendor provided encrypted magnetic stripe readers and automatically load
the debit card with the inmate’s balance at release. Redundantdata entry
including debit card numbers, transaction amounts, or separate login for
releases is unacceptable. At no time should unencrypted credit card numbers
be transmitted or stored on the County’s network.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement. The debit card
system is fully integrated with the Lockdown banking system. The card is loaded with the
correct amount and information is fully encrypted over KCSO network.

6.2.8 Debit cards should not require additional action by the inmate to activate the
card.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement. Cards are
activated when swiped. Pin for usage is last four digits of card.

6.2.9 The Trust Accounting System must automatically create ACH entries for monthly
bank reconciliation based on withdrawals from each facility’s bank account
required to fund the release debit cards.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement. To our knowledge,
Tech Friends is the only vendor to offer this functionality.

6.2.10 Debut cards should be issued without any additional fees occurring on the
account for at least 15 days followingissuance.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THiS REQUIREMENT.

Currently the grace period for debit release cards is 5 days. Tech Friends will negotiate
with third-party debit card provider to increase this period to 15 days.

6.2.11 Vendor must demonstrate a debit calling system which has the ability to
interface with the County's inmate telephone provider,
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement. Tech Friends has
successfully interfaced with the Securus calling platform for many years.
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6.2.12 The debit calling system must allow inmates to purchase phone time using an
interactive voice response (IVR)system available through the standard inmate
phone system.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement. Tech Friends and
Securus have together offered this functionality in many other facilities.

6.2.13 After purchase, the system must deduct the purchased amount from the
inmate’s account and make the purchased phone time available to inmates.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement,

6.2.14 The debit calling system must also have the capability to refund any unused
phone time automatically te the inmate upon release if the inmate telephone
pravider supports this feature.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement.

6.2.15 Vendor must provide bill accepting kiosks (6) for friends and family to place
funds on inmate accounts.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends will provide 2 additional bill accepting jailATM lobby kiosks placed in locations
designated by KCSO.

6.2.16 The kiosk must also allow payments using credit/debit cards.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The JailATM™ deposit kiosks fully satisfies this requirement.

6.2.17 The kiosk must give a receipt for each transaction.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The JailATM™ deposit kiosks fully satisfies this requirement.
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6.2.18 Vendor must provide cash accepting kiosks (2) for the booking area.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends will satisfy this requirement by leaving in place the current booking manager
kiosks.

6.2.19 These kiosks should accept both bills and coins and have a small desktop
footprint (not larger than 18 x18x 18).
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends booking kiosks are smaller the size specification.

6.2.20 The unit should also have a drop slot for manually entered items.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends JailATM booking manager kiosks have a drop slot so that unreadable bilis may
be consolidated into the same cash drawer as those collected into bill acceptor. This
feature eliminates the need for a separate drop safe.

6.2.21 The units should NOT require network access but connect directly to booking
computers supplied by County.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends JailATM booking manager kiosks satisfy this requirement as they connect to
booking workstations by USB.

6.2.22 Atleast one booking kiosk must be a high speed, bulk acceptor capable of
processing multiple bills at once.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends will provide the BNF (Bunch Note Feeder) JailATM booking manger kiosk to
satisfy this requirement. The BNF has separate keys for clearing jams and for accessing
funds.
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6.2.23 The Trust Accounting System must automatically create ACH entries for
monthly bank reconciliation based on depaosits into facility's bank account as a
result of inmate deposits.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement. All entries
necessary for reconciliation are available in Lockdown without manual entry.

6.2.24 Bonding via the web should also be available.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement. Lockdown will be
interfaced with the Archonix System to provide real-time bond information to the JailATM
website.

6.2.25 The Trust Accounting System must have options available to automatically
collect a percentage of incoming funds to pay for existing inmate obligations.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ inmate Banking System fully satisfies this requirement.

6.2.26 The Trust Accounting System must provide features for alternative debt
collection including the ability to print debt letters for mailing to former
inmates and sending uncoliected debt to collection agencies.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement.

6.2.27 System must provide the capability for inmates to satisfy bonds with
credit/debit cards.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THiS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement. Inmates may pay
bonds at booking or using the inmate phones via the VR system provided by Tech Friends.

6.2.28 The proposed process must allow access to inmate credit/debit cards that have
previously been placed in property at time of booking.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement. Tech Friends has a
patent pending on this offering.
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6.2.29 The bonding system must aggregate the payments for various bond agencies
into a single payment with an accompanying report that details the individual
payments.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Lockdown™ Inmate Banking System fully satisfies this requirement.

6.2.30 Funds for bonds will be available for direct deposit to specified court.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Currently, this feature is not available, however, it will be developed as part of this
proposal.

6.2.31 Agraphical tool for displaying relationship between inmates and friends/family
for both deposits and two- way messaging. Icons should designate between
inmates friends/family that have made deposits or sent emails. There should
be an indication as to the strength of the connection. Strength is measured in
dollars for deposits and number of emails for message graphs.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends currently offers this tool to help detect illegal activity inside the jail. Tech
Friends investigative tool fully satisfies the requirements of 6.2.31.
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PARTVI INMATE PHONE SYSTEM

Detail your company's inmate phone system module as specified in Section 6.3.

Detail each Subsection as to your company's ability to provide the requirements. If
Subsection is under development, detail when it will be available and any required testing.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

6.3 INMATE PHONE SYSTEM:
6.3.1 Voice Biometric enrollment with comprehensive investigation package

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Securus' Investigator Pro is a powerful evidence-gathering and investigative analysis tool. It
will continue to provide Knox County with state-of-the-art technology to “recognize” the
voices of inmates over telephone calls and exposes inmates who try to hide their identities
to engage in criminal activity.

us Technologies annou
0l :

The system’s easy-to-use dashboard automatically collects and analyzes a vast amount of
information that would otherwise be labor-intensive to gather and interpret. This
breakthrough technology stands to dramatically change the way evidence is gathered,
shared, and used in the investigation and prosecution process. The Investigator Pro system
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provides the highest level of integrity, efficiency, and demonstrated effectiveness as an
evidence case-management tool.

One of the modules of the system is the CallPlayer Pro. This playback system gives you the
power to play and annotate calls faster, with less duplication of effort.

Not only will the Investigator Pro assist investigators in identifying which calls should be
targeted to review, it also provides a sophisticated playback system with the power to play
and annotate calls faster, with less duplication of effort.

The system provides the following features:

« Ability to separate recorded voices and select only one voice to play back at a time
« Speed or slow a conversation or single voice within a recording
« User friendly playback module with intuitive buttons

« Saves time, allowing for more productive use of staff time, better distribution of
staff resources, and cost savings

» Report feature allows for supervisory oversight, accountability, and assessment of
your staff’s investigative skills and activities

Continuous Voice Verification with Investigator Pro

Investigator Pro’s advanced voice identification technology
was originally developed for the U.S. Department of
Defense (DOD), The DOD was facing a huge challenge,
which was to find terrorist phone calls out of the millions
of phone calls made every day to and from the United
States. The DOD contracted with a major U.S. technical
university with some of the best voice analysis engineers - Proven
in the world to find a way to detect the phone calls. Over a "IN
12-year period, the engineers created a system to E
automatically monitor and analyze millions of daily phone

calls and then delivered a cutting-edge solution; today, this solution helps protect the U.S.

Investigator Pro analyzes inmate call voices immediately after the call has been completed.
Alerts are instantly available in the real-time status screen at the completion of each voice
analysis, Every second of each call is analyzed. Investigator Pro does not use intermittent
verification because this type of identification allows inmates to converse undetected by
passing the telephone when the verification is prompted.

Through its relationship with this university, JLG Technologies was granted an exclusive
license to bring this revolutionary technology to the corrections community. Securus is
pleased to offer this technology option to the Knox County.
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Anatomy of Investigator Pro™

Investigator Pro comes with an advanced Call Player, multiple reports, and even an
interactive dashboard—all designed to provide investigators with the tools they need to
expose inmates who try to hide their identities to engage in criminal activity. The modules
in [nvestigator Pro include:

e QuickFind™—Puts critical information at your fingertips

« Voice Search™—Find calls where inmate’s voice is found

¢ CallFinder™—Filter calls based on dozens of criteria

« MyCallReview™—Return to the calls important to you

+ Suspicious CallFinder™—Find all high-suspicion calls

+ NoteManager™—View, filter, and create notes on calls

e ReportMaker™—Run reports on various telephone system abuses

» Stats—View key messages and monitor analysis progress

Sample Investigator Pro Modules

Proprietary and Confidential

1,

o —
PSR
T

73




Word Spotting

SCP's Word Spotting is an investigative tool that automatically finds specified keywords and
short phrases within inmate conversations. This technology not only speeds up
investigations and reduces labor demands, but also increases investigative capabilities.

Word Spotting Technology

Securus’ Word Spotting solution was developed specifically for the corrections
environment. As an experienced innovator, Securus built and tested this technology in our
development lab using real calls placed by real inmates with feedback and direction from
real investigators, This approach ensures that Knox County will be using a premier
investigative tool with the best accuracy in the industry today,

SCP's Word Spotting features include the following:

» A default dictionary of more than 7,500 search words that can be customized to meet
the facility’s needs, including slang and jargon not found in standard dictionaries. As
security threat groups expand their code word vocabulary and new intelligence is
gained, new keywords can be added.

o A user-friendly interface where suspicious inmates or phone numbers can be
selected for ongoing searches.

« A Word Spotting search engine that automatically processes inmates or phone
numbers with no additional invelverment from facility staff,

» Integrated reporting that allows users to identify calls where specified keywords were
spoken.

» A unique feature that allows users to select suspicious recordings from the standard
Call Detait Report and send them through the search engine with a single mouse
click.
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Word Spotting Reports

Authorized users can access the Word Spotting reporting tools through SCP's user
interface. From here, search criteria such as date range, PIN, dialed number, and inmate
name can be used to pull a report that lists all of the calls with identified keywords.

The reports provide standard information such as the name of the inmate, their PIN, and
the dialed number. In addition, investigators can see which keyword was “found” and the
time within the call that the word was spoken, saving valuable time by eliminating the need
to listen to the entire call.

Suspicious calls can be selected and those recording can be analyzed using the integrated
SCP media player. By using the media player with the report information, investigators can
“skip” to the exact location in the conversation when the keyword occurred.
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Word Spotting Report
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6.3.2 Ability to limit usage by issued PIN generated by jail management system

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Securus” automation capabilities for Offender PIN and Debit Management, known as “E-
Imports”, eliminates the need for detention facility personnel to enter inmate profile
information from the jail management system (JMS) into the inmate telephone system in
cases where the use of a PIN for inmate calling is desired.

To support the automated interface, the SCP system imports inmate profile information
from a central location when an inmate is booked, transferred, updated, or released. The
processing of the imported data automatically takes place whenever there is a new file in
the watched folder, In order to accomplish this, the client’s JMS provider.is responsible for
sending the information to Securus in the format and frequency as required by the Securus
Interface Specifications Guide. In addition, the detention facility may sell “phone time”
which can be automatically transferred to the call platform inmate debit system through
the same mechanism.

Personal Identification Numbers

" Securus’ SCP enables each inmate telephone to be individually programmed for Personal
Identification Number (PIN) or non-PiN operation. This provides the facility with a great
amount of leeway in PIN placements. For example, facility personnel may wish to allow PIN
operation in maximum security or long-term areas, while allowing an “all calls” option in
overnight, work release, or trustee areas. The SCP has no limit or restrictions on the
number of PIN or non-PIN inmate telephones operating at the facility.

Some inmate facilities may choose to operate using a PIN system under which each inmate
is assigned a PIN. In such cases, the inmate must enter his or her PIN before making a
telephone call. PINs also provide an audit trail of the inmate who placed each specific call.
Additionally, it allows the facility increased control over which inmates can call which
numbers.

Fach inmate is assigned a unigue PIN, ranging anywhere from 4 to 16 digits. This range
creates a maximum number of 9 billion PIN combinations.

The following three primary modes may be applied to a single phone or group of phones in
a facility:

e Mode 1, Open PIN
¢« Mode 1, Open PIN with Restrictions

¢« Mode 3, Closed PIN
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Mode 1, Open PIN

This is the most basic mode of operations, and the simplest to administer, Each inmate is
assigned a unigue PIN to make a phone call; however, no individual phone number
restrictions or calling lists are used in this mode. Only global system calling restrictions are
applied to the inmates’ calls.

Mode 2, Open PIN with Restrictions

Mode 2 builds on the Mode 1 Open PIN feature and adds the ability to place call
restrictions and limits on specific call types, while allowing all other phone numbers to
process as they would in an Open PIN system. Mode 2 restrictions can include the
recording and alarming of numbers and the use of facility or global number lists for special
circumstance numbers, such as attorneys and external crime tip numbers.

Mode 3, Closed PIN

Mode 3 provides the most restrictive type of calling privileges; however, it also requires the
most administration of the three modes. In the system'’s standard configuration, each
inmate can register from 1 to 20 telephone numbers (for example), The total number of
destination numbers available to put on an inmate’s list is unlimited. The facility
determines the maximum number of telephone numbers each inmate can register.
Telephone number registration includes the number, name of the party who the inmate
wishes to call, and the relationship of that party to the inmate. The telephone numbers that
each inmate registers are identified with the inmate’s PIN and reside in the system. Only
that PIN may validate calls to those numbers. Updating calling lists is a continuous process
as inmates are booked into, or released from the facility, or as the inmates request
changes to their calling lists. This type of control is usually recommended only for facilities
with a low rate of inmate population turnover, or where such extreme security measures
are desirable. Note that in a Closed PIN environment, the facility may choose to make
certain telephone numbers commonly available to all inmates. The common numbers may
be assigned global and/or facility accounts.

The system can set a maximum time limit for any type of call and/or all calls related to an
individual PIN and/or all PINs. Many restrictions may be tagged to any PIN or telephone, or
telephone number associated with a PIN,

Examples of restrictions are:

« Time of day and/or days of week an inmate may place a call or a phone may be
used
s Maximum duration of a call for that PIN or phone

¢ Maximum number of calls or minutes an inmate may use per day, week, or month.

The calling platform automatically manages calling restrictions, if they are imposed.




Securus provides an automated PIN and PAN management system called E-Imports that
can off-load facility labor requirements to enter PINs and PANs manually.

Inmate Debit

Securus has developed the next generation, industry-leading debit product, called Inmate
Debit. Does your facility need to:

= Increase incremental revenue?

» Stop handling cash?

» Eliminate administrative burdens?

= Provide more options for friends and family members to fund?
» Reduce inmate frustration?

=  Connect more calls?

Inmate Debit accounts are inmate-owned phone accounts that allow inmates to fund
phone calls to numbers they want to call, Because the calls are funded by the inmate, there
is no cost to the called party. An inmate can transfer funds from the commissary system to
his Inmate Debit calling account. The inmate initiates the funds transfer from the
commissary system to his Inmate Debit calling account at the commissary. The inmate will
provide his inmate identification at the point of sale and request the transfer of funds, The
transfer amount will be deducted from the inmate’s trust or commissary account and
added to his Inmate Debit calling account.

Debit transactions will include inmate ID and the dollar amount transferred, and will be
sent electronically from the commissary to Securus' secure FTP server. The resulting
electronic data exchange immediately updates the ITS to show the inmate identification
and amount of debit time added to the phone account (by each inmate).

As an added advantage, Inmate Debit accounts can also be funded by friends and family
members. This creates more revenue—inmates can make more calls because they now
have additional funds. In addition, unlike traditional prepaid collect accounts, the inmate
owns his Inmate Debit account and is not limited to calling only the numbers specified by
friends and family members, Inmate Debit accounts increase the inmate calling
opportunities, thereby increasing revenue and commissions for <<client>>,
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Problems... Solved!

Inmate Debit helps solve several critical problems and increase efficiency.

Problem Faced by <<client>>

Inmate Debit Solution
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Implementing Inmate Debit

Securus has a dedicated Integration team that is committed to integrating within 30 days.
The Integration team will provide the County with inmate and friends and family marketing
materials to promote Inmate Debit and provide a smooth transition for the users. Securus
will insert call prompts for inmates and friends and family to assist them in funding an
account.

Once implemented, an Inmate Debit account is opened automatically for existing inmates
and at booking, for new inmates.

Adding Funds

Inmates can add funds to their accounts through automated trust transfers, such as
Commissary Order by Phone, forms, and kiosks,

Friends and family members can add funds to an Inmate Debit account without opening
their own account. Friends and family members can deposit money directly into an
inmate's debit account using several convenient points of sale:

« Securus Correctional Billing Services’ Website
¢ Customer service representatives

e United States Post Office—mail the payment to Securus Correctional Billing
Services' PO Box.

Friends and family members also have multiple payment options to fund accounts,
including credit or debit card.

Handling Payments, Commissions, and Refunds

Securus handles all payments, relieving <<client>>from the cash handling business. As
money is added to an Inmate Debit account, SCP recognizes the funding transaction and
transfers the funds to Securus. Securus will then pay commission to <<client>>based on
the monthly usage. Securus will send <<client>>a commission check each month that can
be applied to the general fund or inmate welfare fund based on <<client>>'s direction.

When an inmate is released from <<client>>'s facility, the release information is
transmitted to SCP. The Inmate Debit account is closed in SCP and the remaining unused
balance is made available for refund to the inmate. Securus can remit the unused funds to
<<client>>to be refunded to the inmate via <<client>>'s refund process. Or, to further
relieve <<client>>of cash-handling, Securus will make the refunds available to the inmates
directly via Western Union’s more than 470,000 worldwide retail locations.
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Reporting
Detailed reporting about Inmate Debit is available through the SCP user interface and the

Facility Portal. The SCP Debit Report allows County users to:

+ Query Inmate Debit call detail records (CDRs) by the user-specified criteria

« View all debits and credits that occurred during a specific time period for an
individual inmate; for all inmates within a facility; or for all facilities

Secure Call Platform Debit Report
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6.3.3 Ability to limit PIN to assigned stations

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Securus takes pride in the ability to provide targeted services to specific customers, Qur
calling platforms make available multitudes of features that can be turned on or off
according to a facility's wishes, Our ability to restrict an inmate to the PIN and to the phone
is one of those feature options built-in to every Securus system.

Phones are generally consolidated into a group because, in most cases, housing units have
more than one telephone on the wall. Securus has taken the grouping of phones one step
further by identifying and locking PINs to a phone or group of phones or facility based
upon the housing unit identified during the enrollment. An easy-to-use PIN transfer
module is available for site administrators to transfer a single PIN or a group of PINs when
inmate(s) are moved to another housing unit. This process may also be automated through
our data import application E-Imports.

6.3.4 Allow up to two free local calls in booking area each time the inmate is arrested
and booked
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

When a new inmate is added to the SCP or re-activated after being released, they will
receive their first “X" number of calls free from any phone group where First Calls Free is
configured. For example, if Knox County requires that each inmate is allowed two free
phone calls on the group of phones in the booking area, SCP will allow those two calls at no
charge,

Other advantages of First Calls Free are:

e SCP only recognizes the free call if the call is connected to the friend or family
member, ensuring the inmate is provided the opportunity to instruct the called
party on how to set up a prepaid AdvanceConnect account.

s Itis configurable by both number of free calls and phone groups, providing facilities
with complete free call control.

s All number blocking restrictions and inmate suspension restrictions can still be
applied to the free calls.
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Configure First Calls Free in SCP
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6.3.5 Allow free calls to Public Defender, and two PREA external numbers (privileged,
non-recorded)

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Securus will allow free calls to Public Defender and two PREA external numbers (privileged,
non-recorded).

Securus will also provide free calls to designated individuals, including court, foreign
consulates, and other authorized calls, as determined by Knox County. SCP is compatible
with providing these calls through any or all inmate telephones so that Knox County staff is
not responsible for escorting inmates to a designated telephone. SCP will apply facility
mandated parameters for automated management of the number of calls, call duration,
time of day access, and phone(s) from which calls were initiated.

Authorized Knox County staff can add numbers to the free call list through the SCP user
interface, as shown in the following figure.
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Configuring Free Calls
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6.3.6 Ability to restrict calls to outside numbers by individual inmates as weil as
system wide

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

SCP will allow Knox County to restrict calls to outside numbers by individual inmates as well
as system wide.

Securus’ Calling Restrictions enable the control of calling activity, such as call durations by
inmate, by port, by multiple phone group, by customer, or by facility. Calling activity may
also include allotted limits and thresholds applied to phone numbers and inmates by
attempt or to control an inmate’s calling activity.

SCP provides the facility with the capacity to set a maximum time limit for any type of call
and/or all calls related to an individual PIN and/or all PINs. In addition, multiple restrictions
may be tagged to any PIN or telephone number associated with a PIN.

Examples of restrictions are:

¢ Maximum duration of a call for PIN

e Maximum number of calls from that PIN per day/week/month, etc.
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To relieve facility staff from calling restriction maintenance responsibilities, all imposed
calling restrictions are automatically managed by the calling platform.

If court restraining orders or called party financial conditions require a limit to the amount
of time or monthly cost of inmate calling to a particular party, the system automatically
complies with such restrictions by denying calls when maximum restrictions are met.

Securus’ Calling Restrictions also provide additional PIN suspension features to further
assist facility staff in maintaining control of inmate activity. A single inmate’s PIN or any
number of inmates’ PINs may be suspended for a specified time from either the on-site
administrative terminal or an authorized remote terminal. This suspension feature,
frequently used for punitive reasons, allows the facility to deny telephone privileges to one
or more inmates without affecting other inmates who share the same inmate telephones.
The length of time for PIN denial is entered and automatically policed, enforced, and
released by the system. The system will automatically reset the PIN to allow calls on the day
requested, with no manual intervention required. This feature allows inmates, if necessary,
to make privileged calls even while on suspension from other calls. Direct manual control
of this suspension feature is also allowed from the on-site administrative terminals or
authorized remote terminais.

Calling Restrictions - Sample Screen
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Global Call Blocking

During installation, a global call blocking table is established, which immediately prevents
inmates from making calls to specific numbers. Typically, the database includes numbers to
local judges, sheriffs, facility personnel, jury members, attorneys and witnesses. Because a
global call blocking table may contain thousands of entries, Securus’ SCP offers unlimited
blocking potential.

All dial-around area codes and exchanges, such as 800, 900, and 976, are blocked by
default. In addition, access to live operator services, such as 0, 411, and 911, are blocked by
default.

To provide maximum convenience to facility personnel, authorized facility personnel can
administer blocked numbers using our single-point access, the SCP user interface. All
blocked numbers have an associated “Note” field stored in the blocked number database
to record specific information for future reference.

6.3.7 Ability to monitor live calls
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Securus’ Secure Call Platform (SCP) allows authorized users to real-time live monitor calls in
progress via the any device connected to the Internet. The SCP Live Monitoring feature
provides users with the tools they need to efficiently monitor live calls.

The feature provides users with selectable scanning of all live calls in progress. By selecting
active calls only, the user does not have to sort through all phones to find conversations
allowing quick selection of calls in progress by one click of the mouse. One of the modules
of the system is the CaliPlayer Pro. This playback system gives you the power to play and
annotate calls faster, with less duplication of effort.

SCP also allows authorized users the capability of forwarding a call to an investigator as
well as quickly identifying calling patterns to a current phone number called or a current
phone in use. '

6.3.8 Ability to flag outgoing numbers as privileged
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

SCP can automatically eliminate monitoring and recording of special calls, such as to
attorneys, clergy, or doctors, by designating numbers as “private.”

Before installing SCP, Securus will import all known attorney numbers from your existing
system and/or a list provided by the State Bar Association into the SCP system. The Web-
based SCP user interface makes it easy for administrators to maintain this database and, as
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always, Technical Support is available 24 hours a day, 7 days a week to assist with any
service needs in maintaining this data. As new numbers are added, the data is updated for
all facilities within the County network.

To further safeguard the system and not record protected calls, Securus offers our
patented Two-party Active Consent application. Two-party active consent ensures that all
recordings of inmate calls are communicated to both parties by requiring the inmate and
the called party to give “permission” to record/monitor the call. If an attorney or an inmate
hears this message, it alerts them that their call has not been marked as private.

6.3.9 Ability to record all non-privileged calls with storage up to 36 months
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Securus will store call recordings for 36 months,

The SCP'S unique, fully integrated recording application works independently of other
products so there is never a need for a third-party manufacturer's product to be integrated
into the system. This allows the facility to deal with a sole-source provider if any issues
arise,

The SCP uses large capacity hard drives, along with RAID (redundant array of independent
disks), that virtually extend the call storage period to meet your specific needs. Recordings
are stored on-line for immediate access for 12 months. The SCP can also burn the
information to CD and/or DVD for additional back up, if necessary.

The SCP can record all calls simultaneously and also allow personnel to listen to a pre-
recorded call, while active calls continue to be recorded—all without loss of information.
The system records the entire conversation from call acceptance to termination of the call.

Call Recording Storage

Securus will store call recordings for immediate access online for the required length of
time, accessed from anywhere/anytime. Call recordings are stored in Securus' centralized
Disaster-Resistant Carrier-Class Data Centers, which are managed under the direct
supervision and immediate hands-on maintenance by trained data center personnel. In
addition, all equipment used to store recordings is monitored by the Securus’ fully staffed
Network Operations Center 24 hours a day, 7 days a week, and 365 days a year.

To provide Knox County with redundancy, SCP writes all recorded calls to two separate
Storage Area Networks, using two separate connections to the different Storage Area
Networks. SCP also writes the recorded calls to offsite copies, archived for disaster
recovery purposes.
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Securus’ SCP provides a unique set of features that uses advanced technology to store
offender call recordings. Traditional premises based calling platforms use local hard drives
that may simply fail and are susceptible to local disasters such as floods, tornadoes,
hurricanes and fires. This created a need for manual backup schemes that are no longer
necessary with SCP. SCP uses ‘SAN' (Storage Area Network) storage. A Storage Area
Network (SAN) is a high-speed special purpose network or sub-network that interconnects
different kinds of mass storage and shared storage devices (such as disk arrays, tape
libraries, optical jJukeboxes, etc.) with associated data servers,

The SAN architecture makes all storage devices available to all servers on LANs (Local Area
Networks) or WANs (Wide Area Networks). The SAN solution not only delivers complete
scalability for a facility's storage requirements, but also supports disk mirroring, backup
and restore, archival and retrieval of archived data, data migration from one storage device
to another and the sharing of data among different servers in a network.

As more storage devices are added to a SAN, they too become accessible from any server
in the larger network. The SAN uses a series of standards to spread data across multiple
drives for additional protection and redundancy. This technology enables the SAN to
deliver not only superior performance, but also fault tolerance to disk failures thereby
ensuring that data is no longer susceptible to loss due to individual or multiple drive
failure. Accordingly, the SAN provide facilities with the ultimate protection against singie
drive, multiple drive, or server failures, and the broad interoperability required for critical
data and application as well as increased security for each call recording.

Within the SAN, the SCP system utilizes (among other storage) a combination of several
RAID technologies including RAIDS, RAID6, and RAID10, which are arranged in such a way
that even if one of the hard disk drives fails during the data recovery process, the systems
continue to be operational, with no data loss.
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In addition, Securus' SAN translates to over four (4) petabytes of storage space and is
continuously monitored and managed through intelligent automated processes and
storage policies, When these very large storage systems approach designated thresholds,
Securus expands capacity to ensure all authorized call records and recordings are retained
in secure, disaster-resistant locations.

Securus’ data centers and SAN storage solutions provide facilities with technology that is:

o Scalable to meet any facility's contractually required storage demands

s Resistant to [ocal disasters through multiple copies stored within the data centers
as well as offsite copies

» Highly available through the unique architecture and design of the data storage
model

+ Partitioned and compressed to run queries faster
+ Secured, protected, and monitored to enable total recall of data

Our advanced inmate calling system can record and store basic call data with the capability
to provide management reports. The length of time the calls are stored is not limited to a
minimum or maximum period. ‘Since every site’s requirements are different, Securus is
happy to discuss the optimal timeframe for data storage with the Facility. All recordings
are stored online as well as on remote copies. Typically, CDRs are stored for seven years.

In addition to the on-line access to call recordings on our fault tolerant SANs, the
recordings are also stored off-site at an environmentally controlled media storage facility
as a disaster recovery measure.
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Recordings can be downloaded from the system in various formats and copied to a CD,
PVD or any drive (such as a removable flash drive) available to the user in widely accepted
formats for portability and may be e-mailed as well, which will also aid in the transition of
recordings to the new contract upon termination,

6.3.10 Ability to burn recorded calls to CD/DVD with user logging of each occurrence
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

SCP provides authorized users with the capability to copy recorded conversation to any
external media device connected to the user's PC such as CD, DVD, mp3 player, or thumb
drive. This feature allows the mobility of recordings for transporting the information to
investigative personnel, court cases, playback on another device, or simply to have a
personal backup of the conversation.

The intelligent recording management folders allow investigators to view the size of the
folder and how that compares to the available capacity of a CD or DVD. This utility also
allows authorized users to move recordings between folders to easily manage their
recording files.

Downloading Calls to External Media
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Audit and Tracking Features

Securus’ SCP’s audit and tracking feature logs all users’ specific activities for investigative
purposes. This feature creates an activity log that can be accessed by specified site
administrators only or by site personnel with authorized security credentials. The system
tracks users' activities to ensure that you have complete control and audit of your system.

The following activities are tracked and logged to ensure that system usage integrity is
maintained at all times:

¢« When users log in to the system

« How long users stay in the system

o Which recordings were monitored or played by a specific user

¢ What the user did with a recording
In addition, changes to custody accounts, personal allowed numbers (PANs), global list

entries, security templates, etc., are also comprehensively tracked and logged for each
event.

6.3.11 Ability to create alerts that can be set as interactive with monitoring, phone
call and/or email notification.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WiTH THIS REQUIREMENT.

The SCP provides an alert system, called Covert Alert. Covert Alert provides the capability to
automatically call, and alert authorized designated County staff and offer live call
monitoring.

The following figure illustrates the SCP user interface screen used to configure the alert
notification.
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Configuring an Alert Notification

Proprietary and Confidential

Ganert {caltschedutes | [oallForwaras ] { Phona Gravps ] {Victusl Groaps

Covert alerts cari be set by PIN,
2 Keturato iai sy phone, or any dialed number under

EGEIZRAL LAL LISTINFABMATION 1 sycin apenseast / investigation {here, 2 dialed
number).

Investigators can then easily enter a
phone or email address that will
re¢eive the alert.

. DIAL DST HOFES (" ssihfnagcind bt

£ COVERT ALERT mmmta}luu
Lact Should e '3 SEF Ustr asetunt BratHans dd Lasriiame,

Covert Alert has the capability to bridge a call to an authorized remote number for those
dialed numbers, phones, or inmates PIN, that are under surveillance by the investigative
unit. The Covert Alert feature allows authorized personnel to monitor a call, from any
designated remote location, while the call is in progress.

After a dialed number, phone, or inmate PIN, is assigned a “covert” status, the user simply
enters a telephone number (such as cellular, home, or office), which is where he or she
wants the call sent to for live monitoring. When a call is placed by an inmate, or to a phone
number, or on a phone that has a covert alert trigger, it is then automatically sent to the
pre-designated investigator phone number(s). A call can be sent to multiple numbers
simultaneously allowing several investigators to listen into the call.

There are no distance barriers to the retrieval process so the remote telephone number
can be located within the facility, or across the country, As an additional benefit,
administrators may continue to monitor this call and other calls, through the on-site
workstation, while utilizing the S-Gate Live Monitor, or remote live call-forwarding feature.
This allows facility investigators to effectively monitor potential illicit activities regardless of
the investigator's location.
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If selected an e-mail is sent to the investigator that notifies the investigator of the date,
time, inmate PIN, originating telephone, and dialed number
immediately after the called party accepts the call. The
following figure provides a sample e-mail alert.

Alert Notification E-Mail
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Subjict: = STSTANE COVERT AERT - 10 TR

A covert alert has bees telggered Indicating a call has been placed fromfto a CALL _PARTY., The
detail of this cdll is as follows:

Phone & 19722770503

Phone: £p 27

Phone Group: General

Temate Name: Adanm Edwards
Innate Aceaunt ¥: 505005959595

Recorded: ¥

for more detall please go to s-t\i\fE B_y logging on to
hteps://cesmandeanter, secyrustech, net/signonkebs .

Investigators can also choose to receive a covert alert via
text message. The text message includes the date, time,
inmate PIN, originating telephone, dialed number, and
indicates whether or not the call has been recorded. The
following figure provides a sample text message alert.

Additional Security Feature

As an added security feature, the investigator will be
prompted for a personal identification number (PIN) when
he or she receives a call from Covert Alert. The
investigator's PIN must be entered and accepted before the
call is connected to the investigator. This feature ensures
that only the authorized person will receive Covert Alert
calls, When the investigator receives a Covert Alert call, he
or she will hear a message such as the following: =

C“Fﬁgi_.i\fl&.ssﬁgﬁ. RN

“This is o covert alert call from fohn Smith, an inmate at Knox County Detention center, To
accept this covert alert call, please enter your investigator PIN now.”

“Barge In”

While on the covert alert call, the investigator can terminate the call between the inmate
and the called party by pressing a predetermined code. In addition to being able to
disconnect the call, the investigator can aiso barge into the inmate conversation and speak
to both the inmate and the called party by pressing a predefined “Barge In" code and
confirming that they want to barge in.
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The confirmation helps to eliminate an investigator from accidently pressing the barge in
code with their cheek.

This “Barge In” capability is available through both Covert Alert and on calls forwarded from
SCP Live Monitor. When live monitoring a conversation, the call can be forwarded to an
investigator cell phone, office phone, or other designation, allowing them to barge into the
conversation using the predetermined barge in code and acceptance digit.

Covert Alert Call Detail Record Report

The Covert Alert Call Detail Record Report allows authorized users to search for calls in
which a covert alert was triggered. The report provides comprehensive detail regarding the
call. The following figure is an example of the SCP user interface calf detail record search
used to create a covert alert report.

Covert Alert Call Detail Report
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6.3.12 Ability to restrict inmate phone usage due to disciplinary infractions through a
feed from jail management system
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Securus’ Calling Restrictions provides a PIN suspension features to assist facility staff in
maintaining control of inmate activity. A single inmate’s PIN or any number of inmates’ PINs
may be suspended for a specified time from either the on-site administrative terminal or
an authorized remote terminal. This suspension feature, frequently used for punitive
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reasons, allows the facility to deny telephone privileges to one or more inmates without
affecting other inmates who share the same inmate telephones. The length of time for PIN
denial is entered and automatically policed, enforced, and released by the system. The
system will automatically reset the PIN to allow calls on the day requested, with no manual
intervention required. This feature allows inmates, if necessary, to make privileged calls
even while on suspension from other calls. Direct manual control of this suspension
feature is also allowed from the on-site administrative terminals or authorized remote
terminals.

6.3.13 Ability to control individual phone stations remotely
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Secure Call Platform (SCP) is a highly featured, flexible, state-of-the-art system
designed to provide our customers with the ultimate in inmate call control, fraud control
and tracking, security, reporting, and investigative capabilities.

SCP's user interface is Knox County’s window to all of these features. Because it is entirely
Web-based, authorized users access the system at any time, from any location. We call this
anytime/anywhere access. This design delivers investigative recordings with digital clarity
and provides easy remote monitoring from any secure Web browser with Internet access.

This system is one of the only single-point-access user interfaces in the industry, built to
allow our customers complete control over their systems in a simple, reliable, secure
environment. Authorized users can easily apply settings and configurations to turn on a
phone to a pod, restrict a phone, change a blocked number, and turn on or off a feature or
application—all in real time. All features are completely integrated and can easily be
accessed with the click of a mouse.

To access the SCP interface, users open Internet Explorer (version 6 or higher) and enter
the URL: https://commandcenter.securustech.net. They then enter a valid user name and
password.

Each user is assigned access rights by the administrator, which allows the County to control
security based on the facility’s clearance objectives. Administrators can limit individual
access to each application, but they can also limit access to each function within each
application. To help manage access, a user log is provided that illustrates the username,
time of access, and modules accessed.

6.3.14 Ability to broadcast information through phone system
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

AlS provides the facility with the ability to broadcast messages to inmates.




6.3.15 Ability to create user groups to allow controlled access levels to system
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Securus’ SCP provides an advanced multi-level password scheme specifically designed to
provide facility administrators with the abitity to assign their own unique levels of access to
individuals who will use different features of the SCP. Additionally there are view and
change options for each module depending on the need of the user.

Manage, Create, Edit, Predefine User Levels in SCP
Proprietary and Confidential
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The administrator may modify the initial access levels and/or create additional levels based
on facility clearance objectives and designated entry to each tool in accordance with this

requirement. A user log is provided illustrating the user name, time of access, and
modules accessed.
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Create New Security Templates
The following figure is proprietary and confidential.
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Additional Password Policy Options

SCP provides users with flexible Password Policy options, enabling administrators to
customize login security to meet their needs. Passwords can be configured by options
such as location, length, days to expire, and even the number of password cycles that must
occur before the password can be used again. Additional configuration options include
reminders for password expiration and minutes of allowable inactivity before session
timeout.

To ensure customized password policies are very efficient to manage, SCP's login screen
also has a “Forgot Your Password” feature. This enables users to reset expired passwords.
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Password Configuration Options in SCP
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Online support for users who have forgotten their password is provided through the
“Forgot Your Password" feature available from the login screen. System security requires
users to provide the correct answers to preset questions before their password can be
reset. Once a new password is created, a confirmation email is sent to the email address
linked to the user ID.

6.3.16 Ability to run reports that give as needed
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Per Addendum 1, issued by the Knox County on June 12, the bullets in 6.3.17 belong to this
section. Sample SCP reports provided in Exhibit A,

Securus’ SCP (Secure Call Platform) has a dedicated reports writer that provides
investigative information based on the call detail records. This sophisticated reporting tool
provides a reporting interface into all calling activities, Reparts can be generated online and
exported in:

+ Excel

e CSV(Comma Separated Values)

# Adobe PDF format
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Users can search and analyze call details on all calls placed from each inmate telephone
through SCP. These details include date, time and duration, telephone number or
origination and destination—if used—inmate ID, reason for termination, and much more.
SCP retains call details on all call attempts. Users can customize the standard reports by
varying search criteria, such as date range, facility, or call length.

SCP provides standard reports with parameter fields that allow the user to define the
information content of each report based on the following criteria options:

« Per phone, per location, and per inmate

+ Destination number (partial and/or full number entry)

+ Date and time range

+ Call frequency

o Calltype (i.e., completed, incomplete, blocked, etc.)

e Number restriction and/or status assignment

e Personal allowed number cross-referencing

e Graphical display of call fluctuation

e Broad search with no data entry

o Suspected fraudulent call activity

s Inmate name

s |nmate PIN, if used, and/or account number

s Prepaid calling card number

« Destination zone (i.e., local, interLATA, interstate, intralATA, international)
The Investigative Reports section compiles the data and opens the information in a report
format, on the workstation monitor. Investigative Reports provides multiple functions for

call playback, copying calls to remote media. Authorized personnel can use this unigque
application to generate a report with little or no concrete information available.

The FCN feature allows investigators to generate a report by entering a frequency
threshoid that instructs the system to search for only those numbers that have been called
a certain number of times throughout the facility. For example, by entering ‘50" in the
parameter field, the system shows only those numbers that have been called 50 or more
times within a designated timeframe. After the report appears on-screen, clicking the
mouse produces a second report that represents all areas of the facility from which a
specific number has been called. Investigators can use this report to analyze data and
determine specific call patterns, detail suspicious activity, and selectively assign a watched
number status to potential fraudulent numbers.

A full set of reports that administrative users need daily, as well as a full set of investigative
reports, makes Securus’ Standard Reports generator anything but standard.
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SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

6.3.17

High Volume Users

{Inmate Call Details

Completed Attorney Calls

Call summary by destination type

CD Recorded by phone number

High volume stations

Alerts

Commission and revenue by station and user
Investigative reports showing shared destination
Credit card payments from suspect accounts
Three way calls '
Frequently called numbers

Suspected call bridging

Calling options

Traditional collect calis

Direct billed calling

Prepaid collect

Real time debt

PREA and TIP Line reports

Ability for inmate to submit a confidential Prison Rape Elimination Act (PREA)
complaint that will be forwarded to an email address or phone texting system.

Securus’ Crime Tip feature is an inmate crime reporting tool that provides inmates with a

secure way to provide crime tips and/or leave contact information for follow-up, if they
desire. The SCP system anonymously records all messages left on the Crime Tip Hotline,
allowing inmates to provide crucial information without being exposed as an informant.

Inmates can choose to report:

Information pertaining to possible criminal activity, including narcotics and

fraudulent activities

A crime that has already taken place
A threat to their safety
Anything that they feel necessary to the investigative staff

The inmate’s identity remains anonymous, or he/she may leave a name for the facility to
reward the inmate for information leading to the successful prevention of a crime, or the

apprehension of any individual caught in the act of committing a reported crime.

The Securus Crime Tip feature includes:

A pre-arranged telephone number (designated by the facility), provided to all
inmates

An option to listen to all or selected recorded messages
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« An option to burn specific information onto CDs for use as evidence

« Away to generate reports of all recorded messages with the date and time of the
message

s Away to leave an anonymous reply message to the inmate

6.3.18 Data protected by true disaster recovery ability and back up technology
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

If a disaster causes a loss of service to the Inmate Telephone System (ITS), in order to
provide consistent and high quality service to customers, Securus is prepared to carry out
emergency response and recovery operations,

Securus' SCP provides facilities with one of the most advanced systems in the industry and
is built to meet any facility's disaster recovery needs, The SCP offers:

¢ Scalability to meet contractually required storage demands
e Resistance to local disasters

» Reduced downtimes with maximum availability

¢ PXd data to run queries faster

Securus has a field support department with more than 150 field service associates
supported by a centralized field dispatch team in support of our national customer base.
The Field Service Technicians (FST) are strategically positioned to support ongoing
maintenance as well as any disaster recovery situations that our customers may encounter.
The FSTs are trained and provided with disaster recovery processes, plans and checklists.
The FTSs are supported by senior technical support resources and engineering in order to
expedite repairs and minimize customer downtime.

Below is additional detail regarding processes that are in place to ensure effective
responses for emergency and recovery operations. In addition, we are also including
information on our preventative and security processes.

Securus System Control & Service Center

[n order to provide protections that effectively lower the risk of loss of data, all data is

- stored in a centralized database and backed up offsite. Our web-based system allows
authorized -users to access the data from any location with an [nternet connection. Securus
maintains the system at the highest level of operability.

Securus’ SCP provides a unique set of features that use advanced technology to store
offender call recordings. Traditional premises-based calling platforms use local hard drives
that may fail and are susceptible to local disasters, such as floods, tornadoes, hurricanes,
and fires. The SCP uses ‘SAN' {Storage Area Network) storage. SAN is a high-speed sub-
network of shared storage devices. SAN's architecture avails all storage devices to all
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servers on LANs (Local Area Networks) or WANs (Wide Area Networks). Data on the SAN is
stored in RAID (Redundant Arrays of Independent Disk) formats, spreading the data across
multiple drives and providing additional protection. Data is no longer susceptible to loss
due to an individual drive failure. Accordingly, SANs provide facilities with the ultimate
protection against single drive or server failures, as well as increased security for each call
recording.

The SCP is co-located in a Telx or AT&T Disaster Resistant Carrier Class Data Center that is
managed under the direct supervision and immediate hands-on maintenance of data
center personnel,

The call detail and call recordings are initially stored for on-line retrieval on multiple RAIDs
in two separate SANs. The system writes all recordings to each SAN, promoting disaster
recovery in case of single disk or entire RAID failure.

Archiving to off-line is automated and managed by robotic tape drives. The facility does not
have to intervene or archive tape libraries. This automation removes the risk of human
error. In addition to the primary 24x7 Network Operations Center (NOC), Securus also
maintains a fully redundant backup NOC at a separate physical location, should services be
disrupted to the primary NOC,

Facility Emergency Response Checklists

Securus has developed procedures (checklists) to protect equipment and personnel in the
event of an emergency situation. Securus will combine efforts between headquarters and
field staff to expedite recovery wherever possible. Securus will carefully coordinate each
checklist with appropriate facility guidelines,

Spare Parts and Inventory Requirements

Securus maintains an inventory of spare parts at our headquarters in Dallas, Texas, and
has distribution agreements with multiple vendors to provide expedited national delivery
service. The corporate headquarters in Dallas, Texas, maintains a standardized emergency
recovery package of frequently used spare parts and equipment that will be available for
shipment to support failure backup efforts at our customer sites, Similar field spare parts
kits are maintained by each of our technical field representatives located throughout the
country.

Response

Response operations will not begin until personnel safety can be assured. Emergency
recovery operations are prioritized by critical facilities and equipment locations. The first
priority is to recover maximum-security institutions and institutions with high inmate
phone usage. The preference of the customer is considered at all times, Field and
headquarters management will ensure that responders are using all appropriate checklists
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and that the preparation for recovery operations is initiated within appropriate response
guidelines.

Emergency Condition Declaration

Securus classifies disasters on a 1-3 level. Level 3 represents a moderate impact disaster
and affects a small localized area. Level 2 represents a disaster that is high-impact and
affects a more wide-spread area, which may include multiple facilities. A Level 1 disaster
represents catastrophic events that are extremely wide-spread or affect a specific region
with many facilities and customers.

The regional field manager or his/her representative, or someone from the customer site,
will contact the Securus headquarters to request a formal declaration of an emergency
condition. Headquarters operations management will establish a conference bridge with
the appropriate participants as soon as possible. If the information gathered from the call
substantiates an emergency status, the emergency response level is determined. The
following table defines the emergency condition levels:

Table: Emergehcy Résponse Condition Le_véls

Full headquarters response and possible deployment
Level 1 of a Headquarters Response Team to the region to
coordinate and assist local recovery efforts.

Headquarters support will provide assistance to the
Level 2 local Recovery Team as required to obtain internal
County support as necessary.

The local Recovery Team will coordinate all recovery
Level 3 operations, Headquarters assistance beyond normal
technical assistance should not be required.

Note: A Level 3 declaration notifies headquarters of the seriousness of an
ongoing recovery effort, and provides the necessary background
information if the local response team lead requests an upgrade to a
higher condition level.

Our corporate headquarters will open a new trouble ticket in our ticket tracking system,
indicating the declared condition level and the date and time of the declaration. All open
tickets pertaining to the ongoing emergency recovery effort will be linked to the new
trouble ticket and closed to ensure that all recovery efforts are recorded against a single
ticket number.

Post-mortem reports are completed for all declared emergency condition levels, Securus
analyzes all post-mortem reports to advance our emergency recovery planning efforts.
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Following the declaration of an emergency condition, the National Service Center will
continue to notify the customer using established notification and escalation procedures.

Timeline Events of Disaster Recovery Operations

Securus i_é_éd rters O _ns"" ible
Emergency Level with Date & Time of Decta
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Securus Platform System Failure Back-Up
Escalation Plan

Emergency Contact Information

Securus will develop and maintain toll-free, 24-hour-a-day, 7-day-a-week emergency access
phone number lists that will be readily available for use during an emergency situation.
Contact information will be updated at regular intervals to ensure accuracy. The National
Service Center will also maintain these emergency contact phone number lists and
coordinate on a regular basis with field staff to ensure that all lists are accurate. In addition,
Securus will develop relationships with local vendors who can support emergency recovery
operations with the required services, supplies, and equipment.

Technical Support

Securus understands that throughout the duration of a critical event, our customers rely
on our support to guide them with minimal loss of equipment and data. Qualified
resources will be available to assist the County. These resources include more than 150
full-time field technicians who can deploy nationwide, and a full list of contacts—up to and
including Securus executives.

We also realize that during a disaster, it may be even more important that inmates and
detainees can stay in contact with their friends and family. To support these end users,
Securus maintains two call centers in Dallas and Mexico that can continue call processing,
even if there is a failure at one location.

Coordination

Coordination of all declared emergencies will depend on the emergency level, Field staff
will coordinate the emergency response to all level 3 conditions. Headquarters will provide
assistance at the request of field management for Level 2 emergency conditions, and will
coordinate all Level 1 emergency efforts.

The field management team will develop mutual agreements with other Securus regions in
the country or with vendors to supply resources, equipment, or manpower. Additional
equipment and personnel may not arrive for several days, depending on available

- transportation, condition of the roadways and airports, and other factors, therefore, field
management will not delay the decision to ask for assistance from other sources.
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Mobilization

Maobilization of a Headquarters Response Team, if necessary, will depend on need, as
determined by the headquarters and field management.

The Headquarters Response Team will be dispatched from Dallas as soon as possible to
assist field recovery efforts. However, field staff will begin recovery operations without

delay.
Emergency Response Teams

Securus will form the following teams to respend to declared emergency conditions. These
teams will include subject matter experts and necessary support staff.

Tabie:Eme_rgé_hc'y Response Teams

Plans and directs local recovery operations.

Field Local Recovery Team _
Staffed by field staff personnel only,

Provides technical support and assistance to local

Headquarters Support recovery teams.

Team
Staffed cross-functionally, as required.

Deployed to Securus local markets to assist local
recovery operations.

The Headquarters Response Team is staffed by
subject-matter experts and ted by headquarters
operations management.

Headgquarters Response
Team

Recovery

Recovery operations may last several hours, several days, several weeks, or longer. Field
staff will continue recovery operations untif critical inmate calling functions have been
recovered and Securus can restore phone service operations to normal call and data
transmission capability. Senior Securus management will, at that time, recall the
Headquarters Response Team and field staff will return to normal operation, Recovery
operations may still continue but emergency operations are no longer necessary and are
not cost effective to maintain.

Throughout emergency recovery operations, the headquarters and field staff record all
recovery actions. Following the resolution of emergency response operations, all recovery
teams and appropriate management submit pertinent information and comments to be
included in the Post Mortem report.
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6.3.19 Commissaryordering
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT

Securus’ Commissary Order by Phone product provides inmates with the ability to order
commissary items using the same inmate telephones used to place calls to friends and
family members.

6.3.20 Vendor will supply laminated calling instructions in English and Spanish to be
placed by each phone installed and will resupply anytime a feature changes.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Securus will supply laminated calling instructions in English and Spanish to be placed by
each phone installed and will resupply anytime a feature changes. The following graphic
illustrates Securus’ calling instructions.

Sample Dialing Instructions in English and Spanish

SECURUS

TG if\H}i (’(qu '

This Call is Beln g Recordéd Hsta Llamada va Hacer-Gravada
DIALING INSTRUCTIONS INSTRUCCIONES: PARA LLAMADA
Press 4" for English Margue 2 para espaitol
Fora:¢éiloctcali, bress "t Parallammadaa cabrarse, mﬁ;'qpe,‘i’
Fara dohit call, press 2" Parallamada de débito, marque ‘2’
TIPS Haotline; press '8’ Paralinea de avisg gécreto, margie "8
Enteryour PIN number Marque sunumero deidentificacion personal .
Enteryourarea cods and phanéniumber i\g ?_;1(1 ;1%’_6&!;1_1“_1111@1’9 defﬁ?l—?‘-f‘ill% s odige ;
You may | hearsilence dli ring th ¢ acceptance of youreall. Vas a oii silencia mientras aceptan su llamada.
Pledse contirugiohod Contiinie esper afido porfaver B
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6.3.21 Vendor will supply user and technical training on system
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Securus provides product training covering all SCP
features in the agreement with the County.

Secvre Call Blatform

Experienced Securus employees conduct all [ _
training through online instructor-led classes and congecting.

hatters.

on-site, one-on-one and classroom training
sessions at no cost to you. We deliver standard
training using both hands-on experience with
your data and using instructor demonstrations to
ensure each trainee understands all SCP
concepts.

Securus training programs enable facility staff to
use all features the first day of installation. Since
products are Web-based, after a two- to three-
hour training session most officers find it easy to maneuver through the features
immediately.

In addition to standard training, Securus will work with you to customize your online
training experience to meet the unique needs of your staff and facility. We offer separate
classes focused on different agency functions such as, creative investigations, well-
organized live call monitoring, and efficient system administration. Training for product
upgrades, new facility staff, or a general refresher course is offered through online
instructor-led courses available twice a month throughout the year—Securus ongoing
training ensures your staff always “stays on top” current and newly released SCP features.

SCP Training Course Modules

Securus is committed to providing your staff with training that will maximize the potential
of the features implemented at your facility. Training courses are in a user-friendly, task-
oriented format to teach your officers what they need to know to do their job. We present
courses in separate modules based on the types of duties officers tend to perform using
the SCP inmate telephone system while expressing the unique features of applications.
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The following table presents the standard SCP training course modules and associated
learning objectives.

SCP Course Modules

Course Module Objective
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SCP Online Help

Securus also provides an online self-help system that is available at all times from a
convenient Help menu accessible through SCP. Trainees can use this online application to
find quick answers to their questions about SCP. Keyword searching offers immediate
access to the information you are seeking, or you can follow the table of contents for a full
learning experience. Step-by-step instructions are designed to help the user to easily
complete work tasks.

Officers can print one topic or the entire help system if a full User Manual is preferred. This
method of “print what you need when you need it" ensures all printed material is updated
with the current release of SCP,

The following figure illustrates the SCP Online help screen

Secure Call Platform Online Help

Proprietary and Confidential

%:9 SECURUS"'

FECHNOLEGES
tmrrictiong abal ndtern Y

*ggd:ih'ngal Produris & Features
Welcome to Secure Call Platform Online Help

onlina Heip Version 3.0

Use this onlina application ta find quick answars te your questions about the Saewra Call Platform™ ( §CP } which s part of the

‘| Secure Call Network™ ( SCN ) suite of applications oifered by Securus Technologies * " This guida offers stap-by-atep instuctions
dasxgnsd with you in mind. Follow these insbuctions when you wank help completing wurk tasks, Onfine Help alse offers a print

#| Featuse that aflows you ta print this documant at your convenience.

| This guide covers:

+ WhaCg Now!
+ Stert

+ Inniatas

+ Pho

s Invastigations
+ Raports

« Workforce

« Administration
+ Reference

Click hera to email Technical Support.

click hera for the "4 Staps o Burn Calls ko a CD" Quick Reference.
click hate for the Windows XP Workstation Qaick Setup Guide.
clidchere for the Windows 7 Workstation Quick Setup Goide.
Click heke for the Secure Call Platferm {ECP) User Manual,

lmi‘if:f igNeed Adobe Reader? Click Here te download!
:, E ‘
[T need £xcal viewar? Click Here to download!

Need QuickTime version 7.1.37 Click Hara to download!

'{_@Copyright Securus Technalagizs, Tnc. snd its affiliates, All Rights Reserved
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The following table presents the SCP self-help online system features and associated
functions:

SCP Online Help Features

Course Module Objective
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6.3.22 Vendor will supply training for facility IT personnel to become familiar with
maintenance on equipment and will provide them with ability to become
certified in any training that vendor technicians are required to have.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Securus will provide training for facility IT personnel to become familiar with maintenance
on equipment.

6.2.23 Phone Equipment Requirements;
+ The system shall be a turnkey system and service
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Our offer includes the installation of all new equipment to the latest generation of the
Securus Secure Call Platform (SCP) inmate telephone system. This.upgrade will be a “turn-
key” solution that Securus will own and maintain throughout the life of the contract. All
additional wiring, cabling, conduit, cross-connects, jacks, plates, and related hardware,
necessary for the system to operate will be provided at no cost to the County. Securus
assigns fully qualified, factory-trained field technicians to inspect shipped equipment, and
install and maintain SCP for the duration of the contract period.

The SCP is unique in the industry and uses revolutionary technology in the area of storing
offender call recordings. Traditional premises based calling platforms use local hard drives
that often fail and requires separate media (such as tape drives} for archiving recordings.
Our offered SCP platform uses ‘SAN'’ storage. Storage Area Network (SAN) is a high-speed
sub-network of shared storage devices, (such as disk arrays, tape libraries and / or optical
jukeboxes). A SAN's architecture works in a way that makes all storage devices available to
all servers on a LAN or WAN. As more storage devices are added to a SAN, they too will be
accessible from any server in the larger network. Data on the SAN is stored in RAID
formats; spreading the data across multiple drives so that data is not susceptible to loss
should any individual drive fail. This provides the ultimate protection against single drive or
server failure and provides security of the call recording, Securus’ SAN translates to more
than 500 terabytes of storage space and is continuously monitored and managed through
intelligent automated processes and storage policies. When these very large storage arrays
approach capacity, we expand capacity to ensure all call records and recordings authorized
for storage through the agreed upon terms of the contract are retained in secure locations.

Additional Options available as described in Part Xli Pricing Schedule are:
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Securus’' THREADS

As an option, Securus will provide Knox County with our new, powerful investigative
software called THREADS, exclusive to Securus and not available from any other provider.

Securus understands the lifecycle of intelligence and investigating communications data
and the challenges investigators, detectives, and corrections facility staff face in both time
and resources, such as the following:

s Pulling reports

s Exporting information

s Sending information to semeone else

s Contacting other facilities for information

¢ Combining all the information together

¢ Receiving information in many different formats

» The daunting task of identifying suspicious behavior in

the information provided to uncover focused leads

Even when key information is gathered, investigators have to
determine where all of the data will go as well as the time
consuming method of analysis.

«  Whatif you had a 24x7 analyst that you didn't have to provide a salary to or
benefits?

s How much time and money would be saved?

e What if you had a sense of liability protection knowing access to the data is
controlled, logged, tracked, and available to only authorized users?

The Securus THREADS product provides the means to answer these questions. The unique
algorithms used within THREADS were designed by real investigators with many years of
experience analyzing communications data and training other investigative units on how to
analyze data.
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THREADS Designers

Robert Lottero and Bryan Shouldice were directly involved in designing how THREADS
analyzes data. Mr. Lottero is a top expert in telephonic investigative analysis. He leads a
group that currently supports the U.S. Department of State, Diplomatic Security Service
(DSS) as a communications intelligence analyst.

Mr. Lottero has been involved in criminal investigations, counter-terrorism investigations,
and counter-intelligence operations for almost 30 years, both as a contract analyst and as a
sworn [aw enforcement officer. He has provided investigative support to the Federal
Bureau of Investigation (FBI), Drug Enforcement Administration {(DEA), Immigration and
Naturalization Service (INS), U.S. Customs, and New York Police Department (NYPD). Mr.
Lottero writes a monthly article for the FBI detailing the latest communication/and
intelligence techniques that he has developed in his investigative work.

Bryan Shouldice is a 30-year veteran of law enforcement with proven expertise in major
case management, intelligence analysis, and international experience in software
development and implementation. As a member of the Royal Canadian Mounted Police,
Mr. Shouldice conducted major case investigations into all types of criminal activities.

He served as the Executive Case Manager and Intelligence Section Head within the
Coordinated Law Enforcement Unit of British Columbia. Mr. Shouldice currently works as
an investigative consultant on high-profile cases in the Vancouver Police department,

Managing Investigative Data

Securus understands that during the course of an investigation, the law enforcement
community is inundated with data. Data is coming from different sources in different
formats with numerous potential leads that can be followed. Each lead potentially creates
many more leads to be followed,

We understand investigators are quickly overwhelmed with the amount of information
they must analyze as well as the time and resources required to manage, retrieve, and
analyze the data to identify those leads that are most likely to uncover impottant
information.

115




Sources of Information

Corrections Data External Data

All corrections data (such as call records, phone numbers, billing name and address) is
automatically and fully integrated with THREADS the moment THREADS is enabled. All
other sources of data are imported into THREADS and analyzed together to automatically
build an investigation.

For example, THREADS will uncover calling patterns that lead to a high probability an
inmate has a cell phone. That cell phone is confiscated and the information pulled from it
using a Cellebrite UFED device or something similar. This information is then uploaded into
THREADS and that valuable data is analyzed with the corrections communication data to
uncover an inmate’s plot to escape or run an organized crime syndicate from inside the
facility.

After determining a suspect on the outside of the facility is involved and mapping out the
address, the investigator acquires the public phone records and imports that information
into THREADS which is again, analyzed with all the other
gathered information. This all takes place in one location,
with one tool, and is completely integrated with Securus
SCP data.

Securus has the most widely used platform in the industry,
with approximately 2,200 facilities installed, over 1 million

inmates served, literally petabytes of intelligence data, and
over 1 million calls processed per day. This valuable data is
integrated directly into THREADS and could be available at Knox County’s fingertips.
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Powerful, Accurate, Easy to Use

THREADS is a powerful, accurate, easy to use, intuitive tools that will automatically analyze
investigative data such as inmate communication records, public phone records, and data
from confiscated cell phones to automatically generate focused leads for investigators.
Leads can include suspicious calling patterns, inner circles, communication events to
numbers on a bounce list, associations between multiple inmates, their correlation to
called parties, and much more.

Additionally, this powerful software provides dayroom-based analysis that discovers leads
irrespective of the PIN number being used by the inmate and common contact reporting
showing inmates who are facilitating communications between different areas of the
institution. <<client>> investigative staff can easily uncover patterns of fraternization
between inmates and correctionat officers, discover common contacts between inmates
and called parties, and customize the information and reporting to filter out irrelevant calls
such as girlfriends or legal counsel from analysis.

e SRR S e THREADS will detect criminal organizations being run
P from within jail, detect three-way calling patterns when
o - multiple inmates are talking to one called party at the
S N same time, find associations of multiple called parties

; basedon who is calling them, and identify inmates

. who possibly have a cell phone based on calling

i - i Bl patterns. For instance, if an inmate makes six calls per
day, every day, but then ail the sudden doesnt make any for a week, it is possible they have
another form of communication such as a cell phone,
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Graphic Representation

All information is presented graphically as well as textually such as the example presented
in the following figure.

Activity and Hole Detection

Proprietary and Confidential
Prisoner #1; SUB-0008 3446889
January 27, 2008 04:09 PM - September 04, 2008 04:42 PM

AN N
Low Acthity High Hale
Baredan chuaks ol 2. 15 Days.
Lliote

Timeline charts and graphical analysis make it easy to reveal periods of high-intensity
calling and other calling patterns on a graphical and interactive timeline. This technology
identifies the inmate even if the calls are masked by another inmate’s PIN and eliminates
the human intervention by receiving actionable intelligence at the push of a button.
Additionally, THREADS allows you to set up automated notifications, which will e-mail an
investigator when information is found.

THREADS analyzes data for investigators and provides interactive visualization tools to
produce easy-to-understand analytical reports, charts, interactive graphs, maps, and builds
a case and presentation view that can be used as evidence in a criminal trial.
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Investigative Benefits for Knox County

o Cell Forensics Analysis
¢ Identify Accomplices

« Inmates contact people on the outside indirectly, Identify who they are “really”
contacting

« |dentify linkages

¢ Identify an inmate's inner circle

« Identify associated gang members

» |dentify inmates communication within jail

¢ Find unigue patterns in communication data

o Combine all the data into a single system to analyze

Harvest all of this information with enhanced reporting tools

Securus’' THREADS is an exclusive investigative technology that no other provider can offer
to the correctional industry. THREADS wilt be available as an optional product and
empowers Knox County with the latest in investigative technology and one of the most
powerful tools in the intelligence community,
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L ocation Based Services

With Securus’ proprietary Location Based Services (LBS), Knox County can determine the
true location of a cellular phone. LBS provides the following benefits to your facility:

» Provide the called party’s true location at the time of an inmate’s call via a link in the
call detail record (CDR)

¢ Establishes a “Geo-Fence” perimeter around a location to notify investigators when
an inmate calls a cell phone that is within the geo-fence

o Identifies the real-time location, on-demand, of a suspect’s cell phone (with
appropriate warrant documentation)

Reports generated from the CDR contain an icon that identifies calls to a wireless number.
LBS provides an additional link that maps the location of a wireless number when the

inmate placed the call.




Geo Fencing

With geo-fencing, Knox County can set up a perimeter around County facilities that
identifies when an inmate calls a cell phone that is located within that perimeter at the time
of the call. Geo-Fencing can generate a Covert Alert notification to investigators that allow
them to act quickly on real-time information. This valuable capability helps protect your
perimeter and is helpful in preventing escape attempts.

Geo Fence Management
o Proprietary and Confidential

Cradiiiey
£ SEOT ORI

Covert Alert connects a call to an authorized remote number for dialed numbers, phones,
inmates PIN, or geo-fence perimeters that are under surveillance. Authorized personnel
can monitor a call from any designated location, while the call is in progress.

The investigator enters a telephone number (such as cellular, home, or office), which is
where he or she wants the call sent to for live monitoring. When a call is placed by an
inmate that meets the Covert Alert trigger criteria, it automatically routes to the pre-
designated investigator phone number(s). A call can be sent to multiple numbers
simultaneously allowing several investigators to listen into the call.
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Covert Alert on Geo Fence Perimeter

Proprietary and Confidential

Real-time Location Services

Real-time cell phone location identifies the location of a suspect's cell phone, in real-time,
regardiess of whether a call is in progress. This feature will aid investigators, with
appropriate warrant documentation, in locating persons of interest faster and requiring

fewer resources.
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Continuous Voice Verification

Investigator Pro is a powerful evidence-gathering and investigative analysis tool. It uses
unprecedented state-of-the-art technology to “recognize” the voices of inmates over
telephone calls and exposes inmates who try to hide their identities to engage in criminal
activity.

The system’s easy-to-use dashboard automatically collects and analyzes a vast amount of
information that would otherwise be labor-intensive to gather and interpret. This
breakthrough technology stands to dramatically change the way evidence is gathered,
shared, and used in the investigation and prosecution process. The Investigator Pro system
provides the highest level of integrity, efficiency, and demonstrated effectiveness as an
evidence case-management tool.

One of the modules of the system is the CallPlayer Pro. This playback s'ystem gives you the
power to play and annotate calls faster, with less duplication of effort.

Not only will the Investigator Pro assist investigators in identifying which calls should be
targeted to review, it also provides a sophisticated playback system with the power to play
and annotate calls faster, with tess duplication of effort.
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The system provides the following features:

« Ability to separate recorded voices and select only one voice to play back at a time
» Speed or slow a conversation or single voice within a recording
» User friendly playback module with intuitive buttons

« Saves time, allowing for more productive use of staff time, better distribution of
staff resources, and cost savings

o Report feature allows for supervisory oversight, accountability, and assessment of
your staff's investigative skills and activities '

Continuous Voice Verification with Investigator Pro

Investigator Pro’s advanced voice identification technology
was originally developed for the U.S. Department of
Defense (DOD). The DOD was facing a huge challenge,
which was to find terrorist phone calls out of the millions
of phone calls made every day to and from the United
States. The DOD contracted with a major U.S. technical
university with some of the best voice analysis engineers © proven

in the world to find a way to detect the phone calls. Overa  "S\SiSa
12-year period, the engineers created a system to :
automatically monitor and analyze millions of daily phone

calls and then delivered a cutting-edge solution; today, this solution helpé protect the U.S.

Investigator Pro analyzes inmate call voices immediately after the call has been completed.
Alerts are instantly available in the real-time status screen at the completion of each voice
analysis. Every second of each call is analyzed. Investigator Pro does not use intermittent
verification because this type of identification allows inmates to converse undetected by
passing the telephone when the verification is prompted.

Through its relationship with this university, JLG Technologies was granted an exclusive
license to bring this revolutionary technology to the corrections community. Securus is
pleased to offer this technology option to the County,

Anatomy of Investigator Pro™

Investigator Pro comes with an advanced Call Player, multiple reports, and even an
interactive dashboard—all designed to provide investigators with the tools they need to
expose inmates who try to hide their identities to engage in criminal activity. The modules
in Investigator Pro include:

e QuickFind™—Puts critical information at your fingertips

s Voice Search™—Find calls where inmate’s voice is found

¢ CallFinder™—Filter calls based on dozens of criteria




« MyCallReview™—Return to the calls important to you

¢ Suspicious CallFinder™—Find all high-suspicion calls

e NoteManager™—View, filter, and create notes on calls

¢ ReportMaker™-—Run reports on various telephone system abuses

s Stats—View key messages and monitor analysis progress

Sample Investigator Pro Modules

Proprietary and Confidential
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s The vendor shall provide non-cein, inmate telephones composed of durable
equipment suitable for jall environments.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THiS REQUIREMENT,

Securus’ inmate telephones are the strongest and most reliable units available, and are
designed specifically for the prison environment. The following information is the
manufacturer-provided telephone specifications.

The Industry Standard

The Wintel® model 5010 phones are the overwhelming choice for state prison systems, the
Federal Bureau of Prisons, county, and city facilities nationwide because of their proven
reliability, durability, and flexibility.

Features/Options

The proposed phone models include the following features:
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« Cold rolled stainless steel provides rugged vandal resistant telephone housing
designed for inmate use

« Confidencer technology, built into every dial, filters out
background noise at the user's location, allowing better
sound to the called party

« All-in-one electronic dial features modular incoming line
and handset connections for quick maintenance.

s Carbon {HS) and DuraClear® (DURA) Handsets have
separate 4-pin connections

¢ Heavy chrome metal keypad bezel, buttons, and
hookswitch lever withstand abuse and vandalism

¢ Armored handset cord is equipped with a steel lanyard
(1000# pull strength) and secured with a 14 gauge retainer
bracket for maximum vandal resistance

» Handset has sealed transmitter and receiver caps, suitable
for heavy use and abuse locations

¢ Pin-in-head security screws minimize tampering
» Hearing aid compatible and FCC registered US: 1DATEOSBITC-254, |1C: 3267A-ITC254

e The vendor equipment shall comply with FCC regulations.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Securus complies with all FCC regulations.

» The proposed equipment and system shall be expandable to meet future
needs as growth occurs.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

As a centralized, non-premises-based system, the Securus SCP is readily expandable to
accommodate the growth of any size facility.

s Vendor equipment shall include power backup system in the event of
temperary commercial power foss.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Securus will provide Knox County with a turnkey system and service. We will provide non-
coin, inmate telephones composed of durable equipment suitable for jail environments
that fully comply with FCC regulations. The proposed system and service will be
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expandable to meet future needs as growth occurs, Securus will include power backup
system in the event of temporary commercial power loss.,

Our offer includes the installation of all new equipment to the latest generation of the
Securus Secure Call Platform {SCP) inmate telephone system. This upgrade will be a “turn-
key” solution that Securus will own and maintain throughout the life of the contract. All
additional wiring, cabiing, conduit, cross-connects, jacks, plates, and related hardware,
necessary for the system to operate will be provided at no cost to the County. Securus
assigns fully qualified, factory-trained field technicians to inspect shipped equipment, and
install and maintain SCP for the duration of the contract period.

The SCP is unique in the industry and uses revolutionary technology in the area of storing
offender call recordings. Traditional premises based calling platforms use local hard drives
that often fail and requires separate media (such as tape drives) for archiving recordings.
Our offered SCP platform uses 'SAN’ storage. Storage Area Network (SAN} is a high-speed
sub-network of shared storage devices, (such as disk arrays, tape libraries and / or optical
jukeboxes). A SAN's architecture works in a way that makes all storage devices available to
all servers on a LAN or WAN, As more storage devices are added to a SAN, they too will be
accessible from any server in the larger network. Data on the SAN is stored in RAID
formats; spreading the data across multiple drives so that data is not susceptible to loss
should any individual drive fail. This provides the ultimate protection against single drive or
server failure and provides security of the call recording. Securus' SAN translates to more
than 500 terabytes of storage space and is continuously monitored and managed through
intelligent automated processes and storage policies. When these very large storage arrays
approach capacity, we expand capacity to ensure all call records and recordings authorized
for storage through the agreed upon terms of the contract are retained in secure locations,

Uninterruptible Power Supply Facility Backup

Securus will maintain an uninterruptible power supply (UPS) backup for the equipment
installed on County premises. Securus commonly uses Powerware 5115 UPS, which
eliminates spikes, sags, surges, transients, and all other over/under voltage and frequency
conditions, providing clean power to connected critical loads.

Powerware 5115 upPs

The Powerware 5115 rack mount UPS is a high-density power quality and backup power
protection solution ideal for servers, storage systems, network equipment and other critical
devices. Delivering basic surge protection and backup power, the Powerware 5115 rack
mount UPS additionally offers the best UPS power protection against five of the nine
common power quality problems. The slim design and wide range of UPS system
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installation possibilities make the Powerware 5115 rack mount UPS the most versatile UPS
power quality solution available.

Calls In Progress

The Integrated Access Device (IAD)s and uninterruptible power supply (UPS) maintain all

currently ongoing telephone calls for up to 30 minutes while blocking any additional cail

attempts after the event. After 30 minutes, the system powers down to a quiescent state
that allows it to resume full operation automatically after commercial power is restored.
After power is restored, the system immediately restores call processing.

When commercial power is lost, there is no change in the operational characteristics of the
system, If commercial power is not restored prior to exhausting UPS power, the system
terminates all calls in progress and shuts down. If commercial power is restored prior to
exhausting UPS power, no change occurs in the operational characteristics of the system.
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PARTVHl INMATE COMMUNICATIONS (KIOSKS/TABLETS)
Detail your company's inmate communication module as specified in Section 6.4,

Detail each Subsection as to your company’s ability to provide the requirements. If
Subsection is under development, detail when it will be available and any required testing.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

6.4 INMATE COMMUNICATIONS (KIOSKS/TABLETS): In-Pod Kiosks:
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

6.4.1 Kiosk will provide access to Video Visitation. Visitation will be available by
scheduling at least 24 hours prior to requested time by visitor. All Video Visits
will be recorded and available for live viewing or recorded viewing. Al
recordings will be available for transfer to portable media (CD/DVD)

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends currently provides this functionality to
KCSO and will continue to provide this feature as
part of the response to this bid. Tech Friends video
visitation solution supports both onsite and remote
visits. The scheduling module integrates and
coordinates visits regardless of whether they are
onsite or remote. Recordings are availabie for live
viewing via the jailatm.com website by officers with
appropriate access levels. In addition, the recordings
may be downloaded for distribution to the
appropriate agency. These recordings may be transferred to any portable media device
(CD/DVD, thumb drive, Dropbox, etc.). The figure below illustrates the officer interface to
view and download videos. When the “Request Video” button is clicked, an email will be
sent to requesting officer when it is ready.
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Nama or Il
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6.4.2 Kiosk will provide access to commissary ordering
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends currently provides this functionality to KCSO and will continue to provide this
feature as part of the response to this bid. The following screenshots illustrate the
functionality and ease of use. No inmate training is required.

6.4.3 Kiosk will provide access to current charges, bonding amounts and future
court dates (retrieved from jail managementsystem).
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The current Archonix JMS to Lockdown™ interface includes bonding information. This
interface will be enhanced to also include the charges and future court dates. The inmate
will access this information via Tech Friends Titan touchscreen kiosk and via the tablet
solution.
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6.4.4 Kiosk will provide access to grievance system.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends currently provides this functionality to KCSO and will continue to provide this
feature as part of the response to this bid. This solution has been heavily customized to
match KCSO ACA compliant grievance flow.

6.45 Kiosk will provide access to inquiry workflows including phone system and kiosk
complaints, Classification inquires, Programs information, Sentencing
information, and request for T.D.D./V.R.S. usage.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends has provided customization of kiosk inquiry system over the past 2 years.
Tech Friends will continue to provide the requested functionality as well as additional
inquiry workflows should those needs arise.

6.4.6 Kiosk will provide access to medical sick call requests
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends currently provides this functionality to KCSO and will continue to provide this
feature as part of the response to this bid, Due to the high level of integration, the system
will also offer the ability to charge inmates a co-pay based on the medical request. This
feature will eliminate the need to manually enter these charges.
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6.47 Kiosk will provide access to inmate handbook and orientation video.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends currently provides this functionality to KCSO and will continue to provide this
feature as part of the response to this bid. Tech Friends handbook and orientation video
have an important setting that forces inmates to (1) view the material and (2) confirm that
information was understood. Reporting on the inmate agreement is available, If
handbook or video is updates, inmates will be required to reaffirm agreement.

6.4.8 Kiosk will provide access to Confidential Prison Rape Elimination Act (PREA)
Complaints and PREA Education Video. PREA complaints must be forwarded to
PREA staff via email and/or text.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends has provided a customized PREA workflow available via the kiosk systerm. This
workflow satisfies this requirement. Tech Friends will continue to provide the current
functionality with refinement as prescribed by KCSO. The PREA video, like the Inmate
Handbook and Orientation Video, can be made “mandatory”. This forces inmates to watch
and agree that they have seen, before using the kiosk (or tablet).

6.4.9 Kiosk will provide access to Law Library accounts provided by agency.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends currently provides this functionality to KCSO and will continue to provide this
feature as part of the response to this bid. However, should KCSO change providers, Tech
Friends will work with new provider to ensure that offering is available on kiosks.

6.4.10 Vendor must provide at least four kiosks per housing unit.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends will provide up to ninety one inmate kiosks, 11 family facing kiosks and &
mobile kiosk units as part of the response to this request for proposals.
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6.4.11 The system shall adhere to generally accepted accounting principles and
provide a complete audit trail of all transactions. Audit trail reports should
include operator identification, date of all entries, and updates to records.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends has worked with KCSO staff over the past two years to develop specific
reporting requirements for kiosk activities. These features will be provided as part of the
response to this bid process.

6.4.12 The system shall provide a series of reports as specified by the County, inciuding:
detailed weekly invoices, cash reconciliation, and records of charges to inmates
for other services, such as medical, and haircuts.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH TH!S REQUIREMENT.

Tech Friends currently provides this functionality to KCSO and will continue to provide this
feature as part of the response to this bid. Inmates may view their entire account history
via the “My Account” icon on the Titan kiosk.

6.4.13 The system shall provide various levels of security, including password control.
These levels will have the capability to be customized by the jail site manager.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends currently provides this functionality to KCSO and will continue to provide this
feature as part of the response to this bid. Access levels are configurable by users with
proper credentials and admin access levels. The configuration settings are accessible via
the jailatm.com web portal.

6.4.14 The vendor shall install the system, train County personnel, provide remote
support to maximize utilization and minimal down time of the inmate accounts
system. The vendor shall provide continuing support for the software and
hardware throughout the length of the contract. Support is to include updates
and enhancements to the software.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends and/or Securus will provide installation of additicnal kiosks. Training
requirements are minimal due to KCSO familiarity with deployed system. Tech Friends will
provide all replacement hardware and software updates at no cost for the life of the
contract.
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6.4.15 Successful proposer will provide the following as kiosk (wall
mount/portable/handheld) equipment:

e Ajail environment grade hardened steel enclosure wall mountable
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THiS REQUIREMENT.

Tech Friends Titan kiosk is the safest and most secure in the corrections industry. The
custom bracket design has a pull-off strength of 2000 LBF. Titan kiosk has not been
compromised in the 4 years that they have been deployed.

» Ashatterproof (15 minimal) LED/LCD touchscreen monitor
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends 17" Titan kiosk has the most shatterproof screen in the corrections industry.
In fact, with over 1200 units deployed over 3 years, we have NEVER had a screen broken or
shattered.

s A High Definition camera
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Logitech €920 HD camera is used in all Tech Friends Titan kiosks.

s Onedetention grade audio handset per kiosk
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends uses the same detention grade audio handset as used with inmate phones.

+ Assembly from non-proprietary, off-the-shelf components
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

To ensure ease in providing replacement hardware, Tech Friends only uses non-
proprietary, COTS components,

+ Enclosure shall prevent tampering by inmates
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Without a metal tool, the Titan cannot be compromised. The self-cinching bracket/kiosk
locking mechanism, ensures a tight fit to the mounting surface preventing unauthorized
access. '
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¢ Enclosure shall prevent accidental/intentional spill of liquid from entering
kiosk

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Accidental and/or intentional spillage is limited by the design of Tech Friends Titan kiosk.
The top of the kiosk is sloped so that the unit cannot be used in a “table top” fashion. The
units self-cinching mounting design ensures that any liquids are channeled away from
sensitive hardware components.

¢« No internal components or wiring shall be accessible by from the outside of
the enclosure.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends Titan kiosk satisfies this requirement as no internal components can be
accessed without specialized tools.

+ The kiosk shall be powered by 110 VAC
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends Titan kiosks satisfy this requirement.

o The kiosk shall be designed to provide adequate cooling for proper cooling
of the computer inside,
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Titan kiosks have been tested and monitored to ensure that secure enclosure has no ill
effects on computer reliability.

¢ The kiosk shall be mountable to a wall using a bracket system that secures
it to a wall.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends Titan kiosk features a custom bracket/kiosk mounting system. The bracket
has a pull-off strength of 2000 LBF.

« Vendor shall provide kiosk software including operating system and all
software upgrade shall be free of charge.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends will provide all software upgrades (operating system and kiosk software) at no
cost to KCSO.
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s The successful bidder will provide 91 resident kiosks, 11 remote visitation
kiosks, and six portable kiosks.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends agrees to provide up this number of kiosks.

s Portable kiosk shalf be constructed of same durable materials as wall
mounted kiosks,

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends portable inmate kiosk solution offers the same detention grade construction
as the Titan wall mounted unit.

« Portable kiosk shall contain
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Per Addendum 1, issued by Knox County on june 12, this bullet is omitted from the RFP.

« Portable kiosk shall be able to operate on either a wire connect or wireless
internet system.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends mobile units can be used in wireless mode or can be connected to a local
Ethernet port for access to the network,
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s Portable kiosk shall contain retractable power cord of at least 15 feet in
length and/or provide a battery backup system.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends mobile kiosks currently have a 30’ retractable power cord. Tech Friends
agrees to provide UPS (uninterruptible power supplies) with all mobile units.

Handheld device {tablets)
6.4.16 Vendor will provide handheld tablet technology that allows inmates to

remotely use all kiosk features via secured wireless connection. Vendor will

provide wireless internet infrastructure. Handheld devices may also include

entertainment options that may be charged on usage or per minute basis.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.,

Tech Friends will provide its InTouch mobile kiosk solution to satisfy this requirement. The
inTouch mobile kiosk (shown below)
features a windows-based tablet with
customn case and charging solution. The
units operate wirelessly and feature
entertainment choices. All features,
including entertainment selections, may be
used by all inmates for a limited amount of
time each day. In addition, if an inmate
wishes to rent the tablet for 24 hours, he or
she may do so for a fee.

6.4.17 Vendor shall supply tablet devices that will offer the same functionality as wall
mounted kiosks.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends InTouch mobile kiosk solution contains all the functionality of the wall-
mounted kiosks. In addition, the mobile kiosks also offer the entertainment choices.

6.4.18 Tabletswill also offer inmates the ability to access approved games, music,
books, and movies for a charge.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends InTouch mobile kiosk currently offers games, tunes and GED testing
information. Movies, books, news and sports content are currently being analyzed for
integration into the platform.
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6.4.19 Vendor wili supply a wireless network that will allow access to same network as
other kiosks.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends will provide wireless access points (WAPs) to connect InTouch tablets to kiosk
network,

6.4.20 Vendor will supply one (1) tablet per every four (4) inmates.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends agrees and will provide tablets at a ratio of 1 tablet per every four inmates.

6.4.21 Thetabletsolution should have the capability of displaying current and/or future
educational content, Please describe the devices current capabilities
regarding educational content, and what the bidder is willing to offer
regarding educational content.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends tablet solution currently offers access to
GED testing options. We understand that the KCSO
currently offers educational programs to inmates. Tech
Friends will work with KCSO to determine the best way
to transition some (or all) of the current content to the
tablet to more efficiently meet KCSO educational
objectives.

6.4.22 The tablets should provide the ability to provide content options for inmate
self-improvement, including personal finance, employment, national news,
and learning options.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends InTouch tablet is fully customizable. Tech Friends will work closely with KCSO
personnel to determine the proper mix of content (educational, self-help, religion and
entertainment),
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6.4.23 Vendor will supply a wall or desk mounted storage system that allows for tablets
to be recharged preferably by wireless manner,
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends InTouch tablet is charged wirelessly using our customized charging solution.
The charging solution is shown below. Customized case ensures that tablets are placed in
charging unit correctly as the units will only fit one way. The tablet charging time is 2.5
hours. This is the fastest wireless charging capability offered in the corrections
marketplace.
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PART VilI INMATE VISITATION

Detail you company's inmate visitation module as specified in Section 6.5.

Detail each Subsection as to your company’s ability to provide the requirements. If
Subsection is under development, detail when it will be available and any required testing.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

6.5 INMATE VISITATION: The vendor will offer a system that allows for families and friends
to schedule video visitation with inmates.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

6.5.1 Thevendor will offer a flexible schedule that KCSO can update at any time.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.
Tech Friends video visitation solution meets this requirement. This feature allows
certain housing units to be associated with given days and hours. The associations
may be modified at any time by KCSO personnel with proper access [evels. One
common usage case is to eliminate visitations on a holiday.

6.5.2 The video visitation schedule will allow for inmates to receive two (2) each
thirty (30) minute visits per week.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.
Tech Friends video visitation solution currently provides this functionality and will
be included as part of this offering.

6.5.3 All visits will be available for monitoring live and will allow staff to interrupt,
end, or interact with visit.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.
Tech Friends video visitation solution meets this requirement. Officers with proper
access levels may monitor, interrupt call, end call or interact with both inmate and
visitor

6.5.4 Allvisits will be recorded and available for playback or transfer to portable
media as needed (DVD,CD)
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends video visitation solution allows all visits (both internal and remote) are
available for playback at web based administration site, Each video visit can also be
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downloaded to a local drive and copied to any media device (another hard drive,
DVD, CD, or stick drive).

6.5.5 The vendor will supply storage for all video visits that allows for viewing or
transfer of video within 180 days.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends currently policy is to retain recordings for 90 days. Tech Friends

agrees to extend the time period for recordings to 180 days. At which time, videos
will be made available to KCSO prior to deleting,

6.5.6 The vendor will allow for visitors such as attorneys to be allowed privileged
user status that not record,
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.
Tech Friends video visitation solution currently provides this functionality and will
be included as part of this offering. KCSO will be responsible for designating visitor
accounts as privileged.

6.5.7 The vendor will supply reports that allow for statistics of inmates and visitors
usage of system.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.
Tech Friends has developed custom reports for KCSO with regard to visitation.
Should additional report customization be needed, Tech Friends will provide as part
of this bid.

6.5.8 The vendor will offer at home visitation for an affordable fee. These visits will
be set up on a web sight managed by the vendor. Remote visits should be
available to friends and family via home computer, tablet, or smartphone
(Apple 1OS, Windows, Android).

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.
Tech Friends remote video visitation fee is $6.00 per 30 minute visit for scheduled

visits and $0.20 per minute for on-demand visits. Tech Friends solution is currently
. available on windows-based systems; however, smartphone and tablet apps are

planned to future deployment.
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6.5.9 The vendor will allow for free on site visits via vendor supplied pubic kiosks.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.
Tech Friends onsite video visitation is free to the public. Eleven (11) family-facing
units will be available for this purpose.

6.5.10 The vendor will provide interaction with inmate disciplinary systenﬁ to allow
suspension of this service for specified times.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.
Tech Friends currently provides this capability. The “No Communication” restriction
is managed identically to all other restrictions. The length of the restriction can be
Speciﬂed (number of days or a calendar date) at which point the restriction is
automatically removed without further user intervention.
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PART IX  ELECTRONIC MESSAGING

Detail you company’s electronic messaging module as specified in Section 6.6

Detail each Subsection as to your company’s ability to provide the requirements. If
Subsection is under development, detail when it will be available and any required testing.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

6.6 ELECTRONIC MESSAGING: The vendor will offer a system that allows for inmates, family
and friends to communicate via electronic messaging.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

6.6.1 The vendor will offer a system that allows inmates to initiate a message for a
nominal fee to a family member or friend.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.
Tech Friends is currently providing this capability to KCSO. Tech Friends agrees to
charge no more than $.50 per message. Tech Friends messaging system allows the
inmate to purchase the message or to request that the receiving family member
fund the messaging exchange.

6.6.2 The vendor will also allow for messages to be initiated by family and friends via
supplied website for a fee.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.
Tech Friends is currently providing this capability to KCSO, By accessing the
jailatm.com website, friends and family may select the Knox County facility and the
desired inmate to which they wish to correspond.

6.6.3 All messages will be available for reviewing by authorized staff anytime.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Tech Friends messaging system archives all messages allowing for review of all
inbound and outbound messages.
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6,6.4 Messages will be available for download for investigative purposes
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.
Tech Friends system allows all messages associated with a given inmate over a
given time period to be downloaded and compiled into a single PDF file that can be
saved locally or emailed to another party of interest.

6.6.5 The system will provide keyword searches and filtering of ali messages. The
system will allow queues to be set up for monitoring the messages of
individual inmates for investigations.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.
Tech Friends system supports a keyword dictionary that is compared to all inbound
and outbound messages. Should a message contain a keyword, the message is

flagged to allow officers an opportunity to investigate correspondence.

6.6.6 The vendor will provide interaction with inmate disciplinary system to aliow
suspension of this service for specified times.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.
Tech Friends currently provides this capability. The “No Communication” restriction
is managed identically to all other restrictions. The length of the restriction can be
specified (number of days or a calendar date) at which point the restriction is
automatically removed without further user intervention,
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PARTX  ELECTRONIC MEDICAL RECORDS

Detail your company’s electronic medical records module as specified in Section 6.7.

Detail each Subsection as to your company's ability to provide the requirements. If
Subsection is under development, detail when it will be available and any required testing.
Detail your company’s approach in securing records pursuant to HIPAA Regulations.
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT,

6.7 ELECTRONIC MEDICAL RECORDS: Shall be designed specifically for Corrections to
ensure continuity of care from admissions to discharge, Preferred systems must fully
integrate with Inmate Management system and include the following features:

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Uniek EMR was designed specifically for Corrections and continues to evolve with

input from Corrections medical staff. Uniek EMR is HIPAA compliant and meets the

challenges of efficiently delivering medical care to inmates (both adult and juvenile)

cost effectively. As a medical records software designed exclusively for corrections,

Uniek EMR has become the fastest growing correctional EMR in the market today.

The success of the Uniek EMR can be credited to its ease of use, web-based
configuration, workflow and feature/functionality designed to correctional SOP's,
easy customization, such as; drag and drop form building, custom protocols,
automated templates and more.
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From initial intake assessments through eMar and eTar, until final release, with
Android smart device applications for IVR, Sick and PREA calls, Uniek EMR
proactively manages risks, streamlines facility operations, and offers benefits to
counties, staff, and the inmates they care for.

*  Physical
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

The Uniek EMR provides a full set of features to automate and document the process of
conducting inmate physicals.

* Intake and medical Screening
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT,
Uniek EMR medical, dental, and mental assessment forms (screens) are designed to
be created and maintained by KCSO without programming intervention by Securus.
These forms are developed using our ‘Drag & Drop’ feature that puts the power of
developing a screen in the hands of the agency.

* Chartin

SECURUS HAS REgi), UNDERSTANDS, AND WILL COMPLY WITH THiS REQUIREMENT,
Flectronic inmate charting is managed through the ‘Inmate Chart’ icon. Key
features of charting include; integration with JMS so medical care is visible to jail
personnel in real-time and vice versa. If an inmate requires medication due to a
chronic illness, such as, diabetes; vitals, medications and any other medically
approved treatments are recorded with user/date/time stamp when they are
administered.

Seen helow is a screen shot of an inmate chart, Information is organized for ease
of use and navigation. Information captured during booking through XJAIL is visible
on the top section. Tabs below give additional inmate data; Address, Booking
History, Contact, Alias, Employment, Emergency/Guardian, Allergy, Attorney,
Guarantor/insured By, Providers, Insurance, KOP, Identifications, Privileges/Test,
Communicable Disease, Billing Agency, Alerts, Hospitalization, Chrono Details,
Secondary Language, Smoking Status.
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On the left hand side of the screen is a list that may or may not have actionable
items. These are indicated with numbers in parenthesis. '

Workflows are displayed on the very bottom of the chart. Role-based workflows
defined by the facility, is a standard feature in Uniek EMR. Reviews and approvals
move documents through standard approval processes, protocols and tempiates
established by the facility.

Penicillin oe!lagepus_ellerov! Rash | - 7 | sr612004 11ts9ns Al site Admin B

* ePrescriptions

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.
Administering medication is managed in Uniek EMR from the initial script written by

a medical professional for an inmate (electronically signed), to creating an order to

fill the script by an approved pharmacy, to receiving the order from the pharmacy
into inventory by type, to QA, to preparing the medication for pilf run, pill run/med
pass, to returning any non-used medication or date expiration medication (if
appropriate), to returning inventory to the pharmacy or in-house inventory
locations, to automatic prescription refills.

Currently, Archonix has interfaced with several pharmacies; such as, Diamond,
Maxor, and more.
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*  Sick Call (integrated with kiosk)
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.
(KITES) Sick Calls / PREA Calls are provided by Uniek EMR. They may be interfaced
with a kiosk for ease of use.

*  Provider visits/orders
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.
Treatments and orders are readily available to authorized users. Medical staff also
has the option to access a drug interaction and allergy checker through our add-on
subscription with Medi-Span, the ‘gold standard’ interactive reference database of
over 60,000 pharmaceuticals.

* Dental -
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.
Uniek EMR dental assessment forms (screens) are created and maintained by the
user without programming intervention. These forms are developed using our
‘Drag & Drop’ feature that puts the power of developing a screen in the hands of
the user.

*  Imaging (X-Ray)
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.
Electronically signed orders for x-rays may be placed to approved/integrated
radiology companies by either an interface or fax, streamlining order processing,
delivery and quality control procedures,

* Labs
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.
Electronically signed orders for labs may be placed to approved/integrated
faboratories by either an interface or fax, streamlining order processing, delivery
and quality control procedures.
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* Plans of Care (Protocol)

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.
Uniek EMR allows for easy customization and facility-specific protocols. Protocols
can be designed and edited by administrative users and requires NO programming
intervention. Protocols tie to workflow and software triggers as determined by the
facility and/or provider. Uniek EMR templates standardize dictation requirements,
enable note-taking on-the-fly, and in many ways eliminate or lessen the need for
3rd party dictation services. Staff can access diagnosis and ICD procedure codes
from the protocol screen,

* Medical Alerts
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.
Uniek EMR not only improves the quality and healthcare access for inmates in
correctional settings, it improves safety by managing inmates who require special
care with color coded alerts, drug to drug interaction notifications, special housing,
suicide alerts, and many other feature/functions.

*  Medication

#Medical Administration Records

#Rounding
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THiS REQUIREMENT.
Administering medication is managed in Uniek EMR from the initial script written by
a medical professional for an inmate, to creating an order to fill the script by an
approved pharmacy, to receiving the order from the pharmacy into inventory by
type, to QA, to preparing the medication for pill run, pill run/med pass, to returning
any non-used medication or date expiration medication (if appropriate), to
returning inventory to the pharmacy or in-house inventory locations, to automatic
prescription refills.

Graphical presentations (color coded analysis) are provided which display inmate
treatments and medications by day/morning, noon, evening, night, highlighting to
whom medication or treatment is given/pending/not given. At a glance compliance
and/or deviations from expected outcomes are evident.
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* Dietar
SECURUS HAS RI!;AD, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.
Performance improves significantly with Order Sets, an effective tool that allows
users to customize treatment for inmates based on Standard Operating
Procedures. Order Sets define medications, lab orders, procedures, treatments,
diets, inmate education, referrals, privileges and alerts, by disease. Order Sets
establish consistency and improve performance of caregivers.

*  Suicide Screening
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.
Uniek EMR gives the user the ability to create Suicide Screening forms which are
created and maintained by the user without programming intervention. These
forms are developed using our ‘Drag & Drop’ feature that puts the power of
developing a screen in the hands of the user,

Features, such as; Suicide Watch, Watch List, and Monitoring also support inmates
that are prone to suicide.

* Mental Health
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.
Uniek EMR gives the user the ability to create Mental Assessment forms/reports
which are created and maintained by the user without programming intervention.
These forms are developed using our ‘Drag & Drop’ feature that puts the power of
developing a screen in the hands of the user.

* InfirmaryCare
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.
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* Chronic Care Clinic

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Electronic inmate charting is managed through the ‘Inmate Chart’ icon. Key
features of charting include; integration with JMS so medical care is visible to jail
personnel in real-time and vice versa. Vitals, medications, encounters, treatments,
etc., are recorded with user/date/time stamp when they are administered.
Fingerprint digital signature technology provides confirmation of medication given
to the inmate is recorded in real time.

*  Inmate Worker Status
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.
Inmates may have a status set as Inmate / Out, or be placed in a specific location
reserved for inmates who have worker status.

* After Care Release Planning
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THiS REQUIREMENT.
When it comes time for the inmate to be released, Uniek EMR provides for
medication / treatment care plans to be printed for the inmate.

*  Qutpatient Patient Referral/Scheduling

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.
The Schedule icon opens the door to tasks related to scheduling the inmate for care
through the clinic, or in the jail cell. It also allows for easy transfers of inmate
appointments to fit staff/treatment room availability. Appointment scheduling by
provider, date, location, etc., can be set, automated and viewed for sick-calls, PREA,
referrals, labs, TB testing, and more. Transfer appointments on-the-fly to
accommodate staffing issues, room changes and other.

*  ACA Outcome Measure reporting
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Archonix is in the process of ONC certification which requires ACA Outcome
Measure reporting.

161




* DocumentScanning
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Uniek EMR easily scans and stores paper-charts and histories, reports from outside
facilities, PDF attachments, and includes the ability to send/receive faxes and
automate attachment to inmate records.

* Digital Photo Upload
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Digital Photos may be uploaded / attached to an inmate chart for easy viewing.
Below is an example of Dental X-rays that are attached in .jpg format.

212014 1213028
P

View | Remmove | Sign OF | Hail| Dental Xeay.ipg

admin
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* Remote Access for Administrators and Providers
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.
Physician Orders may be handled by the Doctor or other healthcare professionals
over the phone. Not only is the inmate’s chart visible remotely with a standard
hrowser, medications or treatments may be ordered and signed electronically to
expedite proper timely care of an inmate.

* In-House Referral and Treatment Scheduling
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.
Appointment scheduling by provider, date, location, etc., can be set, automated and
viewed for sick-calls, PREA, referrals, labs, TB testing, and more. Transfer
appointments on-the-fly to accommodate staffing issues, room changes and other.

*  |nventory Control (Medication, Stock and Tool)

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.
Administering medication is managed in Uniek EMR from the initial script written by

a medical professional for an inmate, to creating an order to fill the script by an
approved pharmacy, to receiving the order from the pharmacy into inventory by
type, to QA, to preparing the medication for pill run, pill run/med pass, to returning
any non-used medication or date expiration medication (if appropriate), to
returning inventory to the pharmacy or in-house inventory locations, to automatic
prescription refills.

Rarcodes are useful for receiving and storing stocked and non-stocked inventory.

* 1CD 10 Codes

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.
Uniek EMR allows for easy customization and facility-specific protocols. Protocols
can be designed and edited by administrative users and requires NO programming
intervention. Protocols tie to workflow and software triggers as determined by the
facility and/or provider. Uniek EMR templates standardize dictation requirements,
enable note-taking on-the-fly, and in many ways eliminate or lessen the need for
3rd party dictation services. Staff can access diagnosis and ICD procedure codes
from the protocol screen.

-~
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*  Orders
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.
Performance improves significantly with Order Sets, an effective tool that allows
users to customize treatment for inmates based on Standard Operating
Procedures. Order Sets define medications, lab orders, procedures, treatments,
diets, inmate education, referrals, privileges and alerts, by disease. Order Sets
establish consistency and improve performance of caregivers,

*  Infirmary Charting
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.
From a single screen, Uniek EMR allows the medical staff to review the patient’s
entire medical profile, including medical history, Encounters, Medication, Treatment
Plans, SOAP and more,

* Reports
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.
Hundreds of reports and forms are part of delivered software. Creating new or
modifying existing reports is simplified through our ‘drag and drop’ function. All
reports are managed without programming intervention. Additionally,
Management Dashboards and Bl (Business Intelligent) tools are available.

Uniek EMR date and time stamps every ‘instance of activity,’ by users. Audit reports can be
generated by date/time, by user, groups, facilities, etc. Any hierarchy established for the
jail may be used in reporting,

Reports are user defined with our Dynamic Reporting design tool and no programming
intervention is required. Permissions are assigned by the network Administrator.

*  Keep on Person (KOP) Medication Monitoring
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Keep on Self and Privilege Management are standard features of Uniek EMR.

A quick list of standard features of Uniek EMR includes:

+ Booking Triage System e Order sets

s Action (Clinical Tasks) * Templates Management

* Appointment/Scheduling e Keep on Self and Privilege
Management

* Medical infout o Alerts Management
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Suicide Watch, Watch List, Monitoring
Inmate Account Billing

Progress Notes and Segregation
Notes

Health, Dental and Mental Health
Assessment

Reports

Office Messaging

Work Queue Management (Action Set
up}

Inmate Management (Patient Charts)
Inmate Demographic Information
Document Management

Inmate Communication

Prescription Management
Immunizations

Lab and Diagnostics Management
Clinical Analysis Reports

Clinic Dashboards

Expunge, Seal, Unseal, Consolidate,
Lock records

Discharge Management
TB Test Management

Substance Abuse Monitoring &
Forms

PREA Call s/ Sick Calls

Patient/Inmate Education
Requirement

Search

Special Diets, Privileges, Alerts

eMAR & eTAR

Treatment Management
Pharmacy Center

Protocols

Medical Policies

Referrals (Internal and External)
Forms Manager

Custom Reports/Form builder
Web Links

Electronic and automated
Notifications
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6.8 AUTOMATED INFORMATION SYSTEM (AIS): The vendor will supply an AIS system
that gives automated informationregardinginmates incarcerated in all facilities. The

system will be available from the menu of the existing agency phone system (Black
Box) and be available 24 hours a day via call transfer. The system will offer the
following features to the public upon calling:
Inmate look-up by voice or telephone key entry
Inmate location
Inmate charges and bond information
Mailing instructions
Driving directions to facility

* Option for speaking with an Officer (transfer back to facility phone system)
SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.,

* % % % F

Automated Information Services (AIS) is the industry’s first and only hosted, interactive
voice response (IVR) system that automatically provides general facility information and
inmate-specific information to detainees and outside callers over the phone.

In addition to this core functionality, AlS can be configured to enable friends and family to
open or fund a prepaid telephone account and fund an inmate's trust account over the
phone. These additional funding options make it easier and more convenient for friends
and family to contribute funds while increasing Knox County's potential commissionable
revenue. Al of this functionality is available around the clock, which means constituents
can always get the information they need when they need it.

AlS can automate information, such as:

s Criminal charges

¢ Bond amounts and types

o Court dates, times, and locations
s Projected release date

« Commissary balance

e Visitation eligibility

e General facility information

Facility location
Directions

Hours

Mailing policies
Visitation policies
Money deposit policies

o o o 0 0 0

AlS provides unmatched secure access into facility and inmate information. This
information is pulled from a facility’s various management information systems (MIS),
including your jail management system and court systems every 15 minutes. The service
offers an English and Spanish interface, text-to-speech playback of inmate names, and
touchtone and speech recognition interface. Friends and family can access AlS by calling
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your normal telephone number; inmates access their informaticn by dialing a speed-dial
code from any inmate telephone.

By implementing AlS, Knox County will:
+ Improve the efficiency of your facility—gain satisfied inmates and friends and
family while reducing the workload on your staff to focus on other responsibilities
e Use the phone system you already installed—no need for additional hardware or
wiring
» Answer 90 percent of inmate questions now made to corrections officers

» Reduce constituent calls to your facility between 80 and 90 percent—automated
system provides 24-hour access that eliminates the most common calls

e Realize a 200 percent increase in "answered"” calls—constituents who traditionally
hang up because of extended wait times are much happier

« Gain a reliable system that has a 99.9 percent uptime service level agreement
s Receive a usage summary emailed to your facility every month

+ Increase your commissionable revenue by allowing another method for funds into
your facility

Jail Voicemail

Jail Voicemail is a one-way communication product that allows friends and family members
to leave a 45-second voicemail for an inmate. This provides a quick and easy way for
friends and family to initiate communication or deliver timely information to an inmate.
With the integration of Jail Voicemail into AlS, an inmate can access his/her voicemail by
dialing the existing speed-dial number used to access information. When the inmate dials
into AlS, he or she will be notified of and can listen to the new voicemail message. Because
Jail Voicemail is integrated into AIS, there is ho work on your side to ensure the inmate
receives a voicemail. Friends and family pay a $1.99 usage fee for each voicemail they
leave. Friends and family will pay a $1.99 usage fee for each voicemail they leave, 20% of which you

will receive each month as your commission payment. Jail Voicemail is not subject to any other
compensation,

Jail Voicemail provides the following benefits:

» Enables additional communication at times other than scheduled telephone calls
s Delivered at no cost to the inmate or facility
e Provides an additional source of revenue for your facility

» Provides availability to review and save voicemails for 60 days from the date the
message was left
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Furthermore, Securus has integrated all Jail Voicemail calls into our Secure Call Platform
(SCP) to further enhance your investigative capabilities by providing recordings of each
voicemail. Within SCP, you will be able to identify a Jail Voicemail call with the flag "AlS
Voicemail.”

Testimonials
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PART XI  PRICING SCHEDULE:

Detail the cost, if applicable, associated with the software and hardware necessary to
complete the Module Requirements and Scope of Work. Include an Itemized list for all first
{1st) year costs and a grand total cost. Detaif the cost, if applicable, with any associated
software/hardware maintenance beginning in Year 2 through year 10,

Detail the commission rates payabfe to Knox County in regards to all phone, email, messaging
etc. Detail any additional cost/revenue to Knox County.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Securus is pleased to provide our offer to Knox County for an Inmate Communications and
Management System. This offer is completely compliant with the specifications set forth in
this RFP and is inclusive of all the modules requested, including the Inmate Telephone
System, Automated Information Systems, Video Visitation Capabilities and Jail Management
System with Emergency Medical Records and Banking Software and provides options for
additional technologies throughout the term of the agreement. Securus has also forged a
relationship with Tech Friends to provide several of the services currently provided today.
Our offer is AT NO COST to Knox County and is inclusive of the following:

Commission for ALL Local / IntraLATA / InterLATA calls

61%

With a
$500,000 first
year minimum
annual
guarantee

OR

Option to Receive Flat Upfront Payment $1,000,000
*This option includes Investigator Pro, Threads, and LBS

All integrations required to complete all aspects of the Project outlined, Included

Free Local AND Long Distance Calls on Booking Phones ncluded

tmtd lformation Services (AlS) - Voice Mail (VM) - AIS uses the ncluded
latest in voice response technology to autornatically handle internal

175




inquiries from inmates as well as outside calls from friends, family
members and other agencies. AlS automates upwards of 80% of
standard inquiries freeing staff to perform other tasks and includes
Phone Account, AlS voicemail provides the County an additional revenue
source and communication option for Family Members and Friends.

Securus xJail inclusive of all features and Fully Compliant with all RFP
Specifications

Banking Software Provided and Supported By Tech Friends

Included

Fully Complaint Video Visitation Platform Capable of Remote and On-Site

Included

Visitation with monitoring capabilities.

All Wiring, Networking and Maintenance of the Video Visitation Platform included
Optional Investigative Solutions

Threads Investigative Tool - A powerful and easy to use investigative Optional
platform providing law enforcement with focused leads. This software Deduction of
analyzes corrections and communications data in order to generate -
focused and targeted investigative leads for investigators.

Investigator Pro / Continuous Voice Biometrics Investigator Pro - A Optional
powerful evidence-gathering and investigative analysis tool. It uses Deduction of
unprecedented state-of-the-art technology to “recognize” the voices of 9%
inmates over telephone calls and exposes inmates who try to beat the

system by hiding their identities to engage in criminal activity.

l.ocation Base Services (LBS) - “Geo Fencing"” sets perimeter around a Optional
location to notify investigators when an inmate calls a cell phone that is Deduction of
accepted within the Geo Fence perimeter, “LBS On Demand” identifies | 4%

the real-time location of a suspect's cell phone.

Securus proposes a $2,30 In State Calling Rate for both Collect and Debit. Interstate Calls

will be $0.25 per minute Collect and $0.21 per minute for Debit.
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Summary

Securus has worked hard to develop an offer that fully encapsulates the needs of Knox
County and its constituents, We are committed to building a program that incorporates fair
and equitable call pricing, increases staff productivity and efficiencies as well as produces a
revenue stream for Knox County. We recognize that Knox County may wish to propose
modifications to our offer and are willing to be flexible in any negotiations. We thank you
for your review and respectfully request the privilege of service Knox County.
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PART XIl INSTALLATION/SCHEDULING
Detail the scheduling needed to complete the transition, A breakdown of module
requirements and milestones with the number of days to complete each milestone is
preferred.

» Assume an arbitrary start date of July 1, 2015

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Please see the Preliminary Project Plan provided in Exhibit B.
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PART XIH AFFIDAVITS, INSURANCE CHECKLIST and LICENSES

Proposers must return the Insurance Checklist (Attachment B), Non-Collusion Affidavit
{(Attachment C) and applicable Licenses with their proposal.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Attachments A, B, and C are inserted following this page.
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ATTACHMENT A
REQUEST FOR PROPOSAL 2189
REFERENCES OF SIMILAR ACCOUNTS

Proposer shall submit a list of three facilities of similar size, which have been in service for three (3) years or
longer. Proposer must give complete information as requested below.

Reference # 1

Name of Facility: Northern Neck Regional Jail

Address: 3908 Richmond Rd, Warsaw, VA 22572; 804-333-6001

Contact Person and email address (required); Ted Hull, Superintendent; ted@nnrj.statevays

Nature of contract; SCP, SVV., Archonix JMS, Telemedicine, PREA Sofiware

Dollar amount: $ 636,129.00 annually (over the life of the contract)

Contract start date; 4/10/2008 Contract end date: _10/28/2021

Referenice # 2

Name of Facility: Hampton Roads Regional Jail

Address: 2690 Elmhurst Ln, Portsmouth, VA 23701; 757-488-9420

Contact Person and email address (required):David Simons, Superintendent; simonsd@hr.ri@virginia.gov

Nature of contract: SCP, SVV, AIS

Dollar amount: $ 936,000.00 annually (over the life of the contract)

Contract start date:4/10/2014 Confract end date: _ 2/28/2017

Reference # 3

Name of Facility: Sumner County Sheriff's Office

Address: 117 W. Smith Street,_Gallatin, TX 37066 Phone Number 615-335-1987

Contact Person and email address (required):Major Don | inzy: dlinzy@sumnersheriffcom |

Nature of contract; SCP,

Dollar amount: $533,280.00 annualily (over the life of the contract)

Contract start date: 2009 Contract end date: 1 1/25/2015




Reference # 4

Name of Facility: Hawkins County Jail

Address: 117 Justice Center Drive, Rogersville, TN Phone Number 423-727-6968

Contact Person and email address (required): Tony Allen. Chief Deputy; tonyalienheso@charter.net

Nature of contract; SCP

Dollar amount: $185,541.34 annually - (over the life of the contract)

Contract start date; 2001 Contract end date: 7/30/2016

Reference # 5

Name of Fagcility: Hamilton County Jail

Address: 601 Walnut Street, Chattanooga, TN 37402 Phone Number_423-209-7012
Contact Person and email address (required): Shawn Adams, Facility IT; sadams@hcsheriffgov

Nature of contract: SCP

Dollar amount; $ 564,717.57 annually {over the life of the contract)

Contract start date: 2005 Contract end date: 12/4/2019




Additional References:

#6:

Name of Facility: Sullivan County Sheriff's Office

Address:; 140 Blountville Bypass, Blountville. TN 37617 Phone Number 423-279-6036

Contact Person and email address (required);_Bruce Willis, Captain; Bruce@scsoin.com

Nature of contract: SCP and SVV

Dollar amount: $ 557,424.32 annually (over the life of the contract)

_ Contract start date: 1899 Confract end date: 10/18/2019

#7:

Name of Facility: Greene County Detention Center

Address: 120 East Depot Street, Greeneville, TN 37743 Phone Number 423-798-1802

Contact Person and email address (required): John Key, Captain; jke reenetnso.or
Nature of contract; _SCP and SVV

Dollar amount: $332,231.76 annually (over the life of the contract)

Contract start date: 2005 Contract end date: _1/8/2019




ATTACHMENT B
Knox County Purchasing Division
Insurance Checklist
‘Request for Proposal Number 2189

THE CERTIFICATE OF INSURANCE MUST SHOW ALL GOVERAGES.& ENDORSEMENTS WITH “YES” AND ITEMS 20 TO 25

REQUIRED |, NUMBER | TYPE OF COVERAGE : COVERAGE LIMITS _
YES | .. “WORKERS COMPENSATION “STATUTORY LIMITS OF TENNESSEE
YES 2, " EMPLOYERS LIABILITY $100,000 PER ACCIDENT
: $100,000 PER DISEASE
I | B _ $500,000 DISEASE POLICY LIMIT _
YES 3. j AUTOMOBILE LIABILITY COMBINE SINGLE LIMIT $ 1,000,000
| X TANY AUTO-SYMBOL (1) | } (Per.-Accident) i} .
; ‘ | BODY INJURY (Per -—F'erson}
' BODY INJURY {Per-Accident}
PROPERTY DAMAGE (Per-Accident
TYES T4, ~ | COMMERCIAL GENERAL LIABILITY T LIMITS
“CLAIMMADE | X] OGCUR | "EACH GCCURRENCE ‘| % 1,000,000
E 3 T " FIRE LEGAL LIABILITY s 100,000
e I T TTUWAED EXP (Per parsony TT$ 5,000
GEN’ L AGGREGATE LIMITS APPLIES PER PERSONAL & ADV INJURY [¥7.660,000
Poucv ;7x PROJECT | | LOC GENERAL AGGREGATE || $2,000,000
i ol "PRODUCTS-COMPLETED s 000,000 |
‘ 3 | OPERATIONS! AGGREGATE :
YES | 5. T " PREMISES/OPERATIONS ' $1,000,000 CSL BI/PD EACH OCCURRENCE
L L i . $2,000,000 ANNUAL AGGREGATE
YES |6 INDEPENDENT CONTRACTOR $1,000,000 CSL BI/PD EACH OCCURRENCE
J i $1,000,000 ANNUAL AGGREGATE .
YES 7.~ 4  CONTRACTUALLIABILITY $1,000,000 CSL BI/PD EACH OGCURRENCE
- ‘ 3 | {MUST BE SHOWN ON CERTIFICATE) $1,000,000 ANNUAL AGGREGATE
NO XCU COVERAGE NOT TO BE EXCLUDED ~
YES UMBRELLA LIABILITY COVERAGE $1,000,000 _ -
i i PROFESSIONAL LIABILITY [ g N ;
NGO~ | ETN ARCHITECTS BENGINEERS 1,000, 000 PER OCCURRENCE/CLAIM
NO | T 7| ASBESTOS & REMOVAL LIABILITY | $2,000,000 PER OCCURRENCE/CLAIM
NO B o MEDICAL MALPRACTICE ' $1,060,000 PER OCCURREMNCE/CLAIM
NO I ; : MEDICAL PROFESSIONAL 1,000,000 PER OCCURRENCE/CLAIM
1. i LIABILITY
NG T, T TMISCELLANEOUSE& O __ | $500, 000 PEROCCURRENGEICLAEM
NO Tz =+ [ MOTOR CARRIER AGT ENDORSEMENT | $1,000,000 BUPD EACH OCCURRENGE
, | i ! UNINSURED MOTORIST (MCS-90) _
NO 18, MOTOR CARGO INSURANCE . . . [ ' T
NO |14 FT 7 GARAGE LIABILITY [ $1, ooo 000 BODILY ENJURY “PROPERTY DAMAGE
, 0 L _ , PER OCCURRENCE
NO HEEN ; GARAGEKEEPER'S LIABILITY ::5500 000' COMPREHENSIVE; $soo uuu COLLISION "
NO |18, | INLAND MARINE BAILEE’S INSURANCE | 5, T S T B
™Mo [17. | DISHONESTYBOND. "~ 1§’ T
NO e R BUILDERS RISK PROVIDE COVERAGE IN THE FULL AMOUNT OF
|: ‘ THE CONTRACT UNLESS PROVIDED BY OWNER._
1 NO K K .' USL&H. L | FEDERAL STATUTORY LIMITS ~ '

20. CARRIER RATING SHALL BE BEST'S RATING OF A-¥ OR BETTER OR ITS EQUIVALENT:

—— — e - —

21, NOTICE.OF. CANCELLATION. NON-RENEWABLE OR MATERIAL CHANGES IN COVERAGE SHALL BE PROVIDED TC
COUNTY AT .LEAST 30 DAYS PRIOR TO ACTION, THE WORDS “ENDEAVOR TO” AND “BUT FAILURE TO” {TO END OF
SENTENCE) ARE TO BE ELIMINATED FROM THE NOTICE OF CANCELLA TION PROVISION ON STANDARD ACCORD.
CERTIFICA TES..

22, THE COUNTY SHALL BE NAMED AS AN ADDITIONAL NAMED INSURED ON ALL POLICIES EXCEPT WORKERS'
COMPENSATION AND AUTO.
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23, CERTIFICATE OF INSURANCE SHALL SHOW THE PROPOSAL NUMBER AND TITLE.

24.. OTHER INSURANCE REQUIRED. .. .. ... .

25, THE CONTRACTOR AGREES TO SAVE, DEFEND, KEEP HARMLESS, INDEMNIFY AND PAY ON BEHALF OF THE
COUNTY AND ALL OF ITS AGENTS AND EMPLOYEES (COLLECTIVELY THE COUNTY) FROM AND AGAINST ANY AND
ALL CLAIMS, LOSS, DAMAGE, INJURY, COST (INCLUDING COURT COSTS AND ATTORNEY'S FEES), CHARGES,
LIABILITY OR EXPOSURE, HOWEVER CAUSED, RESULTING FROM, ARISING OUT OF OR IN ANY WAY CONNECTED
WITH THE CONTRACTOR'S PERFORMANCE OF THE AGREEMENT TERMS ON ITS OBLIGATIONS UNDER THE
AGREEMENT.

INSURANCE AGENT'S STATEMENT AND CERTIFICATION: | HAVE REVIEWED THE ABOVE REQUIREMENTS WITH THE
PROPOSERS NAMED BELOW.
c. A

AUTHORIZING SIGNATURE; . L

AGENCY NAME: _ Willls of Texas,)

PROPOSERS'S STATEMENT AND CERTIFICATION: [F AWARDED THE CONTRACT, WILL COMPLY WITH THE CONTRACT
INSURANCE REQUIREMENTS.

PROPOSERS NAME:

AUTHORIZING SIGNATURE:

?i
|
%




ATTACHMENT C
REQUEST FOR PROPOSAL 2189
NONCOLLUSION AFFIDAVIT OF PRIME PROPOSER

STATEOF Texas ...

COUNTY OF Dallas

Geoff Boyd , being first duly sworn, deposes and says that:

1. He/She is Chief Financial Officer of Securus Technologies, Inc., the Proposer that has submitted
the attached Proposal;

2. He/She is fully informed respecting the preparation and contents of the attached Proposal and of all
pertinent circumstances respecting such Proposal;

3. Such Proposal is genuine and is not a collusive or sham Proposal;

4. Neither the said Proposer nor any of its officers, partners, owners, agents, representatives,
employees or parties in interest, including this affiant, has in any way colluded, conspired, connived, or
agreed, directly or indirectly with any other Proposer, firm or person to submit a collusive or sham
Proposal in connection with the Contract for which the attached Proposal has been submitted or to
refrain from proposing in connection with such Contract, or has in any manner, directly or indirectly,
sought by agreement or collusion or communication or conference with any other proposer, firm or
person o fix the price or prices in the attached Proposal or of any other proposer, or to secure through
any other proposer, or to fix any overhead, profit or cost element of the proposed price or the proposed
price of any other proposer, or to secure through any collusion, conspiracy, connivance or uniawful
agreement any advantage against Knox County, TN or any person interested in the proposed contract;

and

5. The price or prices quoted in the attached Proposal are fair and proper and are not tainted by a
collusion, conspiracy, connivance or unlawful agreement on the part of the Proposer or any of its
agents, representatives, owners, employees, or parties in interest, including this affiant.

(signed). .o

Chief F|nan0|al Offkcer
'(tlt!e)

‘Subscrylgled and sworf) 1o before me

,20_/sT

(Slgnature) o W, omEwENDLNG ;
Qs +1%5 My COMMISSION EXPIRES 1
My commission expires_> 7 & lx 3—0/? e R T |
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COMPANY SUMMARY

Securus Serves
Providing

For

With Products
And Services
That Provide

Name and Address

Family and Friends Website:
Agency Website:

Management:

Corporate Office Locations

City, County, State and Federal Governmental Agencies
Civil and Criminal Justice Technology Solutions

Public Safety, Investigation, Corrections
and Monitoring Professionals

Emergency Response  Communication
Incident Management [nformation Management

Public information Inmate Self-Service
[nvestigation Monitoring
Verification Inmate Entertainment

Trust Funding and more...

Securus Technologies
14651 Dallas Pkwy, Suite 600
Dallas, TX 75254-8815

www.securustech.net

www.securustechnologies.com

Richard A. Smith, CEO

Robert Pickens, President

Geoff Boyd, CFO

Josh Conklin, SVP Sales

Russell Roberts, SVP Marketing and Product Strategy

Dallas, TX; Framingham, MA; Miami, FL; Atlanta, GA

Headquartered in Dallas, Texas, and serving nearly 3,000 {aw enforcement and corrections agencies and
1,000,000 inmates across North America, Securus Technelogies is committed to serve and connect by providing
emergency response, incddent management, public information, investigation, verification, communication,
information management, inmate self-service, and monitoring products and services in order to make our
world a safer place to live. Securus Technologies focuses on “Connecting what matters”. To learn more about
our full suite of civil and criminal justice technotogy solutions, please visit www.securustechnologies.com.
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Exhibit A:
Sample SCP Reports

Exhibit B:
Preliminary Project Plan

Exhibit C;

Letters of Reference
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Exhibit A

Sample SCP Reports




Secure Cal

&> SECURUS
Secure Call Platfor

Authorized users enter
username and password for
any me, anywhere access.

Important Information

There are currently no alerts available,

Copyright @ 2011 Securus Technologies, Inc. All Rights Reserved

| Platform

User Interface Sample Reports

Products & Services

Automatéd Infermation Services

f The Wire
04.06.2012

Securus Tachnolsgies, Inc. Anpounces 3ts Video,
Visitation Services to the Cerrections Indestry

(4.04,2012
Securus Technologies, Inc, Adds New Payment
Locations with HoneyGram

04,02.20142
Sscurus Anacunces Availability of ILG Technologies
1 Investigator Pro?

Securds Vidao Visitation
Prepaid Calling Cards - Vending Machines
Inmate Debit Account

Secure Instant bail




Secure Calt Platform User Interface Sample Reports

Selected Sample SCP Reports

Call Detail Search Screen

Call Detail Results Screen

Three Way Call Detec _on Report
Call Frequency Report

Custody Account Call Usage Report

Informant Line Report

Emergency Call Report

Word Spa ng Search Report

Comprehensive System Change Log

Management Change Log

Call Tracker Report

Hourly Usage

Covert Alert Report

O _cer Check In Report

PAN Frequency and Detail Report
PAN Management Report

SCP Debit Report

Voice Biometric Status Report

Voice Biometrics Frequency of Failure Report

Custody Account Change Log

PAN Entry Change Log

Phone Number Change Log

User Management Change Log

Security Template Change Log'

Crime Tip Report

8/5/2013

System Access Report
Recording Log
Scan Patrol Log

Proprietary and Confidential




“‘{*i\; SECURUS" Secure Call Platform User Interface Sample Reports
TECHNOLOGES,

Sample Call Detail Search Criteria Screen

Call Detall Report (CDR) — provides users with an intuitive and user friendly report that enables them to view or search on virtually anything
related to an Inmate call. SCP's Call Detail Report provides industry leading investigative, fraud prevention, and administrative capabilities to all
approved users from anytime, anywhere,

@gm @H

THE SYSTEM, ©. MONITOR ™ |

p g a E%@ ﬁ“m N F.acllt.:).' Routing Humbar: 99001

YOLS - TADMIN L FACILITY IO

Customize reports by changing search
criteria—such as facility/site/phone/phone
group, date range, call type, call termina on,
reason, calfl length, and much more.

Terms.and Conditions
® 2012 Securus Tethnologies, Inc. Al Rights Reserved,

8/5/2013 Proprietary and Confidential 3
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Secure Call Platform User Interface Sample Reports

Sample Call Detail Results Screen

Call Detail Result Screen — once criteria has been selected and a user selects the “search” button, CDR results are displayed. From these

results, users can select a record, playback recorded calls, add a note, access audit logs for the record(s), save the record(s) o another medium,

and much more.

S - ADMIN 3 FAGLITY PORY

: ﬁ@@zu pa @@ EE @E@ﬁf@ EE (?nce search criteria has been selected, users can
S — . W— . listen to the recorded call, extend the expira on,
HOME ' S download the recording, add a note to the record,

select for scanning, save searches, or download to

many di erent formats.

FGENCY

BLOCKED
REASDY

)
o KOS St
(b Save selctel cabs to folder w Add Selected to WS Queue
|
|
: Kb EHPHY

Terms and Conditions .
© 2012 Securus Technelogies, Inc. All Rights Researved,

The functionality of SCP’s Call
Detail Repart puts complete
repor ng capabili es for all calis
atthe nger ps of the user. {




= SECYRUS

Three Way Call Report

Secure Ca

- HOME ER L RONITOR

Taturus Cemo S22

Call Detail Records Search
5 FILLIM SEARCH CRITERIA | * ingizatex Required Fields }

Secure Call Platform User Interface Sample Reports

Inves gatorscan run a comprehensive 3-way
report to display calls that have been aggedas
having 3-way ac vity. They can also use

addi onal features to understand what
happened to the call, make notes on the call,
(and much more) — to uncover why the inmate
attempted to “hide” the number. SCP can then
be used to correct the behavior or  agthe

- inmate or dialed number for further

inves ga on.

PREPAID
ACCTE

BLOCKED
fEAsan

- Language!; Englis

oW

Callis agged as 3-Way in
SCP.

Apply a number of di erent
ac ons to the call record.

H«pr BEN R

' Terms and Condittons
; @ 2011 Securuss Tachnologies, Ine, All Rights Resesved.




o= . Secure Call Platform User Interface Sample Reports
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Sample Call Frequency Report

Call Frequency Report - an essential investigative report. The report allows users to look up phone numbers in the system that have been
calted a certain number of times within a given time frame by using criteria such as threshold (of the number of times a number was called),
international, watched, private, termination category, call type, call status, and date range.

secure Call Pi

@ﬁ%@ ﬁﬂm Facitity Routing Hanber: 990011

Enter a threshold for the
number of mesanumber . |

v G | wascalledtoini atethe : |
Ad Prone Groups : report. Select date range
and cther criteriato narrow
the results.

Call Fraquency Search

[ FILL 11 SEARCH CRITERIA {* tndscates Riquleed Fiekis ]

FREQUENCY

Calt Frequency results
display each dialed
number mee ngor
exceeding the de ned
threshold. By clickingona
frequency amount, all call
detail informa onfor the
calls are displayed.

8/5/2013 ) : Pfoprtetaﬁ and Confidential




"‘W‘E: SEC[{!&Q{J@%‘ Sacure Call Platform User Interface Sample Reports

Sample Custody Account Call Usage Report

Custody Account Call Usage Repott — allows users to view how much time an inmate spends on the phone for a selected period and whether

or not they speak to the called party — right from an inmate's Custody Account record. If required, full call detail reports are also available by
entering an inmate's name, PIN, or custody account number in the Call Detafi Report.

i Pt

_ i‘%@m@ a

0, 5¥s 168

a i%ﬁ ? m Facility Routing fiummber; 93001 .

FACRIY

View detailed inferma on
about the inmates Custody
Accouni

Custody Accounts
@ Raturn to Account List

QEHERAL AGCOUNE INFORMATION 1 * lnakilss Ragevad Flsaas |

L [#ise | [ran] [nates] [vorce tometres | [N | Gesit |

2 cALLINIG YIAGE SEARCH

View phone usage for a
selected date range to
analyze a specificinmate’s
phone usage.

CALLIHG WAGE REPOST

U4LGE {FER CALL TYPE]
TRHUTES




%”::}} SECURUS - Secure Call Platform User Fnterface Sample Reports

TECHNOLOGEE
T P AT

Sample Call Tracker Report

Call Tracker Report — an investigative report that allows users to track CDR notes (notes made by themselves of other investigators for a
specific inmate call). Users can also export the report results to Excel PDF, and CSV file formats.

Search criteria for Call Tracker includes
tracking number, first and last name, “not
shared” (when checked), PIN, dialed
number, keywords within the notes, and
date range. Resul ngreportdisplays notes
and other cri calinforma onabout the
call. Ina single click, users can listen to the
-Call Tracker Search call, review full nota ons, and review full
CDR informa onfor the call.

E FILE I SEARCH CRITERIA {* Iigicates Requlzed Flelds
-
! -

TRACKING #

8/5/2013 Proprietary and Confidential 8




SECURUS" Secure Call Platform User Interface Sample Reports

TECHNOLOGIES,
vty bk malary™

Sample Hourly Usage Report

S@tu lkg@ aaaﬁ Piatfﬁ?m . Facility Routing Huméber: 9300

Hourly Usage Report
B FILLIN SEARCHCRITERL 1+

Hourly Usage Report—is a
valuable administra vereport
that displays the number of
phone calls that have taken
place on a given date within a
speci ¢ merange. Search
criteriaincludes interna onal,
watched, private, call status, and
date/ me.

8/5/2013 Proprietary and Confidential
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Sample Covert Alert CDR Report

SCP’s Covert Alert Feature - 15 a sophisticated investigative tool providing a live, call-forwarding feature for dialed numbers, phones, or PINs
that are under surveillance by an investigative unit, This feature enables authorized personnel to monitor a call—undetected—from any
designated location while the call is in progress and even “barge inta” the call if necessary. Covert Alert Report - shows investigators the
triggered Covert Alerts by useful criteria such as date/time, PIN, Alertee name/number, inmate name, dialed number, call status, and termination
category. Reports can be exported into Excel, PDV, and CSV formats.

Covert Alert report resuits display cri calinforma on
about each triggered alert such as who was alerted,
what happened, call status, call start and end,

dura on, dialed number and more. By clickingthe
iconto the le of each record, users can display full
Fhane - ; call detail informa on for each call. SCP's Covert

i)

| AYPhanzs v Alert feature and reports have assisted in many
criminalinves ga ons throughout the country.

i Coven Alert Call Detail Records Search

E FILE IH SEARCH CRITERIA ¢ * lasicitis Required Finlds |
o - D
; it gard Barches

8/5/2013" “Proprietary and Confidential




Secure Call Platform User Interface Sample Reporis

% SECURU

TECHNUOLGGIES,
CRACIng MR AT

Sample Officer Check-In Report

Officer Check-In Report —~ s a valuable administrative report shawing users when officers have “checked-in” at different phones and select
and listen to any messages they have left.

g@@ﬁﬁﬂ@ @EE p %g@fm - . | . | . | . F.cl.lit.y iiou.ling Nunbal: 9900

HOME . -5¥5TE] JMONGOR .TL.\_iL‘: ¥ | - FAGILITY PORTAL

Officer Chack In Messages Results

£ FILL () SEARCH CRITERIA (* dndlicatey Requiréd Fislds |

01/18/2010 09:00:00

ACCCRINT & 1 PiH OFFICER 1D CALL STATUS

8/5/2013 ' - ' Proprietary and Confidential o ' 11
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TECHNGLOGIES,
ooy e e

Sample Personal Allowed Number (PAN) Frequency Report

Personal Allowed Number {(PAN) Frequency Report — allows investigators to research multiple occurrences of phone numbers among PAN Hists,
Users have the ability to enter threshold numbers to define search criteria. For example, a threshold of “four” will show phone numbers that appears
in PAN lists mare than four times,

Secure Call Platform Inves gators entera
Ea 5 S s i : RN et pseeey  NuMber into the threshold
: TEN | - HRT0R, T ABMIN o PACITY PORTAL =27 R e S : criteria eld to research how

many mes phone numbers
appear among the PAN lists
of their facility and site(s}.

- PAN Frequeticy Search
£ FILL i1 SEARCH CRITERIA

By selec ng the magnifying
glass next to the displayed
frequency number, users
can run a detail report.
This report displays
informa on about each
inmate having the number
on their PAN list.

PAN Frequency Detail Search

B FILL il SEARCH CRIVERIA {* tndicabes Required Fields )
——— - et

8/5/2013.
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INULOGIES
Cecting etk zectars™

Sample PAN Management Report

PAN Managememf Report - interactive report providing a dashboard view of all PAN entries In the system. If a PAN entry is entered through
the Inmate Managed PAN System, 1t is indicated on this report. Users can select from over twenty criteria to produce reports with multiple data
points. All reports are exportable to Excel, CSV, and PDF.

gﬁ%ﬂ %EE ?E@%%@? - | | | | | aciﬂty Bu_utig!lumuenSQUO‘_l

. HOY

L BMONIOR <RGIRUN T FACIITY PORTAL

PAN Management Report PAN search criteria

B F#LLIN SEARCH CRITERIA

Complete PAN
detail with
interac ve features

sl GLOCKEDREABON 0% K> RELATW ISR

it s

8/5/2013 - “ Proprietary and Confidential




B SECURUS Secure Call Platform User Interface Sample Reports
y TECHNOLOGIES

Samplé SCP Debit Report

SCP Debit Report — is a valuable administrative report allowing users to:
* Query Inmate Debit/Prepaid call detall records (CDRs) by the user-specified criteria.

= View all debits and credits that occurred during a specific time period for an Individual inmate - for all inmates within a facility or for all
facilities,

%muféﬁa'@aﬁ@gm R - e

By using the criteriain
the search area, users can
run reports detailing and
totaling SCP Debitac vity
and batances for their
facility.

SCP Debit Repori-Search

{Hﬁga”\lﬂ numbeis wilt be dfsp!ayed I parenthesfs}
2 FILL Rl SEARCK CRITERIA | waxity Riqursaewins)

6/15/203000:00100
L

Inmate FintfLast Ty ‘Amavnt  Date/Time f : Lammant
{in Centrat Fime]

Atcount H[IPIH

172.16.3240 TOTALS
ArteaTyps  Qudotly  Awaanl

Fayart
Cafy
Cabt -

3203
12051
963

ECD 5

B e o




' “» SECURUS Secure Call Platform User Interface Sample Reports

TECHNOLOGIES
e Ml autars =

Sample Voice Biometrics Status Report
Voice Biometrics Status Report— Allows users o see the status and configuration settings for each site, custody account, phone number,

phone group, and phone. This report also shows changes to an inmate’s account to assist administrators and investigators track user
accountability.

Secure Ca

| HOME EN R

Farility Routing Humbeae: 99001

li Platform

TOOLS | ADBMIN 5 FACILITY PORTAL

Status and
Con gura onsearch
criteria

Voice Biometrics Configuration Status Search

5 FILLiH SEARGH CRETERIA { * indisaiey Requiced Firlde )

Status and Con gura on
results such as if the feature is
enabled or disabled for an
inmate and if the inmate is
enrolled — with single click edit
abili esfrom the screen,

i
ENROLLMENT LAST PO

8/5/2013 Proprietary and Confidential . . 15




5 SECURUS Secure Call Platform User Interface Sample Reports

TECHNOLOGIEB,
Tomncrg s naL =

Sample Voice Biometrics Frequency of Failure Report

Voice Biometrics Frequency of Faifure Report — an administrative and investigative report that allows users to see which inmates have
failed VYoice Biometrics verification attempts. Users may also see what percentage of inmates are passing or failing. Search criteria includes key
information stich as custody account, first and |ast name, and date range.

gﬁ m gﬁﬁ ga E @Eﬁ@%@ gﬂm . . | Facility Routlng !!umhr: 95004 .

SYSTE 705 7 TOOLS . ADMIN S EACILITY Search criteria to
de ne freguency of
failure report

results.

Vaice Biometrics Frequency of Failure Search

*This report is updared and populated nighty for faster retrlaval purposes, B
*This is a report for Inmate name verilication wxierances to show the Frequiency of Faijure when an inmate aflempls to verify th Bl rama swhen placlvg a phone call.

H ALLit SEARCH CRITERIA (* Intitaits Requirad Fieids §

Report results detailing
dates and sta s -csfor
biometric failures and
successes for each
inmate.

LAST SUCCESEFLIE VERIFIGATION

8/'5/2013' ' o o Proprietary and Confidential




) Secure Cali Platfarm User Interface Sample Reports

Sample Crime Tip Report

Crime Tip - is a critical feature that enables anonymous two-way communication between inmates and facility staff. For inmates the feature
provides a secure method for reporting information about criminal activity. For faciiities, the feature provides a flexible, configurable solution for
gathering critical evidence to support investigations and prevent crimes from taking place in the facllity. The Crime Tip Report - displays detailed
results for all Crime Tip calls. Results can be narrowed by using intuitive search criteria.  Users can select to listen to, extend, download, add notes

to, or audit each call record to manage the safety and security of their facility.

Secure Call Platform B o 1

HOME . - L MONTOR CILTYPORIAL -

Crime Tip search

: TIPS Seaich criteria
i ID_FILL M SEARCH CRITERIA |*rasaist Regesws P ) .

Crime Tip details and
avaifableac ons.

aleflime Range
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TECHNCGLOGIES,
iy M oz

Sample Informant Line Report

SCP’s Informant Line - [s an Investigative tool allows fnmates to communicate directly and anonymously with investigators. The call can be
routed to a specific investigator, voicemall box, or answering machine. The Informant Line Report — allows investigators to research and view
details about these calils.

Secure Call PI

re Ca

Facifity Routing #lumber: 98001

aﬁf:%"arm

Informant Line
search criteria )

'_Informa_nt-Lin_e Call_Recargé Search,

© B FILL N SEARCH CRITERIA § * eyt sazibet Fiaita

{04/28/20 LE 235

Informant Line details
and available ac ons,




SECURUS Secure Call Ptatform User Interface Sample Reports

TECHNOLOGIEE

Corig it thed g Y

Sample Emergency Call Report

SCP’s Emergency call- is an optional SCP feature allowing individuals to enter a bypass code to connect to facility personnel for emergencies
such a medical, violent, riotous, or suspicious incidents. For users who are authorized to view and listen to historical Emergency Calls, SCP
provides an Emergency Call Report as shown in the image below,

5@@3%‘@ @ﬁEE Ea@&%@aﬁm Factly Rovling Hombar: 99001

& umwﬁ oL S ADME

Emergency Call
search criteria.

Emergency Call Detail Search

& ALLIN SEARCH CRITERIA {" Indicstes Requiced Fistos ] -

Emergency Call
details and available
ac ons.

PORTLOC  BYPASS CODE ) 3 5 TERRCar CALL TVPE T LA PROPERTIES

8/5/2013 Proprietary and Confidential 19
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Sample Word Spotting Search Report

Word Spotting Search Report — is an essential investigative report that allows investigators to display all of the recordings that were
submitted for Word Spotting processing with select criteria. Because Word Spotting Is fully integrated with SCP, this report can be run right from
the SCP user interface.. .

Secure Call Platform

Facliity Rrouting Humbes 95001;

Enter criteria to narrow the
search. Userscan even

search by the suspected key
word agged within the call.

Word Spotting Search

(= FILL IN SEARCH CRITERIR (4 westtaban kenines fies)

6:2011 1522529
t 3 : i

View details of the report (including

agged word and the point in the call
the word was agged), listen to the
call, download the call, or export the
call,
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]
TECHNOLOGIES

AT P AT

Sample Comprehensive System Log Search

Comprehensive System Log Search — can be used by administrators to monitor the changes that have been made to the system.
Administrators can use search criteria such as username, name, and date range to narrow their search. The tool also has the ability to omit
changes made to the system through automated changes to narrow results to changes made by personnel.

%@@&g @% @Ea%%ﬁﬂm - ) ‘ - » | FacllityRouilngNumbar:BQOM

SSTER 1 MOREOR . Te01S - S A | EASLTY PORTAL

Faci t;

Secunus Deao 54 | A Plicsie Groups

Coniprehensive System Log Search.

[} FIEL IH SEARCH CRITEREA ( * indicries Required Fields )

B4 goicholedWERECURTY 10

_ Terms an.d Conditions
@ 2011 Beeurus Technotegias, Inc: All Rights Resérvad.

8/5/2013 Proprietary and Confidential
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TECHNOUOGIES.
-~ .

Sample Management Level Change Log Report

Management Level Change Log Report — can be used by administrators to monlitor the changes made to features at each of the
management levels, Administrators can use search criteria such as username, name, and date range to narrow their search,

g@@@ﬁ;@ @E @ %,§ | ) N - | . | | Facllity t;ling Humber: 90

“EHOME $ 7 SYSTERL T ¢ MONSTOR TGO MM FACIITY FONTAL |

Management Leval Change Log Search

3 FILL B SEARCH CRITERIA {* Indlssles Requicest Fislds }

LOBIFIED (CET) USERNMIE

8/5/2013 Proprietary and Confidential 22
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Sample Custody Account Change Log Report

Custody Account Change Log Report — can be used by administrators to moniter the electronic and manual changes to custody accounts.
Administrators can use search criteria such as PIN, username, name, and date range to narrow their search.

I PI

Secure Call Platform | B | sty sttt 900

Custody Account Change Log Search

B} FLL I SEARCH CRITERIA { * fnd7ates Requined Fistés )
v —

HOOIFIED FIELD BEFCRE USERMAIE

Terms and Conditions
& 2011 Securus Technologies, Inc.'All Rights Reservad,

8/5/2013 Proprietary and Confidential 23
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Sample PAN Entry Change Log Report

PAN Entry Change Log Report— PAN Change Log functionality records all actions that SCP users make to the verified field in the SCP user
interface. 1t also allows administrators to examine all PAN st changes; specifically, when changes occur, and by whom, helping administrators
and investigators track user accountability.

5@%‘%@5’5@

Facility Rouli.ng Humber: 99001

Segunys Deing Sle AY Phone Groups

AN Entry Change Log Search

B HLL 8t SEARCH CRITERIA [ * indicates Required Fields }

{04/21/2011 00:00:00

LODIFIED THHE {C5Y)
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Sample Phone Number Change Log Report

Phone Number Change Log Report — allows administrators to review all changes to controlled numbers on the Global list at both the agecy
and facility fevels.

Secure Ca

a E%@ 5’ m Facility Routing Nulﬁher: 93001

S EACILTY PORTAL 50

 Globat List Change Log Search

. F3 FILLIN SEARCH CRITERIA { Izates Requirad Fields §

EISERHRUE

8/5/2013 Proprietary and Confidential
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Sample User Management Change Log Report

User Management Change Log Report — allows administrators to review changes made to the account by selected users.

Facillty Routing Humber: 99001

User Mgmt Change Log Search

£ FIEL 1 SEARCH CRITERIA - (* Ingicatss Requiced Fislds )

8/5/2013
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Sample Security Template Change Log Report

Security Template Change Log Report — allows administrators to review modifications made to security template. Users can narrow their
search by using criteria such as username, name, phone number, and date range.

@@u Eﬂ@ ﬂ@ i E @ﬁg@ m ) ) N - Fatlity Routing Mumber; 93001

04/28/2611 23,59:59

BEFORE LODIFIED {C5T) USERRARE

SECL

% SedwardsEsECUAIX -

. . Terms anq Conditlons
@ 2011 Securus Technologies, Inc. Ml Rights Resecved,

8/5/2013 Proprietary and Confidential ‘ 27
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Sample System Access Log Report

System Access Log Report — allows administrators to manage user access by reporting lists of system users by date range. Users can narrow
their search by using criteria such as username, name, and date range.

%@ %ﬁ 5‘“@ ﬁ@ E p a @%@ Q"E‘%’% . . ) | Faciiity Routing Numba'r: 99001 ‘-

rus Dems Sia

: 'System Access Log Search

3 FILE th SEARCH CRITERIA { * Indicstes Required Fields |

1P ARDREES STRIUS LGS IH[CST) LOG OUT{CATY DURATIOHNIT

uccessiul Lo

-0y ecanklin@SECURTY Gota: Conkl daen AL -1 208,163.225.158.

. Terms and Conditions
@ 2011 Securus Technologies, Inc. All Rights Reservad,

8/5/2013 Proprietary and Confidential 28
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Sample Recording Audit Log Report

Recording Audit Log Report — allows administrators to report and manage all activity for recording usage. Administrator can search on key
criteria such as recording usage, name, calt start/end, access start/end, dialed number and PIN,

g@@ @ @: EE ?gt%@ﬁ“m . i | . Facility Ruufng Humber: 9900

% HOME BRSO LS ADMIN - < FACLITY POR

Recording Audit Log Search

£ FILLIN SEARCH CRITERFA ( * Ingicates Reqiired Fistds |

He b EH®HN

8/5/2013" Proprietary and Confidential -




ﬂ SECURUS’ Secure Call Platform User Interface Sample Reports
= TECHNOCORIES.

Sample Scan Patrol Audit Log Report

Scan Patrol Audit Log Report — allows administrators to report and manage all activity for live monitor scans. Administrator can search on

key criteria such username and date range to narrow thelr search. Users can also select to view the call detail records associated with each scan

for additional information,

Secure Ca

TOOLS . ARMIN - FACILITY FORTAL

Scan Pafrol Audit Log Ssarch

= FILLIH SEARCH CRITERIA. | * Indicates Requirad Fietds )
‘i_u§ . ”

Yerms and Conditians
®-20%1 Securus Technalogies, Inc. All Rights Reserved.

8/5/2013 Proprietary and Confidential
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Exhibit B

Preliminary Project Plans




1D Task Name Start Finish
1 |SECURUS Inmate Telephone System Installation Project Plan for Knox County JaiE Wed 7115 Tue 9/1/15
2 Inmate Phone System Installation & Cut-Over éWei:i' 71115 Tue 9M/M5E
3 |  Project Initiation Phase Wed 71115 Thu 7215
a Fiost internal project review and kick-off meeting Wed 7/1/15  Wed 71115
5 Team with Sales Account Manager to host kick-off call with SECURUS Tnmaie Teloprone System Installailon Project Plan for Knox  'Wed 771715 Wed 71A5

_County Jali Project Team ~ B

6 Complete Telephone Equipment !nspectlon for Inmate Locations Wed 7M1/15  Thu7/2M5
7 Project Planning Phase i‘i’hii 712115  Thu 7/915
8 Update Engineering based on site survey information i ?Th'u 712115 |Thu7/2H5
9 identify resources needed to complete tasks and objectives T Thu7iZA5E T Thu 725
10 Create ticket assignments for necessary departments o h _W@ﬁ TThuviofs
11 Host internal review 1o determine scheduling opticns Fri 7/aH5 Fri7i3118
12 Host review with current services provider to discuss transition plan EFri 773115 Fr7/318
13 " Create project in the Install Portal and setup notifications/alerts - ri 773115 Fri 7/3/15
14 Create orders for telecom provisioning ' Fri 7316 |Fri7/3016
15 Create purchase orders for materials Fri 71315 Fei 7/3M15 |
16 Perform Sarbanes-Oxley compliance approval for all materiaf purchase orders ) Eri7i3M5  Fei7ies |
17 Kick-off Discussions for Auicmated PIN Imports / OMS lntegratlnn """" Frl 71315 Fri 7/3115
ig | Integration for aticmated PIN data management o iMon 7/6/15  Mon 716M5
19 Review field service access/scheduling & telecom vendor schedullng options with Knox County Jail Project Team Tue 7/7115  [Tue 7TAS |
20 " Produce updated project scheduie ' éTue 77115 Tue 7/7A5
21 Securus Project Team and Knox County Jail Project Plan / Schedule Review iTue 717115 Tue 7/7/15
2 | Finatize Telecorn Provisioning, Material Delivery, and Field Service schedules ’ Tue 777115 Tue 71715
23 s' urus & Knox Gounty Jail Project Team Meeting - Touch Point “Wed 7815 Wed 7/8115
24 Review telecom and hardware delzvery schedules TiWed 7/8/15  Wed 7/8/15
25 " Produce updated project plan and review wnth Knox Counly Jail Project Team “Wed 7/8/15  |Wed 7/815
26 Gustomer Dafa Management Thu 7/9M5  |[Thu7/9115
27 Coordinate fransition activities with incumbent Thu 7i6iHE  Thu7/eA5 |
28 Site specific veice prompts &taglines éThu'?IQHSI " iThu7/9M15
29 ' Project Execution Phase Wed 7/8/15  Wed 8/26/15
30 " "Site Telecom Installation Planning Activities Thu7/9/5  [Thu 8/20/115
a1 Telecom delivery fead time Thu 7/9/15  Wed 8/19/15
37 Confirm Telecom Test & Furn-up (1&1) scheduie B " {Thu'8/20A16 [Thu 8/20/15
33 Gonfirm Installation Technical Support schedule for T&T activily Thie 8/20/15  Thu 8/20M15
34 Confirm Field Service Installation Team schedules for T&T actvity T iThu 8/20/15 | Thu 8/20M16 |
a5 Review Site schedule and activilies with Knox County Jail Project Team Thu 8/20/15  Thu 8/20/15

Page 1




13} Task Name Start Finish

36 Site Equipment Installation Planning Activities Wed 7/8M5  Wed 81915
37 Material shiprment lead time - Thu 8/6/15
38 Confirm material shipments and arrivat dates Wad 7/8/15
39 ‘Install'and test inmate telephone equipment - Knox County Jail ‘Mon BATHS
40 Removal of old equipment and notify incumbent of available pickup Tue 8/18/15  Tue 8/18/15
M ) Review Site Cut-Over schedule and aciivities with Knox County Jail Project Team T Wed 81915 |Wed 895
a2 Customer Data Management T T “Thu79M5  Thu 7/8M5
a3 Upload blocked number files T T T G i8S Thu 7/9/15
44 Upload free and privileged number files Thu 7/9M15  [Thu 7/9M15
45 U OMSIIMS Integration / Elmports Activites T Thu7i9HE i 8/
6 | " “Inmate PiN account creation and management T ThuTI9Rs
47 Configure Automated information Services within Secure Call Platferm T WWed T/22M16  Mon 772715
a8 Configure inmate debit within Secure Call Platform . \Wed 722115 [Tue 7/28/15
49 Configure Secure Instant Mail within Secure Call Platform™ T Wed 7/22M5 Tue 7/28/15
50 Configure Inmate Debit with Commissary vendor T ‘iWed 712215 Wed 81215
51 " Configure IPRO within Secure Calt Platform Wed 7/22/15. [Wed 8/28/15
52 " installation - Knox Gounty Jall Wed 8/26/5 [Tue 9/1/15
c3 Cut Over - Turn up of telephones to Securus SCP platform T 1Wed 8/26/18 Thu 8/27/15
7 1PRO enctitment by pod/dorm o B B iThu 8127716 ITue 9/1/15
55 Quality Gontrol / Checklist Reviews - T T T S Thu 8/27/18 Fri 828715
56 |  Customer training ) T "iThu 8127115 |Fri 8128M56
57 Canduct customer training for telephone system with Knox County Jail Project Team TThusf27i6 Fris2efis
58 |  Quality Review T T Thu 8/27/15  |Fri 8/28M5
s | ReVerify all Features working properly T T T T U iThu8ITHE i 8/28/15
60 “Re-Vierify phones work, port assignments/call groups set Thu8/27715  Thu 8/27/16
61 Post Cutover QA Checklist & Test Calls Completed B Thes/27/15  (Thu 8/27/15
62 Nofify Facility ITS of cutover - system is functioning correclly T This 8/27/16  Thu 8/27115 |
63 Cut Sheet distributed to Securus Project Team T The 8/27/45  Thu 8i27M3
= RS - - S S
65 Video Visitation will be managed by Tech Friends. Any additional terminals required will be installed by Tech Friends ;

within a 10 week timeline.
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Prepared by E. Juntune

Archonix Systems, Knox Co., TN Project Plan

Created on June 9, 2015

1D Task Name Duration|Start Finish

1 {Contract Approved by Knox County

2 |Project Announcement to County Staff lday Wed7/1/15 Wed7/1/15

3 [Key Stakeholdersrapd Progect Team ldentified - Review SOW for Roles & Responsrb]lm 3 deys ‘Mon 7 7/6/15 Wed 7/8/15

4 IProject Room and Invite to Kickaff Mtg Sent 1day §Thu ?/9/15 Thu 7/9/15 o

5 |Project Krckol‘f Meetmg  Aday l=r| 7/10/15  Fri 7/10/15

6  |Praject Team Rev:ews Project Plan, Meeting / Reporting Policies Instituted 3 days Mon 7/13/15 Wed 7/15/15

8 P[annmg Session for Archonix Hardware Requirements, Purchase, Delivery and lday Thu7/16/15 éThu 7/16/15
Installation :

12 |rO for Hardware Generated lday (Fri7/17/15 [Fri7/17/15

11 |Data Conversion Plan Developed 10 days:Mon 7/20/15 Fri 7/31/15

18 |Key Data Elements Identified for Training Environment 2 days jl\vlo'n 8/3/15 Tue 8/'4/15

19 |Interface Requirements Identified / Plan Deve[oped . 5 days Tue 8/4/15 Tue 8/11/15
Ergrearay ’m. QM g sormane

20 \Weckyicammesing SBEORGE T8 0 0 lday Weds/12/15 \Wed 8/12/15

21 |planning Session for Workshops / Training Schedule 4 days Thu 8/13/15 Tue 8/18/15

Enterface Development

Management Meetmg Project Plan Approved -

Hardware Installed & Tested

Data Conversion Plan Approved

Training Scheduled Pub[ishedmm o

Data Converslons Developed

QA LOAD TESTING Plan Developed

Archonlx Software Installed and Tested

B

ﬁ%ﬁ mw m;:w %(g;g 4 %&?}H o

AP

14 |Tra|nlng for Netwark Administrators / I(nox lT Staff

50 days‘Wed 3/19/15

Tue 11/10/15

Jiiday Thu8/20/15
7 1 day Fl’l 8/21/15
3 days Mon 8/31/15

1 day Thu 9/3/15

Thu 8/20/15

Ti 8/21/1757

Wed 9/2/15

%Thu 9/3/15

1 day frrr 9/4/15

Fri 9/4/15

60 days Mon 9/7/15
i, day Tue 9/8/15
10 days Wed 9/9/15

g

5 days W_ed___9__/23/1
i day Wed 9/30/15

Fi11/27/15
Tue9/8/15
Tue 9/22/ 15

Tue 9/29/15

Wed 9/30/15

lS days ‘Thu 10/1/15 IMon 10/5/15

Confidential
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Prepared by E. Juntune

Archonix Systems, Knox Co., TN Project Plan

Created on June 9, 2015

Cutover Plan Deveioped

Data Conversmns Slgned Off

D iTask Name Duration}Start Finish
23 Secunty Reviewed - Passwords setup for Team 3 days Tue 1{}/6/15 'Thu 10/8/15
43 EMR wOrk%héﬁfE)vemew / Gap Analysis 3days Wed 10/7/15 iFri 10/9/15
32 4 Lday Fril0/9/15 Fri10/9/15
44 5 days ‘Mon 10/12/1‘ Fri 10/16/15
42 |15 days Tue 10/13/15 Mon 11/2/15
15 lday Fri10/16/15 Fril0/16/15
45 15 days Wed 10/21/1=Tue 11/10/15
33 sHnd: w
25 |dail Workshop/ Overview / Gap Analy:us 3 days Mon 11/2/15 Wed 11/4/15
26 Trammg (Ob;ectwes Addressed) 10 daysEFri 11/6/15 iThu 11/19/15
34 [ISEKIy TeanNaatifg . Statis Opdate ,f?‘l Siday Fril1/13/15 Fril1/13/15
27 Conﬁgure Software / Setup Tables - Modific: 25 days Man 11/16/1=Fr: 12/18/15
46 [Forms [/ Screens f Reports Developed 22 days! Mon 11/23/iﬁfue 12/22/15
47 |Interface testing ' 10 days Tue 11/24/15 Mon 12/7/15

10 daysiWed 12/2/15 Tue 12/15/15
- Lday |Wed 12/16/1‘Wed 12/16/15

39 1 day Thu 12/17/15 Thu 12/17/15

49 |all Mods Completed / Tested / Signoff H0¢ days Fri12/18/15 Thu 12/31/15

35 Interfaces Signed Off iday iTue 1/5/16 Tue 1/3716 o

36 Hser Testmg Functlonal Areas S o Wed 1/6/16 Tue 2/2/16 o

40 i i : " Wed 2/3/16 Wed 2/3/16

56 iPerformance Testmg 5 days {Thu 2/4/16 Wed 2/10/16

48 lCapacity Testing iThu 2/11/16 Mon2/15/16

28 [Vianagoniént Mooting: Sfatus Update: ~ Mon 2/15/16 iMon 2/15/16

50 |User Acceptance Testing / Unlt Testmg & Training / Slgnoff 14 daysiTue 2/16/16 Fri 3/4/16

51 |HelpDesk live  day |Fri3/a/16  Fri3/4/16

52 |cutover Plan Rewewed/ Revised ' 1'de\'f IFri 3/4/16  Fri3/4/16

53 Sk . liday Tue3/s/16  Tue3/8/16

53 |Go - LIVE _ilday (Fri3/i1/16  Fri3/11/16

55 |Post Go-Live Meeting {Team) / Assess Pfd}'edt“ o 1day [Wed 3/30/16 wed 3/30/16
Condidential Page No. 2 Tue 6/9/15 2:31 PM Knox Co,, TN Project Plan.mpp




Exhibit C

Letters of Reference




Serviug the Cities af: Hampton « Newport News » Nopfollr » Portsmonth

2698 Elmbrurst Lave « Porisionth, Virginia 23701-2745  Phore (737) 4838-7500  Fax (757) 488-2200

August 15,2014

To Whom it May Concern:

The Hampton Roads Regional Jail maintains a population of over 1,000 Inmates and serves five
jurisdictions. Our detainees include adult offenders with an atray of security, mental and physical health
CONCEerns.

After a thorough evaluation, Hampton Roads Regional Jail awarded our inmate communications
contract to Securus Technologies, an organization with the necessary resources to support a large and
diverse operation, capable of delivering an advanced inmate communication solution that met our
needs. Our agreement is a long term solution to provide all services, support and hardware for the fife
of this multimillion dollar cantract,

Our transition was very smooth and all of the installation team members were very professional and
helpful assisting in this undertaking. Securus professional trainers, technicians and account managers
have assisted in multiple training sessions for our staff and arresting agencies. Securus staff has made
sure training and configurations meet the specific needs of Hampton Roads Regional Jail.

We have received new investigative tools that will maximize our efforts across multiple jurisdictions.
With multiple users and agencies accessing the Securus Inmate Telephone System (SCP), we are able to
grant access specific to investigative needs without involving or burdening correctional staff. Securus
Video Visitation ($VV) has made inmate visitation more convenient to our constituents while adding an
additional revente stream te the jail.

{ am very pleased with the service and products that Securus has provided and 1 would highly
recommend them and the SCP platform,

Sincerely,

@)WQ;E:.}XMW“&;.

David L. Simons, JD, CIM
Superintendent




ROANOKE SHERIFF'S OFFICE
Oclavia Johnson, Sheriff

November 13, 2013

Carol Roberts

Major Account Manager
- Securus Technologles

14651 Dallas Parkway

Dallas, TX 75254

Re: Letter of Reference for Securus Technelogies

To Whom It May Concern:

The Roanoke City Jail is an 834-bed adult, local confinement facility which houses a diverse inmate
population. OQur facility was designed to hold both male and female prisoners, whether they are
committed from local, state, or federal law enforcement agencies. The current average daily population
of our facility is approximately 620 inmates.

One of the key slements of inmate management is having a dependable inmate telephone service and
video visitation provider. Securus Technologies meets these challenges to the Roanoke City Jail by
providing us with the latest technology and always delivering guality customer service to our inmate
population and their families. They consistently do so in an economically viable manner, with an
ernphasis ot both quality service and attention to detail with no unresolved issues with the inmate
population,

A key factor in our levels of satisfaction with Securus was the seamless transition from our previous
inmate phone service provider. Securus was very organized and went the extra mile to ensure that we
experienced limited interruption in services. The on-site Securus representative is familiar with the needs
of our operation and has been dedicated towards ensurmg that the needs of both the faclhty and the
ininates undel dur supervision are always niet.

. The Roanoke City Jail highly recommends Securus Technologies and not only considers them an asset in

. our inmate phone services and support services operatlons, but also as & valued partner in the daﬂy
' operanons of our faelhty o

-Sincerely,

Mo @uw

Major David Bell
Chief Deputy

P.O. Box 494 Roanoke, VA 24003, 540.853.2941, fax 540.853.5353




NORTHERN NECK REGIONAL JAIL

SBI ving * Richmond Co, * ‘Westmoreland Co. * Northumbetland Co. ¢ Town of Warsaw
P, 0. Box 1090, 3908 Richmond Road, Warsaw, Virginia 22572
(804) 333-6419 « Fax (804) 333-6029

Ted Hull
Superiméndent

Captain Dariyl L. Tarney
Divector of Security

Ciplain W, Joseph Hickey
Director of intake
Receiving and Training

Captaii Ly M. Suddutis
Director-of bnste-Services

Capltain. Ging M. Campbeil
Pircetor of Humuan Resources

Oia J. Moiiteil
Director of Inmaté
Eeluwition

Vivian A, Moote
Director of Comimmity
Corrections/Offendey
Tronsition & Re-eniry

“Never doubl thet asmall group of thonglitful, conmitied citizens can change the world. Indeed, it ix the only thing that ever has.”
M Meade

Friday, February 04, 2011

To whom it may concern:

It is with a great deal of confidence and a considerable amount of satisfaction
that I recommend Securus to you in the quality of their systems, the technical
performarce of their employees and the integrity of the leadership of the
company.

Over the course of the last few years I have come lo appreciate and respect
the abilities, honesty and most importantly the "can do™ attitude of everyone I

‘have met; While I would not want to fail to mentioh everyone who has

worked on our projeet I imust specificalty recognize Mike Coakley and Sherri
Tur owsky for their hard work that has been absolutely vital to the continyed
success of our inmate phone program,

As in every aspect of hfe, it is not "if" a problem arises but a function of
"when". As suich, as it is with men, the measure of a company i not when the
expected performance is on track and everyone is "happy" but when the
project encounters infoteseen difficulties, communication misunderstandings
ot technical failures. In this regard, Securus performs extremely well and has
placed a greater importance on the customer's satisfaction than on positions
of blame, fault or excuses.

I highly recommend Securus and would be happy to discuss their services
and produets. I can be reached at 804-333-6001 of ted{@nnrj.state.va.us.

S.uperinténdent _ _
Northern Neck Regional Jail







SECURUS

Technologies

June 17, 2015

Matt Myers

Deputy Director of Purchasing

Knox County

1000 North Central Street, Suite 100
Knoxville, TN 37917

Dear Mr. Myers,

We appreciate your willingness to replace double-sided page 175/176. We have also
provided a replacement PDF on cd. Thank you for your cooperation in this matter and we
look forward to hearing further from you regarding the Inmate Communication and
Management System RFP,

Sincerely,

Geoff Boy

Chief Financial Officer

14651 Dallas Parkway, Suite 600
Dallas, Texas 75254
972-277-0300

14651 Dallas Parkway, Suite 600 | Dallas, TX 75254-8815 | SecurusTechnologies.com




PART XI  PRICING SCHEDULE:

Detail the cost, if applicable, associated with the software and hardware necessary to
complete the Module Requirements and Scope of Work. Include an Itemized list for all first
(1st} year costs and a grand total cost. Detail the cost, if applicable, with any associated
software/hardware maintenance beginning in Year 2 through year 10.

Detail the commission rates payable te Knox County in regards to all phone, email, messaging
etc. Detail any additional cost/revenue to Knox County.

SECURUS HAS READ, UNDERSTANDS, AND WILL COMPLY WITH THIS REQUIREMENT.

Securus is pleased to provide our offer to Knox County for an Inmate Communications and
Management System. This offer is completely compliant with the specifications set forth in
this RFP and is inclusive of all the modules requested, including the Inmate Telephone
System, Automated Information Systems, Video Visitation Capabilities and Jail Management
System with Emergency Medical Records and Banking Software and provides options for
additional technologies throughout the term of the agreement. Securus has also forged a
relationship with Tech Friends to provide several of the services currently provided today.
Our offer is AT NQ COST to Knox County and is inclusive of the following;

Term - Five (5) year term with two Additional Five (5) year extensi_o'ns'

“Inmate Telephone Platform - Commission
Commission for ALL Local / IntraLATA / InterLATA calls

61%
With a
$500,000 first
year minimum
annual
guarantee

CR

Option to Receive Flat Upfront Payment $1,000,000
*This option includes Investigator Pro, Threads, and LBS

Tz

All integrations required to complete all aspects of the Project outlined. included

Free Local AND Long Distance Calls on Booking Phones Included

175




Jail Management System with EMR and Banking Software . Commission -

Securus xjail inclusive of all features and Ftu Compliant with all RFP Included
Specifications _ ‘

Bankmg Sof*twarel Provided and Supported By TechFrrends o i.nlu.de;i‘ -

Video Visitation and Kiosk Capabilities -~ .~~~ '~ Commission
Fully Complaint Video Visitation Platform Capable of Remote and On-Site Included
Visitation with manitoring capabilities.

All Wiring, Networking and Maintenance of the Video Visitation Platform Included

Optional Investigative Solutions

Threads Investigative Tool -~ A powerful and easy to use investigative optional |
platform providing law enforcement with focused leads. This software Deduction of
analyzes corrections and communications data in order to generate cog
focused and targeted investigative leads for investigators. ,

Investigator Pro / Continuous Voice Biometrics Investigator Pro - A Optional
powerful evidence-gathering and investigative analysis tool. It uses Deduction of
unprecedented state-of-the-art technology to “recognize” the voices of 9%
inmates over telephone calls and exposes inmates who try to beat the

system by hiding their identities to engage in criminal activity.

Location Base Services (LBS) - “Geo Fencing” sets perimeter around a Optional
location to notify investigators when an inmate calls a cell phone that is Deduction of
accepted within the Geo Fence perimeter. “LBS On Demand” identifies A%

the real-time location of a suspect’s cell phone,

Automated Information Services (AIS) -~ .~ .~ “ " Commission
Automated Information Services (AIS) - Voice Mail (VM) - AlS uses the Included
latest in voice response technology to automatically handle internal
inquiries from inmates as well as outside calls from friends, family
members and other agencies, AlS automates upwards of 80% of
standard inquiries freeing staff to perform other tasks and includes
Phone Account. AIS voicemail provides the County an additicnal revenue
source and communication option for Family Members and Friends.

176 SECURUS Technologies




July 8, 2015

Matt Myers

Deputy Director of Purchasing

Knox County

1000 North Central Street, Suite 100
Knoxvllle, TN 37917

RE: Fee Clarification for Request for Proposal 2182 Inmate Communications and
Management Systems

Dear Mr. Myers,

Securus Technologies, Inc. appreciates the opportunity to clarify our response for the
provision of fnmate Communications and Management Systems for Knox County. The
following tables illustrate all fees related to the provision of the required telephone, tablet,

and kiosk services.

Securus will charge a flat rate of $2.30 for all In State Calling. Interstate calls will be
charged at a rate of $0.25 per minute for collect calling and $0.21 per minute for
debit or prepaid calling.

Additional Fees (When Applicable)

The following is a description of additicnal fees that are only applicable as indicated in the
table. Securus will always provide Family and Friends with a no cost funding option for
account establishment and replienishment.

Credit/Debit Card Pro'cess}"hg Fee vig

Securus Website for Multiple Phone Per Transaction $7.95
Numbers***

Account Set Up Fee T * Per Transaction $0.00
Securus Refund Fee Per Transaction $0.00
Check or Money Order Mailed to Per Transaction $0.00
Securus

Deposit sent via Online Banking Service ' Per Transaction | $0.00

A

w

14651 Dallas Parkway, Suite 600 | Dallas, TX 75254-8815/




' Interstate Prepald Collect ) T ‘o... ‘ '
State Cost Recovery Fee " Calls, Direct Bill, and Upto5 ?a?!f cost of

Debit Calls

Location Validation Fee

M.ay' apply to all calls for

Up to 4% of the cost

locatlon verification of a call
Only for wireless numbers,
Wireless Administration Fee applied ence/month when Up to $3.99

using an Advance Connect

Account

A returned check charge of up to $25 may be applied for dishonored checks,

**tnlike other vendors, Securus ollows Family and Friends to utilize one account for
multiple phone numbers, thus allowing the end user to avoid paying multiple setup and
funding fees to establish on account with multiple phone numbers.

Convenience Options

For family members and friends requiring an immediate approach to funding an inmate
call, Securus provides optional services which incur convenience fees. Our Pay Now™ &
Texi2Connect™ services permit the called recipient to accept a call instantly with a credit
card without the need to establish an AdvanceConnect account or they may elect to have
the call billed to their mobile phone without the need to establish an AdvanceConnect
account. Both of these programs are optional and are not required for an end user to
receive calls; it is merely a convenient alternative to establishing an account.

Pay Now™

Credit/debit card payment
by phone or Website

$14.99

Text2Conhnect™

Credit/debit card payment
by phone or Website

$9.99

The following fees will be charged by Tech Friends for the support of their technologies
related to the proposed programs. This also includes a fifteen (15) day, no fee, Inmate

Debit Card for use upon release.




Electronic Messages:

Electronic Message

Max of $0.50 per message

Remote Video Visits:

€e'to Consurer

 Commission to/ail -

Scheduled visit up to 30 minutes

| $6.0D

50%

Uhscheduled visit

$0.20 per minute

50%

Phone Transfers:

Commlss:ontojail

Funcl fransfer frﬁm Trust to Debit Phone

$0.75

0%

Tablet Rental:

Free with Tablet Rental

esc
Initial Use Period of 15 minutes
) WDai]y Rental Fee beyond free period $5.00 0%
| Games, Mus‘ic, etc. | N/A

Lobby Kiosk Fees:

_Comrhission toJail -

Credit Card Deposit to Prepaid Acct

($4.95 minimum)

Cash Deposit to Trust Acct “$495 0%

Cash Deposif to Debit Acct $4.95 0%

Cash Deposit to Prepaid Acct $4.95 0%

" Credit Card 5eposit to TrustAcct | 10% of Deposit 0%
{($4.95 minimum}

Credit Card Deposit to Debit Acct 10% of Deposit 0%
{$4.95 minimum)

10% of Deposit 0%




Securus recognizes Knox County may desire modifications to our overall proposal and we
are willing to be flexible in any negotiations, We sincerely thank you for this opportunity
and respectfully request the privilege of forging a long term, mutually beneficial
relationship with the Knox County Sheriff's Department and your community.

Sinceraly,

I
bt L2

Robert E, Pickens

Prasident

14651 Dallas Parkway, Suite 600
Dallas, Texas 75254

972-277-0300
BPickens@securustechnologies.com







Securus Technologies Best and Final Offer
for The Knox County Sheriff's Oftice

Securus’ financial strength and our proposed offer is an important indication of our ability to serve
your needs today and well into the future. Any provider can match call rates and commissions to
suit the need of the Sheriff's Office, but what cannot be matched Is the technology and securlty
software that only Securus and Tech Friends can provide the Knox County Sheriff's Office, Our
systems are proven nationwide in providing communications with confidence that fraud is not
occurring through three way and remote call forwarding eroding County revenues and community
confidence in the system. The benefits of Securus as a technology company extend beyond inmate
telephone services to all types of comimunication services to improve public safety and reduce the
Inconvenience of incarceration for everyone,

The following technologies are Inciuded in our offer;

n  Secure Call Platform - the largest most widely used platform in the Corrections

Industry
¢ Free Training provided throughout the term of the agreement
s Free, quarterly seamless feature upgrades throughout the term of the
agreement

= Automated Information Services - automating thousands of calls per day for both
family and friends and inmate self service

= [CER - Inmate to inmate communication identification

«  Correctional Officer Memorial Fund - a fund paid to fallen officer families since
2012

= Threads, LBS and Investigator Pro - Advanced investigative tools owned
exclusively by Securus all provided for a .45 non commissionable technology fee

» 300 Tablets - Provided by Tech Friends at no cost with numbers of tablets
increasing based upon inmate usage and revenue generated

= & Additional Kiosks for friends and family visitors

»  Additional bandwidth and up to $100,000.00 for a wireless network to support
tablets

v«  Archonix XJatl - One of the most advanced jail management software solutions on
the market today with proven and established integrations with Tech Friends

= Uniek EMR - Designed exclusively for jails




61% Commission Rate Offer on inmate Telephone Service

50% Commission Rate Offer on Email

“Local $0,45 2,30 $2.30 $2.30

Intralata/Intrastate $0.45 $2.30 . $2.30 $2.30
tnterLata/ fntrastate $0.45 $2.30 $2.30 $2.30
InterLata/tnierstate $0.00 $0.25 $0.27 $0.21
International $1.00 N/A $0.95 $0.95

Securus has worked hard to develop an offer that fully serves the needs of the Knox
County Sheriff's Office and its constituents while drastically increasing your level of service
and technologies. We are committed to building a program that incorporates all of your
requirements while providing a robust revenue stream for Knox County. Securus and Tech
Friends bring quality, dependable products and customer service to Knax County.
Don't settle for less.
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Attachment C
Software License, Maintenance and Support Agreement

This Software License, Maintenance and Support Agreement (this "S&M Agreement”) is by and between
Securus Technologies, Inc. (“Provider”) and Knox County Government (“Customer”) and shall be coterminous with
the Contract.

1. DEFINITIONS

Licensed Standard Software: Provider's Archonix XJail Jail Management System (XJail) and Uniek Electronic
Medical Records (EMR) Software Solution.

Licensed Customn Software. Provider's Licensed Standard Software plus any maodifications made to the
Licensed Standard software made by Provider on behalf of the Customer and agreed to by the Customer and
Provider.,

Licensed Software. The Licensed Standard Software, Upgrades, and Licensed Custom Software provided
under this S&M Agreement.

Licensed Documentation. User Manuals, including the current specifications for the Licensed Software and
other written instructions relating to the Licensed Software.

Upgrades. Any enhanced and/or improved versions of Licensed Software provided as Licensed Software under
this S&M Agreement and released after execution of this S&M Agreement.

Authorized Copies. The only authorized copies of the Licensed Software and Licensed Documentation are the
copies of each application software package defined in this paragraph. They are:

= the single copy of the Licensed Software and the related Licensed Documentation delivered by Provider
under this S&M Agreement; and

= copies of each application of the Licensed Software as reasonably needed to support Customer’s operations
including copies for redundancy, emergency fail-over and training systems.

Licensed Products. The Licensed Software, Object Code, the related Licensed Documentation, and the
Authorized Copies of the foregoing.

Object Code: Machine language code produced by a translator program, such as an assembler, interpreter, or
compiler. Instructions in object code can be executed by a Central Processing Unit (CPU).

Customer Liaison. A Customer employee assigned to act as liaison between Customer and Provider for the
duration of S&M Agreement and the Customer Support Manager assigned by Provider to Customer.

SCOPE OF WORK

Provider will install and configure selected software applications on designated servers within IT environments /
networks based on Customer requirements at the three (3) Knox County Facilities, namely, the Knox County Jail,
Knox County Work Release Center and Roger D. Wilson Detention Facility.

See Page 6 for a list of Provider software to be installed.

Provider will identify details relating to the system software implementation during onsite review and will prepare
a Statement of Work, which specifies, among other things, the parties’ respective tasks and responsibilities,
project schedule, including software installation, training, and testing and any other requirements necessary to
cutover to production.

Either Provider or Customer may initiate a Change Order Request in writing, specifying the description of the
proposed change. The signatures of Provider and Customer on the Change Order Request will confirm formal
approval or rejection of the request and result in a Change Order. Provider will not begin work on the Change
Order without such formal written approval. Change Orders, once signed by Customer, will generate an invoice
for additional services rendered.

3. SOFTWARE LICENSE
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Provider hereby grants and Customer accepts, upon terms and conditions set forth in this S&M Agreement, a
non-transferable, non-exclusive and perpetual license to use the Licensed Products provided Customer is not in
default of any provisions of this S&M Agreement. Customer acknowledges that the Licensed Products are a
valuable trade secret of Provider, Unless otherwise required by law or order of any Government Agency having
competent jurisdiction, Customer shall not copy or otherwise reproduce in any way, in whole or in part, the
Licensed Software or Licensed Documentation furnished by Provider without the prior express written consent of
Provider. Nor shall the Customer sell, transfer, or otherwise make available in any way to any other person, in
whole or in part, the program documentation furnished by Provider. Customer is permitted to make copies of
the Licensed Software or Licensed Documentation for exclusive internal use as follows: Customer is permitted to
retain such copies of each application of the Licensed Software as reasonably needed to support Customer’s
operations, including copies for redundancy, emergency fail-over and training systems. Customer, or anyone
wishing to obtain access to the Licensed Products through Customer, must obtain written permission of Provider
and, in that event, shall be bound by this Paragraph 3 and shall not copy, distribute, disseminate or otherwise
disclose to any other third party the Licensed Software or Licensed Documentation in whole or in part, at any
time or in any form or media. The restriction on making copies and distributing the Licensed Software or
Licensed Documentation includes, without limitation, the following:

Program libraries, either source or object code
Operation control language

Test data, sample fields, or file lay outs
Program Listings

Licensed Documentation

CONTROL

Customer shall be exclusively responsible for the supervision, management, and control of the use of the
Licensed Software.

MAINTENANCE AND SUPPORT SERVICES

A. Licensed Software Maintenance

During the term of this S&M Agreement, Provider shall provide Customer with the maintenance and repair
of any reproducible Licensed Software error or malfunction that may be discovered in Provider’s unaltered
current Licensed Software and updates that may be released and made generally available by Provider from
time to time. Provider will specify the network environment, and computer server and Customer
configurations required for the Licensed Software. Installation of additional hardware beyond what is
specified in this S&M Agreement, server maintenance, network problem solving and all issues other than the
maintenance services for the Licensed Software performed after the initial system set up, configuration and
installation are considered outside of the scope of services under this S&M Agreement and will be billed at
the rates specified on Page 10.

B. Unauthorized Maintenance by Customer

Any change, modification or enhancement to the Licensed Software by Customer or any other party
authorized by Customer without prior written authorization from Provider is an unauthorized change. In the
event that services outside the scope of contracted maintenance are required as the result of an
unauthorized change, Provider reserves the right to provide maintenance at Provider’s then current time and
materials rates as needed to resolve the issue.

C. Telephone or Internet Assistance

Customer shall provide Provider technicians with access to the Licensed Software via LogMeln or by other
similar means for error correction. Customer will also permit Provider access to personnel via telephone in
order to counsel and advise Customer on the use and maintenance of the Licensed Software during the
hours specified in this S&M Agreement. The Response Time for this Telephone and Internet Response
service will average less than 4 hours during the supported hours. Provider understands and hereby agrees
that Customer calls regarding a “down system” (as defined below) require a response time less than the 4
hour response average provided for generally under this S&M Agreement. In the event of a call under this
Paragraph 5 (C) regarding a down system, Provider will place the call on its highest priority and respond to
Customer as rapidly as possible. In no event shall Provider's response to such a down system call from
Customer exceed one hour from the time of placement of the call, provided however that Provider’s
procedures for calls are followed by Customer.
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This response time of Provider is not meant to guarantee that any issue will be resolved within the hour
time frame, rather that Provider support personnel will communicate to Customer that it is aware of the
problem and that Provider support personnel will be assigned and active in identifying and determining a
resolution to the problem creating the down system within the one hour time frame specified. Unless
otherwise specified and agreed to in writing, telephone and internet assistance will be available; these hours
will be from 8 AM to 5 PM, Monday through Friday Eastern Standard Time, excluding the following nationally
recognized holidays:

New Year's Day
Memorial Day
Independence Day
Labor Day
Thanksgiving Day

Day after Thanksgiving
Christmas Day

In addition to regular 8:00 AM — 5:00 PM phone support, a 24-hour, 7-day a week beeper service for after
hour support will be provided at Provider's current rate, which is currently $140.00 per hour. Provider
agrees that, in no event, will the Customer be billed for any previously identified or otherwise known “bugs”
in the Licensed Software.

A “down system” by definition as it relates to Provider's responsibilities refers to the Licensed Software
being non-responsive on the production server resulting in Customer being unable to login or use the
Licensed Software from any workstation. A single workstation outage does not constitute a down system in
which response time is critical. In addition, Customer should eliminate other possible factors that could
result in a down system before placing a call to Provider. Other factors are defined as but not limited to a
power outage, server hardware failure, operating system failure and network failure.

On-Site Assistance

To the extent that a problem associated with the Licensed Software has been identified as a failure of
performance of the Licensed Software provided under this S&M Agreement and is not able to be resolved in
accordance with the terms shown above, Provider may, at its sole discretion, provide on-site assistance by
one or more Provider Service technicians. Customer shall reimburse Provider for all reasonable out-of-
pocket expenses associated with the provision of on-site assistance under the terms of this paragraph,
provided such expenses are agreed upon in writing prior to technician deployment.

Services Outside Scope of Work

Provider will not be responsible for errors or issues arising outside the scope of this S&M Agreement,
including, but not limited to, hardware issues, third-party (non-Provider) software issues or any other issues
that are not directly related to the use of the Licensed Software provided to Customer by Provider and
specified in this S&M Agreement. However, the Customer has the option to request support from Provider
to address any issue outside the scope of services provided for in this S&M Agreement. To the extent that
Provider is called upon to assist Customer with regard to issues outside the scope of responsibility provided
by Provider in this S&M Agreement, Customer will be notified promptly. Provider may, at its sole discretion,
and upon written authorization by Customer, agree to perform such services requested by Customer at
Provider's then current time and materials rate. Provider is not obligated to perform such services for
Customer, and any such services provided by Provider will be provided without warranty, express or implied,
unless otherwise agreed to in writing by Provider.

Enhancements

Routine enhancements to the Licensed Software shall be provided to Customer at Provider sole discretion
and, if accepted by Customer, will become part of the Licensed Software and subject to all terms and
conditions under this S&M Agreement for maintenance of the Licensed Software.

Training

Provider will provide Customer training to Customer in the use of its Licensed Software upon new
installation orders. Such training will be performed at the location(s) of the installation of the Licensed
Software, unless otherwise specified by Customer. If agreed to by Customer and Provider, Provider will
provide additional training, including training for new Customer personnel after installation and upon
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Customer’s written acceptance. Such training will be provided at the then standard published training fees
for Provider.

H. Customer Support

Customer shall provide Provider full complete, unabated and free on-site and electronic access, without
charge, to the Licensed Software so as to enable Provider to provide the covered maintenance services as
set forth in this S&M Agreement. Customer shall make available to Provider promptly upon request to all
facilities and services reasonably required by Provider for the performance of its obligations under the S&M
Agreement.

6. LIMITED WARRANTY AND DISCLAIMER

A. Provider represents and warrants that: (i) the Licensed Software maintenance services will be performed in
a professional and workmanlike manner by qualified personnel; (ii) it has the authority to enter into this
S&M Agreement with Customer; (iii) to Provider’s knowledge, Provider Licensed Products do not, at the time
of delivery to Customer, include malicious code with the purpose of adversely affecting the operation,
security or integrity of a system; and (iv) the Provider License Products are presently not subject to any
such claim or claims for infringement, and Provider is not aware of any facts upon which such a claim could
be based.

B. EXCEPT AS STATED UNDER PARAGRAPH 6.A, TO THE MAXIMUM EXTENT PERMITTED BY APPLICABLE LAW,
THE PROVIDER LICENSED PRODUCTS AS PROVIDED BY PROVIDER ARE PROVIDED AND LICENSED "AS IS"
WITHOUT WARRANTY OF ANY KIND, EITHER EXPRESSED OR IMPLIED, INCLUDING, BUT NOT LIMITED
TO, THE IMPLIED WARRANTY OF MERCHANTABILITY, NON-INFRINGEMENT AND FITNESS FOR A
PARTICULAR PURPOSE. PROVIDER DOES NOT GUARANTEE THAT THE USE OF THE PROVIDER LICENSED
PRODUCTS WILL NOT BE INTERRUPTED OR ERROR FREE.

7. PROPERTY RIGHTS
A. Acknowledgement of No Enhancement Rights

Customer is licensing Commercial Off-the-Shelf (COTS) Software. Any materials, Upgrades, modifications or
enhancements to the Licensed Software(s), whether or not developed specifically for the Customer at
Customer’s expense, are deemed Upgrades to the COTS product and shall not be deemed to create a new
program or create any ownership rights by the Customer in the materials, Upgrades, enhancements or the
Licensed Software.

B. Confidential Information

Both Customer and Provider shall safeguard and maintain the confidentiality of each other’s confidential
information and shall not disclose such to third parties during the term of this S&M Agreement and for a
period of two years thereafter, subject to the confidentiality provisions of the Health Insurance Portability
and Accountability Act of 1996 (HIPAA) that are applicable to the Customer, which confidentiality shall
survive termination of this S&M Agreement and extend indefinitely. In addition, in the event that either
party is required to disclose Confidential Information by law or order of a Government Agency, it will be
subject to provisions of Paragraph 7.C. below.

C. Disclosures Required by Law.

In the event that any Confidential Information is required to be disclosed by Law or order of any
Government Authority having jurisdiction over the receiving party (including as necessary for a party to
assert a claim in a court of competent jurisdiction), before any such disclosure the receiving party will
provide notice to the disclosing party reasonably sufficient to allow the disclosing party the opportunity to
apply for a protective order or other restriction regarding such disclosure. In the event such Confidential
Information is disclosed in such circumstances, such Confidential Information shall continue to constitute
Confidential Information in all other circumstances pursuant to this Agreement.

8. PROFESSIONAL RESPONSIBILITY

Customer acknowledges that the professional duty to the patient in providing healthcare services lies solely with
the healthcare professional providing patient care services. As between Customer and Provider, Customer
assumes full responsibility for the use of information provided through the Licensed Products in patient care.
Clinical information, if any, in the Licensed Products is intended as a supplement to, and not a substitute for, the
knowledge, expertise, and judgment of professional personnel. Provider disclaims liability for the use of any
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10.

11.

information provided by, or results obtained from, the Licensed Products used by professional personnel.
Provider, its affiliates and licensors, are not liable for actions of Customer or its authorized users, which may
result in any liability due to malpractice or failure to warn. Provider provides no medical or other professional
advice in connection with this S&M Agreement, the Licensed Products and the information contained therein.
The parties acknowledge that a licensed professional is responsible for independently reaching any medical or
other professional judgment and for any resulting diagnosis and treatments, notwithstanding any use of the
Licensed Products by such professional. The absence of a warning for a given drug or drug combination should
not be construed to indicate that the drug or drug combination is safe, appropriate, or effective in any given
patient.

LIMITATION OF LIABILITY

NOTWITHSTANDING ANYTHING TO THE CONTRARY IN THIS S&M AGREEMENT, NEITHER PARTY SHALL HAVE
ANY LIABILITY FOR INDIRECT, INCIDENTAL, SPECIAL, OR CONSEQUENTIAL DAMAGES, LOSS OF PROFITS OR
INCOME, LOST OR CORRUPTED DATA, OR LOSS.OF USE OR OTHER BENEFITS, HOWSOEVER CAUSED AND
EVEN IF DUE TO THE PARTY’S NEGLIGENCE, BREACH OF CONTRACT, OR OTHER FAULT, EVEN IF SUCH PARTY
HAS BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES. PROVIDER'S AGGREGATE LIABILITY TO
CUSTOMER RELATING TO OR ARISING OUT OF THIS S&M AGREEMENT, WHETHER IN CONTRACT, TORT OR
OTHERWISE, SHALL NOT EXCEED THE AMOUNT RECEIVED DURING THE TWELVE (12) MONTH PERIOD
BEFORE THE DATE THE CLAIM AROSE.

FORCE MAJEURE

Neither party to this Agreement shall be liable nor deemed in default for any delay or failure in performance
under this Agreement during such period of delay or failure resulting from acts of nature or God, civil or military
authority, acts of the public enemy, terrorism, war, fires, explosions, earthquakes, hurricanes, floods, vandalism,
labor strikes, epidemics, embargo, wide-spread Internet service outages, telecommunications disruptions, or any
cause beyond the reasonable control of the party affected thereby. Each party shall utilize good faith efforts to
perform its obligations under this S&M Agreement in the event of any such occurrence. Force Majeure does not
include the financial difficulties of a party.

NO THIRD PARTY BENEFICIARIES

The parties do not intend to create in any other individual or entity the status of a third-party beneficiary, and
this S&M Agreement shall not be construed so as to create such status. The rights, duties, and obligations
contained herein shall operate only between the parties and shall inure solely to their benefit. The provisions of
this S&M Agreement are intended to assist only the parties in determining and performing their obligations
hereunder, and the parties intend and expressly agree that they alone shall have any legal or equitable right to
seek to enforce this S&M Agreement, to seek any remedy arising out of a party's performance or failure to
perform any term or condition of this S&M Agreement, or to bring an action for the breach of this S&M
Agreement.
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Licensed Software
XJAIL Software System

Includes the following core functions:

Administration Inmate Management
Alerts Inmate Privileges
Booking Investigation Report
Cell Management Mail Log and Phone Logs
Custom Look & Feel Mug Shot
Classification Personnel

Dash Boards Property

Disciplinary Programs

Document Management Scheduling
Reporting Transportation
Search Capabilities Use of Force

Facility Definition Visitation

Floor Plan / Digital Boards Victim Notification
Gangs White Board
Grievance Report Work Release

Incident Report

Uniek EMR Software

Standard modules:

Appointment Scheduling

TB Test Management

Medical, Dental & Mental Health Assessment
Sick Calls

PREA Calls

Office Messaging

Work Queue Management

Patient Management

Demographic Information

eMAR

eTAR

Prescription Management, Protocols

Labs Diagnostics, Pharmacy & Imaging (with Reminders)
Prescription, Labs and Diagnostics Imaging
Reports

Dashboards

Keep-on-Self and Privilege Management
Alerts Management, Suicide Watch, Watch List
Electronic Notes

Monitoring

Action List Management

Patient/Inmate Education Requirements
Diabetic Sliding Scale

Subscriptions
Medi-Span (Drugs and/or Allergy Interaction)

Training

One (1) week onsite training for nurses
One (1) week onsite training for System Administrator
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Price Sheet

XJail on iﬂfﬂl aty Total Resg::;j" L]
License Fees
150 ADP One Time $195,000 Provider
Server Software One Time $ 75,000 Provider
Optional Modules
XJAIL Web Access for Public One Time $ 4,000 Provider
XJAIL LAW WEB Portal One Time $ 7,500 Provider
Custom Development One Time $ 22,500 Provider
Interfaces
Digital Signature Interface One Time $ 1,500 Provider
Driver's License Scanner Interface One Time $ 2,000 Provider
NCIC Interface (Existing State) One Time $ 5,000 Provider
Video Visitation One Way Interface One Time $ 5,000 Provider
Sick Call Integration One Time $ 7,500 Provider
Kiosk Interface One Time $ 5,000 Provider
Commissary Interface One Time $ 3,000 Provider
State Interface (new interface) One Time $ 2,500 Provider
VINE Interface One Time $ 2,000 Provider
Tech Friends One Time $ 10,000 Provider
Hardware - Optional
Mugshot Camera (Sony EVI D-100) One Time 3 $ 3,750 Provider
Professional Services
Project Management One Time $ 54,000 Provider
Project Engineering One Time $ 40,000 Provider
Admin Training (1 trainer up to 10 people) One Time $ 5,600 Provider
End User Training (1 trainer up to 10 people) One Time $ 0.00
Travel Expense One Time $ 5,000 Provider
Go Live Support (2 people/2-8 hr shifts onsite) One Time $ 20,000 Provider
Totals Total One Time Costs $475,850.00
Annual Maintenance Support $ 62,550.00

Securus will fund the upfront Total One Time Costs and the Annual Maintenance of Support during the Term of the Agreement.

If the Agreement is terminated for any reason before the end of the Term, Customer will refund the prorated amount of the
Total Cost as set forth in the chart above. Customer shall pay such refund within 10 days after such termination, or, at
Provider's election, Provider may deduct the refund from any Commission owed to Customer.

The price does not include hardware (scanners, tablets, etc.) or network infrastructure (LAN/WAN equipment, wireless); the
desired scope of automation and level of integration with the existing network environment will be determined during the
development of a detailed Statement of Work.

Software S&M Fees will be for a period of twelve (12) months renewable annually at Customer’s option. Beginning in year 5
and thereafter, S&M amounts will be subject to and limited to an annual increase of three percent (3.0%) or annual unadjusted
CPI-U for the previous twelve months as reported by the U.S. Board of Labor Statistics, whichever is greater. Annual S&M
amounts will be subject to change in the event that products, interfaces, agencies and licenses are added or in the event that
material changes to the proposed configuration are requested by Customer. The cost of support and maintenance is provided
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Price Sheet

= 'EMR | %;i;r’;?neg/ _ Q'ty‘ G Total Resg:;}s,ible

License Fees

125 ADP One Time $162,500 Provider
Optional Modules

Inventory One Time $ 9,500 Provider
Interfaces

Digital Signature Pad Interface One Time $ 1,500 Provider

Lab Interface (Lab Corp — 2 way) One Time $ 9,500 Provider

Dymo Printer Interface — one way One Time $ 3,000 Provider

Pharmacy Interface One Time $ 5,000 Provider
Hardware - Optional

TBD One Time
Professional Services

Project Management One Time $ 30,000 Provider

Project Engineering One Time $ 15,000 Provider

Admin Training (1 trainer up to 10 people) One Time $ 5600 Provider

End User Training (1 trainer up to 10 people) One Time $ 1,600

Travel Expense One Time $ 5,000 Provider

Go Live Support (2 people/2-8 hr shifts onsite) One Time $ 10,000 Provider

Totals Total One Time Costs $258,200.00
Annual Maintenance Support $ 34,380.00

Securus will fund the upfront Total One Time Costs and the Annual Maintenance of Support during the Term of the Agreement.
If the Agreement is terminated for any reason before the end of the Term, Customer will refund the prorated amount of the
Total Cost as set forth in the chart above. Customer shall pay such refund within 10 days after such termination, or, at
Provider's election, Provider may deduct the refund from any Commission owed to Customer.

The price does not include hardware (tablets, fingerprint readers, etc.) or network infrastructure (LANAVAN equipment,
wireless); the desired scope of automation and level of integration with the existing network environment will be determined
during the development of a detailed Statement of Work.

Software S&M Fees will be for a period of fwelve (12) months renewable annually at Customer’s option. Beginning in year 5
and thereafter, S&M amounts will be subject to and limited to an annual increase of three percent (3.0%) or annual unadjusted
CPI-U for the previous twelve months as reported by the U.S. Board of Labor Statistics, whichever is greater. Annual S&M
amounts will be subject to change in the event that products, interfaces, agencies and licenses are added or in the event that
material changes to the proposed configuration are requested by Customer. The cost of support and maintenance is provided
by Provider through this Agreement during the Term of the Contract; however, any additional support and maintenance beyond
the Term of the Contract or upon its termination will be the Customer’s responsibility.
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Attachment D

SERVICES TO BE PROVIDED BY CONTRACTOR

Contractor will provide for, as stated in the RFP #2189 and the Contractor’s response to the RFP dated June 15, 2015, modified by
letter dated June 17, 2015, and Contractor’s Best and Final Offer ("BAFO"), an Inmate Communication and Management System,
including Inmate Management System, Inmate Banking/Trust Account Management, Inmate Phone System, Inmate Communications
(Kiosks/Tablets), Inmate Visitation, Electronic Messaging, Electronic Medical Records, Automated Information System (AIS) and other
ancillary services as governed by the RFP, Contractor’s proposal and as further set forth in this Attachment D.

A. Inmate Telephone Platform (Part VI). In addition to the integrated telephone system as stated in the RFP #2189, Contractor
will provide the following applications and features:

INMATE DEBIT
DESCRIPTION:

A Debit account is a prepaid, inmate-owned account used to pay for inmate telephone calls. A Debit account is funded by transfer of
inmate’s facility trust/commissary account funds to an inmate’s Debit account. Contractor will also allow inmate friends and family
members to fund an inmate’s Debit account via multiple points-of-sale. Funds deposited by friends and family members into an
inmate’s Debit account become property of the inmate. Contractor establishes inmate Debit accounts which are associated with the
inmate’s Personal Identification Number ("PIN"). Contractor requires inmate to key in his/her PIN at the beginning of every Debit call
in order to complete the call and pay for the call using the inmate’s Debit account. The County agrees to have the Debit module of
Contractor’'s SCP Call Management System enabled for the County Facilities to offer Debit account to inmates. The County agrees to
use Contractor’s SCP User Interface or utilize integration with the COUNTY’s trust account system to process inmate’s fund transfer
requests. Notwithstanding, Contractor will not be responsible for any delays due to (i) the County’s failure to perform any of its
obligations for the project; or (ii) circumstances outside of Contractor’s control.

INVOICING AND COMPENSATION:

Contractor shall invoice the County on a weekly basis for all funding amounts transferred from inmates’ facility trust/commissary
accounts to Inmate Debit accounts. The invoice will be due and payable upon receipt. Contractor shall pay the County the commission
percentage that Contractor earns through the completion of Debit calls, excluding interstate calls, placed from the County's facilities.
Contractor reserves the right to deduct call credits from usage.

INSTANT PAY™ PROGRAM

DESCRIPTION

The Instant Pay™ promotional program optimizes the call routing at Facilities by connecting as many calls as possible. If a call is
attempted but there is no account or calling card open or in use to pay for the call, the call can be routed to the Instant Pay Program.
The Instant Pay Program will offer the called party additional options to connect the call as well as provide information and promotional
messaging on how to create a prepaid AdvanceConnect™ Account.
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COMPENSATION

Pay Now™. Pay Now™ is an instant paid payment product available to facilities that have the Instant Pay promotional calling program
installed that allows the called party to instantly pay for a single call using a debit or credit card in real-time as the call is being
initiated. With Pay Now™, the called party may immediately pay using a credit or debit card for one single call or may elect to setup
and / or fund a prepaid AdvanceConnect account. Contractor will compensate County at a rate of One and 60/100 dollars ($1.60) for
each call accepted and paid for using Pay Now™. Pay Now™ is not subject to any other compensation.

Text2Connect™, Text2Connect™ is a promotional program designed to get inmates in touch with friends and family members
quickly and to encourage them to set up a prepaid AdvanceConnect™ account. If (a) an inmate attempts a call to a mobile phone, (b)
the facility allows calls to mobile phones, and (c) the call cannot be billed by Contractor, then call control will be assumed by our third-
party provider. Our third-party provider will prompt the called party to double opt-in to accept and confirm the charges for a premium
SMS text message and continue the call. Charges for the message are billed by the called party’s mobile provider on their mobile
phone bill. The called party receives a text message receipt for the call charges and is given instructions on how to open a prepaid
AdvanceConnect™ account. Text2Connect™ is available through our third-party processor who maintains relationships with select
mobile phone companies around the country and manages the connection.

Text2Connect™ promational calls are not commissionable, and Contractor will pay County a bonus payment of thirty cents ($0.30) for
each transaction fee billed and collected by the wireless carrier completed through the Text2Connect™ platform. Bonus payments for
each applicable connection will be added to County’s existing monthly commission statement. Text2Connect™ is not subject to any
other compensation.

THREADS™
DESCRIPTION:

The THREADS™ application allows authorized law enforcement users to analyze corrections and communications data from multiple
sources to generate targeted investigative leads. THREADS™ has three main components: data analysis, data review, and data import.
In addition, THREADS™ offers an optional “community” feature, which allows member correctional facilities to access and analyze
corrections communications data from other correctional facilities within the community and data imported by other community
members. County’s use of THREADS™ is governed by and conditioned upon the terms set forth herein.

COMMUNITY FEATURE:

County has elected to opt in to the community feature. The community feature allows authorized users access to analyze
communications data generated from other corrections facilities within the community, as well as any data imported or added by other
authorized community members. County acknowledges and understands that data from its Facility or Facilities will be made available
to the community for analysis and review.

THREADS™ TERMS OF USE:

1. County will comply with all privacy, consumer protection, marketing, and data security laws and government guidelines applicable
to County’s access to and use of information obtained in connection with or through the THREADS™ application. County acknowledges
and understands that the County is solely responsible for its compliance with such laws and that Contractor makes no representation or
warranty as to the legality of the use of the THREADS™ application or the information obtained in connection therewith. Contractor
shall have no obligation, responsibility, or liability for County’s compliance with any and all laws, regulations, policies, rules or other
requirements applicable to County by virtue of its use of the THREADS™ application.

2. County acknowledges that the information available through the THREADS™ application includes personally identifiable information
and that it is County’s obligation to keep all such accessed information secure. Accordingly, County shall (a) restrict access to
THREADS™ to those law enforcement personnel who have a need to know as part of their official duties; (b) ensure that its employees
(i) obtain and/or use information from the THREADS™ application only for lawful purposes and (ii) transmit or disclose any such
information only as permitted or required by law; (c) keep all user identification numbers confidential and prohibit the sharing of user
identification numbers; (d) use commercially reasonable efforts to monitor and prevent against unauthorized access to or use of the
THREADS™ application and any information derived therefrom (whether in electronic form or hard copy); (e) notify Contractor
promptly of any such unauthorized access or use that County discovers or otherwise becomes aware of; and (f) unless required by law,
purge all information obtained through the THREADS™ application and stored electronically or on hard copy by County within ninety
(90) days of initial receipt or upon expiration of retention period required by law.

3. County understands and acknowledges that all information used and obtained in connection with the THREADS™ application is
"AS IS." County further understands and acknowledges that THREADS™ uses data from third-party sources, which may or may not be
thorough and/or accurate, and that County shall not rely on Contractor for the accuracy or completeness of information obtained
through the THREADS™ application. County understands and acknowledges that County may be restricted from accessing certain
aspects of the THREADS™ application which may be otherwise available. Contractor reserves the right to modify, enhance, or
discontinue any of the features that are currently part of the THREADS™ application. Moreover, if Contractor determines in its sole
discretion that the THREADS™ application and/or County’s use thereof (1) violates the terms and conditions set forth herein and/or in
the Agreement or (2) violates any law or regulation or (3) is reasonably likely to be so determined, Contractor may, upon written
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notice, immediately terminate County’s access to the THREADS™ application and shall have no further liability or responsibility to
County with respect thereto.

4, Contractor shall have no liability to County (or to any person to whom County may have provided data from the THREADS™
application) for any loss or injury arising out of or in connection with the THREADS application or County’s use thereof. If,
notwithstanding the foregoing, liability can be imposed on Contractor, County agrees that Contractor's aggregate liability for any and all
losses or injuries arising out of any act or omission of Contractor in connection with the THREADS™ application, regardless of the cause
of the loss or injury, and regardless of the nature of the legal or equitable right claimed to have been violated, shall never exceed
$100.00. County covenants and promises that it will not seek to recover from Contractor an amount greater than such sum even if
County was advised of the possibility of such damages. CONTRACTOR DOES NOT MAKE AND HEREBY DISCLAIMS ANY WARRANTY,
EXPRESS OR IMPLIED, WITH RESPECT TO THE THREADS™ APPLICATION. CONTRACTOR DOES NOT GUARANTEE OR WARRANT THE
CORRECTNESS, COMPLETENESS, LEGALITY, MERCHANTABILITY, OR FITNESS FOR A PARTICULAR PURPOSE OF THE THREADS™
APPLICATION OR INFORMATION OBTAINED IN CONNECTION THEREWITH. IN NO EVENT SHALL CONTRACTOR BE LIABLE FOR ANY
INDIRECT, INCIDENTAL, OR CONSEQUENTIAL DAMAGES, HOWEVER ARISING, INCURRED BY COUNTY FROM RECEIPT OR USE OF
INFORMATION OBTAINED IN CONNECTION WITH THE THREADS™ APPLICATION OR THE UNAVAILABILITY THEREOF.

LOCATION BASED SERVICES

DESCRIPTION:

Securus’ Location Based Services ("LBS”) provides County with a mobile device user's approximate geographical location (“Mobile
Location Data” or “"MLD") by way of (i) information derived from calls placed on a Securus device by an inmate confined at a County
Facility and received by such mobile device user, or (ii) mobile device user information (such as mobile device number) provided to
Securus by County. When a mobile device user’s prior approval is required by law for MLD to be provided to County, such approval will
be obtained in accordance with wireless carrier-approved disclosure and opt-in processes. LBS will capture approximate latitude and
longitude coordinates of a mobile device user at the times at which the called party accepts the call, and when the call ends. LBS will
display geographical information on a map and will combine covert alert functionality with approximate geographical coordinates when
calls are accepted by the called party or end, and operate on demand in (near) real time. County’s use of LBS is governed by and
conditioned upon the terms set forth herein.

LBS TERMS OF USE:

1. County will comply with all privacy, consumer protection, marketing, and data security laws and government guidelines applicable
to County's access to and use of information obtained in connection with or through the Location-Based Services application. County
acknowledges and understands that the County is solely responsible for its compliance with such laws and that Contractor makes no
representation or warranty as to the legality of the use by County of the Location-Based Services application or the information
obtained in connection therewith. Contractor shall have no obligation, responsibility, or liability for County’s compliance with any and
all laws, regulations, policies, rules or other requirements applicable to County by virtue of its use of the Location-Based Services
application.

2. County acknowledges that the information available through the Location-Based Services application includes personally
identifiable information and that it is County’s obligation to keep all such accessed information secure. Accordingly, County shall (a)
restrict access to Location-Based Services to those law enforcement personnel who have a need to know as part of their official duties;
(b) ensure that its employees (i) obtain and/or use information from the Location-Based Services application only for lawful purposes
and (ii) transmit or disclose any such information only as permitted or required by law; (c) keep all user identification numbers
confidential and prohibit the sharing of user identification numbers; (d) use commercially reasonable efforts to monitor and prevent
against unauthorized access to or use of the Location-Based Services application and any information derived therefrom (whether in
electronic form or hard copy); (e) notify Contractor promptly of any such unauthorized access or use that County discovers or
otherwise becomes aware of; and (f) unless required by law, purge all information obtained through the Location-Based Services
application and stored electronically or on hard copy by County within ninety (90) days of initial receipt or upon expiration of retention
period required by law.

3. County understands and acknowledges that all information used and obtained in connection with the Location-Based Services
application is "AS IS." County further understands and acknowledges that Location-Based Services uses data from third-party sources,
which may or may not be thorough and/or accurate, and that County shall not rely on Contractor for the accuracy or completeness of
information obtained through the Location-Based Services application. County understands and acknowledges that County may be
restricted from accessing certain aspects of the Location-Based Services application which may be otherwise available. Contractor
reserves the right to modify, enhance, or discontinue any of the features that are currently part of the Location-Based Services
application. Moreover, if Contractor determines in its sole discretion that the Location-Based Services application and/or County’s use
thereof (1) violates the terms and conditions set forth herein and/or in the Agreement or (2) violates any law or regulation or (3) is
reasonably likely to be so determined, Contractor may, upon written notice, immediately terminate County’s access to the Location-
Based Services application and shall have no further liability or responsibility to County with respect thereto.

4, Contractor shall have no liability to County (or to any person to whom County may have provided data from the Location-Based
Services application) for any loss or injury arising out of or in connection with the Location-Based Services application or County’s use
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thereof. If, notwithstanding the foregoing, liability can be imposed on Contractor, County agrees that Contractor's aggregate liability
for any and all losses or injuries arising out of any act or omission of Contractor in connection with the Location-Based Services
application, regardless of the cause of the loss or injury, and regardless of the nature of the legal or equitable right claimed to have
been violated, shall never exceed $100.00. County covenants and promises that it will not seek to recover from Contractor an amount
greater than such sum even if County was advised of the possibility of such damages. CONTRACTOR DOES NOT MAKE AND HEREBY
DISCLAIMS ANY WARRANTY, EXPRESS OR IMPLIED, WITH RESPECT TO THE LOCATION-BASED SERVICES APPLICATION.
CONTRACTOR DOES NOT GUARANTEE OR WARRANT THE CORRECTNESS, COMPLETENESS, LEGALITY, MERCHANTABILITY, OR
FITNESS FOR A PARTICULAR PURPOSE OF THE LOCATION-BASED SERVICES APPLICATION OR INFORMATION OBTAINED IN
CONNECTION THEREWITH. IN NO EVENT SHALL CONTRACTOR BE LIABLE FOR ANY INDIRECT, INCIDENTAL, OR CONSEQUENTIAL
DAMAGES, HOWEVER ARISING, INCURRED BY COUNTY FROM RECEIPT OR USE OF INFORMATION OBTAINED IN CONNECTION WITH
THE LOCATION-BASED SERVICES APPLICATION OR THE UNAVAILABILITY THEREOF.

INVESTIGATOR PRO™
DESCRIPTION:

Investigator Pro™ is a telephone safety, security, and investigative feature of SCP. Investigator Pro™ uses continuous voice
identification technology to determine what inmate(s) are speaking on the call, detect certain three-way call violations, and help
investigators find correlations between calls that might otherwise go undetected. Inmates must participate in a supervised voice print
enrollment process. This inmate voice print enrollment process will be the responsibility of County.

TECHNOLOGY FEE

As consideration for Threads™, LBS and Investigator Pro™, Provider will charge Customer a non-commissionable technology fee of
$0.45 per local and intrastate calls and a $1.00 per international calls, which fee will be added to the “per call charge” calling rates, if
permitted by state and federal regulatory requirements for all local, intrastate and international calls and will not be billed separately,
unless such separate billing is required by state or federal regulatory requirements.

FCC RATE ORDER

Notwithstanding anything to the contrary contained in the Agreement, in accordance with Federal Communications Commission 47 CFR
Part 64 [WC Docket No. 12-375; FCC 13-113] — Rates for Interstate Calling Services - effective February 11, 2014, no commission shall
be paid on revenues earned through the completion of interstate calls of any type placed from the County’s Facility(s).

Further, as a result of the new Intrastate Rate Order (the “new Order”) that was approved in a 3-2 vote by the FCC on October 22,
2015, effective 90 days after publication of the new Order in the Federal Register for state or federal prisons and effective 6 months
after publication in the Federal Register for local and county jails, the terms of the Agreement shall automatically be modified to reflect
the following changes, unless the new Order is stayed or modified upon appeal.

Calling Rates: Calling rates for interstate and intrastate (including all local and long distance calls) shall be modified as follows:

11 cents/minute for debit and prepaid calls in state or federal prisons.

14 cents/minute for debit and prepaid calls in jails with 1,000 or more inmates.

16 cents/minute for debit and prepaid calls in jails with 350-999 inmates.

22 cents/minute for debit and prepaid calls in jails with up to 349 inmates.

Rates for collect calls are slightly higher in the first year and will be phased down to these caps over a two-year period.

* o o @ @

Other terms, including but not limited to ancillary charges and site commissions, will be modified by law or negotiated once the new
Order becomes effective, as applicable.

B. Automated Information Services (Part XI). Contractor will provide the Automated Information Services (AIS™) as described
herein through its wholly owned subsidiary, Telerus. The AIS™ application is designed to automate internal inquiries from detainees
and outside calls from friends and family members on one single platform, as well as allow inmates’ friends and families the ability to
open or fund a pre-paid telephone account, an inmate phone account, an inmate trust account or leave a voicemail. The application is
accessed through a telephone IVR system. Once Facility staff has uploaded all required information, the system is able to automate
information such as Commissary Balances (pending MIS system data flow); Charge Information; Court Appearance Dates, Times,
Locations; Bond Amounts, Types; Projected Release Dates; and Visitation Eligibility, Times.

Automated Information Services 2.0 is configurable to meet the specific needs of County’s Facility. The standard option includes
automation of inmate and Facility information to constituents who call County’s existing main telephone number and to inmates at
County’s Facility. The following are options and requirements available for AIS.

‘/ Automation of inmate and Facility information to constituents (standard)

v Automation of inmate and Facility information to inmates (Securus ITS Customers only))
v Ability to open or fund a Securus pre-paid telephone account (Required)

v Ability to fund an inmate phone account (Required)

v Ability to fund an inmate trust account (Required)
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‘/ Ability to leave a voice mail (Required)
v Ability to provide for inmate information and trust funding via InmateInfo.com
The application provides all information automatically without staff intervention 24/7.

The AIS™ Jail Voicemail feature is a one-way communication product that allows friends and family members calling a facility to leave
a 45-second voicemail for an inmate providing a quick way for friends and family to initiate communication or deliver timely information
to an inmate prior to a scheduled phone call or visitation. Friends and family will pay up to a $3.95 usage fee for each voicemail they
leave, 20% of which County will receive each month as a commission payment. AIS™ Jail Voicemail is not subject to any other
compensation.

Inmatelnfo.com provides the features and benefits of AIS™ on the Web. Inmatelnfo.com allows friends and family members to search
by facility and inmate to find the same inmate information AIS™ provides as well as giving them the opportunity to fund an inmate’s
trust account over the Web.

County agrees to implement all Required features above and to allow Contractor to expand the AIS™ services offering at any time
during the Term of the Agreement upon thirty (30) days advance written notice to include additional constituent notification services
provided through the AIS™ application. Any products or services herewith shall be at no cost to Knox County.

C. Inmate Management System (Part IV) and Electronic Medical Records (Part X). Contractor will deploy an Inmate

Management System and Electronic Medical Records in accordance with the RFP #2189, Contractor’s response to the RFP and the
Software License, Support and Maintenance Agreement attached hereto as Attachment 1a and incorporated herein by reference.

PRICING: The Inmate Management System and Electronic Medical Records are being provided at no cost to the County. Because
Contractor is funding the Software Licensing Fees and Software Support and Maintenance (S&M) Fees, if the Contract is terminated for
any reason before the end of the Initial Term, County will refund a prorated amount of the total fees as set forth in the pricing sheet in
Attachment C. County shall pay such refund within 10 days after such termination, or, at Contractor’s election, Contractor may deduct
the refund from any Commission owed to County.

D. Inmate Banking/Trust Management System (Part V); Inmate Communications (Kiosks/Tablets) (Part VII); Inmate

Visitation (Part VIII); and Electronic Messaging (Part IX). Contractor, through its partnering arrangement with Tech Friends,

Inc., will provide the following in accordance with the RFP, Contractor’s response, BAFQ, and the terms herein:

PARTV INMATE BANKING/TRUST MANAGEMENT SYSTEM
PART VII INMATE COMMUNICATIONS (KIOSKS/TABLETS)
PART VIII INMATE VISITATION

PART IX ELECTRONIC MESSAGING

PRICING:

Daily Tablet Rental - $5.00 per day maximum; 300 tablets to be increased based on inmate usage and revenue
E-messaging - $0.50 per email maximum; 50% commission

Lobby kiosk deposits — Cash ($4.99 any amount); Credit/Debit Cards (10% with a $4.99 minimum)

Debit calling - $0.75 maximum (any phone time purchase amount)

Debit release cards with 5-day grace period on fees (in lieu of extended fee free cards as requested in the RFP)
Video Visitation (30 minutes) - $6.00 (scheduled); $0.20/minute (unscheduled)
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Attachment “E”

Contractor’s Certificate of Insurance



ATTACHMENT B

Knox County Purchasing Division
Insurance Checklist
Request for Proposal Number 2189

THE CERTIFICATE OF INSURANCE MUST SHOW ALL COVERAGES & ENDORSEMENTS WITH “YES” AND ITEMS 20 TO 25

REQUIRED NUMBER TYPE OF COVERAGE COVERAGE LIMITS
YES 1. WORKERS COMPENSATION STATUTORY LIMITS OF TENNESSEE
YES EMPLOYERS LIABILITY $100,000 PER ACCIDENT
$100,000 PER DISEASE
$500,000 DISEASE POLICY LIMIT
YES 3. AUTONMOBILE LIABILITY COMRBINE SINGLE LIMIT $ 1,000,000
X | ANY AUTO-SYMBOL (1) (Per -Accident)
BODY INJURY (Per —Person)
BODY INJURY (Per-Accident)
PROPERTY DAMAGE (Per-Accident
YES 4. COMMERCIAL GENERAL LIABILITY LIMITS
CLAIM MADE X OCCUR EACH OCCURRENCE $ 1,000,000
FIRE LEGAL LIABILITY $ 100,000
) MED EXP (Per person) $ 5000
GEN’L AGGREGATE LIMITS APPLIES PER PERSONAL & ADV INJURY $ 1,000,000
POLICY | X | PROJECT LOC GENERAL AGGREGATE $ 2,000,000
PRODUCTS-COMPLETED $ 2,000,000
OPERATIONS/ AGGREGATE
YES 5. PREMISES/OPERATIONS $1,000,000 CSL BI/PD EACH OCCURRENCE
$2,000,000 ANNUAL AGGREGATE
YES 6. INDEPENDENT CONTRACTOR $1,000,000 CSL BI/PD EACH OCCURRENCE
$1,000,000 ANNUAL AGGREGATE
YES 7. CONTRACTUAL LIABILITY $1,000,000 CSL BI/PD EACH OCCURRENCE
{(MUST BE SHOWN ON CERTIFICATE) $1,000,000 ANNUAL AGGREGATE
NO 8. XCU COVERAGE NOT TO BE EXCLUDED
YES 9. UMBRELLA LIABILITY COVERAGE $1,000,000
PROFESSIONAL LIABILITY
NO 10. ARCHITECTS &ENGINEERS $1,000,000 PER OCCURRENCE/CLAIM
NO ASBESTOS & REMOVAL LIABILITY | $2,000,000 PER OCCURRENCE/CLAIM
NO MEDICAL MALPRACTICE $1,000,000 PER OCCURRENCE/CLAIM
NO MEDICAL PROFESSIONAL $1,000,000 PER OCCURRENCE/CLAIM
LIABILITY
NO 11. MISCELLANEOUS E & O $500,000 PER OCCURRENCEI/CLAIM
NO 12 MOTOR CARRIER ACT ENDORSEMENT | $1,000,000 BI/PD EACH OCCURRENCE
UNINSURED MOTORIST (MCS-90)
NO 13. MOTOR CARGO INSURANCE
NO 14, GARAGE LIABILITY $1,000,000 BODILY INJURY, PROPERTY DAMAGE
PER OCCURRENCE
NO 15. GARAGEKEEPER’S LIABILITY $500,000 COMPREHENSIVE; $500,000 COLLISION
NO 16. INLAND MARINE BAILEE'S INSURANCE $
NO 17 DISHONESTY BOND $
NO 18. BUILDERS RISK PROVIDE COVERAGE IN THE FULL AMOUNT OF
THE CONTRACT UNLESS PROVIDED BY OWNER.
NO 19, USL&H FEDERAL STATUTORY LIMITS
20. CARRIER RATING SHALL BE BEST'S RATING OF A-V OR BETTER OR ITS EQUIVALENT.
21. NOTICE OF CANCELLATION, NON-RENEWABLE OR MATERIAL CHANGES IN COVERAGE SHALL BE PROVIDED TO .

COUNTY AT LEAST 30 DAYS PRIOR TO ACTION. THE WORDS “ENDEAVOR TO” AND “BUT FAILURE TO” (TO END OF

SENTENCE) ARE TO BE ELIMINATED FROM THE NOTICE OF CANCELLATION PROVISION ON STANDARD ACCORD

CERTIFICATES.

22. THE COUNTY SHALL BE NAMED AS AN ADDITIONAL NAMED INSURED ON ALL POLICIES EXCEPT WORKERS’
COMPENSATION AND AUTO.

24




23. CERTIFICATE OF INSURANCE SHALL SHOW THE PROPOSAL NUMBER AND TITLE.

24, OTHER INSURANCE REQUIRED

25. THE CONTRACTOR AGREES TO SAVE, DEFEND, KEEP HARMLESS, INDENMNIFY AND PAY ON BEHALF OF THE
COUNTY AND ALL OF ITS AGENTS AND EMPLOYEES (COLLECTIVELY THE COUNTY) FRON AND AGAINST ANY AND
ALL CLAIMS, LOSS, DAMAGE, INJURY, COST (INCLUDING COURT COSTS AND ATTORNEY’S FEES), CHARGES,
LIABILITY OR EXPOSURE, HOWEVER CAUSED, RESULTING FROM, ARISING OUT OF OR IN ANY WAY CONNECTED
WITH THE CONTRACTOR’S PERFORMANCE OF THE AGREEMENT TERMS ON ITS OBLIGATIONS UNDER THE
AGREEMENT.

INSURANCE AGENT’S STATEMENT AND CERTIFICATION: | HAVE REVIEWED THE ABOVE REQUIREMENTS WITH THE
PROPOSERS NAMED BELOW.

AGENCY NAME: Willis of TEXE!S,NC.

e
AUTHORIZING SIGNATURE: / )_///Cﬂ

(¥4

PROPOSERS’'S STATEMENT AND CERTIFICATION: IF AWARDED THE CONTRACT, [ WILL COMPLY WITH THE CONTRACT
INSURANCE REQUIREMENTS.

PROPOSERS NAME: . S'ceu RuS [ reumunfelo ares, T e .

AUTHORIZING SIGNATURE:

\.___._._/J\__
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